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1-2 About this manual

About this manual

Audience

This manual, together with the:

= J1000/J5000 Installation Manual
e OmniVision User Manual
< OmniVision Help

make up the Jtec J1000/J5000 product documentation.
Refer to this manual for configuration information, including:

= definitions of the parameters available for each module and facility
< information about overall system configuration

< adescription of, and configuration information for, features such as linesets and
Virtual Lines

< information about the product’s facilities such as Calling Line Identification and
Verification Enhancement (CLIVE)

< alist of the default settings for each module.

The J1000/J5000 Installation Manual provides installation, operation, maintenance and
troubleshooting information.

The OmniVision User Manual and OmniVision Help describe the Jtec Network
Management System and provide detailed instructions for its use.

This manual is designed to meet the needs of installation and maintenance personnel
and network managers who are responsible for the configuration of the J1000/J5000.

Experience in the use of PCs running Microsoft Windows 95, 98 or NT and
communications equipment is assumed, as is a high level of technical knowledge. It
isrecommended that you attend a Jtec introductory course, including an introduction
to OmniVision.
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Conventions

Except where otherwise indicated, the information provided in this manual is valid
for operation in all countries.

Certain modules and features detailed in this manual are only available to you when
your chassis is fitted with a Resource Manager (RM). The following markers are used

throughout the manual toindicate the features and modules supported by the Control
Module, the Resource Manager, or both:

Feature or module supported by the Resource Manager.

C M Feature or module supported by the Control Module.

Using this manual

Each section of this manual provides a different type of information. Refer to the
appropriate section for the information you require.

Parameters lists and defines the parameters for each module.

System Configuration contains information about Resource Manager and Control
Module default settings and a description of the various features and facilities
available. The configuration of these can have implications for the entire system.
Module Configuration lists the default settings for each module as well as providing
information about possible changes to the default settings, and giving configuration

examples.

Applications provides a number of examples that use the modules and features of this
equipment to create various networking solutions.
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Overview

J1000/J5000 product family

This manual provides the information you need to configure a J1000/J5000 for the
first time or to change an existing configuration. The information applies to all
members of the Jtec J1000/J5000 product family. It does not apply to the Terminal
Adaptor which is dealt with in the J1200 Terminal Adaptor User Manual.

Access Controller (J1000 series only)

Each member of the J1000 series is available as an Access Controller. This performs
all the normal Access Controller functions as well as providing the optional facilities.
All modules supported by the Control Module can be used in an Access Controller.

Virtual eXchange

Each member of the J1000/J5000 product family is available as a Virtual eXchange
(VX). As a Virtual eXchange, the J1000/J5000 can simulate an ISDN exchange and
provide basic exchange functions such as call routing, charging and service tones.
This enables you to configure a private network of devices using 2 Mbit/s E1 links.
You can connect the private network to the public network to allow calls to be made
between the two.

All modules can be used in a Virtual eXchange. A VX can also provide all the optional
facilities described in Section 3 — System configuration.

Voice and data information is processed by the J1000/J5000, including conversion
into a digital format if necessary, and integrated onto digital carriers. By this
description, the capabilities of the J1000/J5000 are technically defined as those of an
intelligent digital multiplexer.

Terminal equipment connects to the J1000/J5000 family using communications
cabling and interface protocols, just as if it's connected directly to an exchange
network. The equipment provides the interface appropriate to the exchange network
you select.

Members of the J1000/J5000 product family can provide a national network access
solution for voice and data communications requirements. The equipment can
interwork with new and old terminal equipment and exchange networks. Likewise,
they can interwork with other network access equipment.
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J5000 series

In addition to the features mentioned above, the J5000 also delivers bandwidth
efficiency, flexibility and quality of service via Jtec’s TimeFrame technology.
TimeFrame is the ability to dynamically allocate bandwidth to applications by
supporting two modes of trunk operation:

e Time Mode
e TimeFrame Mode.

These are explained in more detail below.
Time Mode

In Time Mode, both voice and data are carried in separate Time Division Multiplexing
(TDM) time slots. Time slots are allocated to applications on a per call basis. The Time
Mode is a commonly used access method. Its strength lies in delay-sensitive
applications such as voice. This mode is fully compatible with the Jtec J1000 series of
products.

TimeFrame Mode

In TimeFrame Mode voice is carried in TDM time slots, ensuring high quality and
predictable delivery. These time slots are allocated on a per call basis. Data,
management information and signalling are carried in the remaining trunk
bandwidth over Frame Relay, taking advantage of the bandwidth efficiency this
technology has to offer.

As soon as bandwidth is released by a voice application, it is reclaimed by the data
applications. Thus bandwidth is not only dynamically allocated by Frame Relay to
data applications, but also between TDM time slots for voice, and Frame Relay for
data.

OmniVision

OmniVision is a Microsoft Windows application which runs on a PC. Refer to the
OmniVision User Manual and OmniVision Help for all information about OmniVision
operations and features, including screens, parameters, navigation, alarms, polling,
logging, status reporting and hardware requirements.

You can establish an OmniVision session and configure:

< alocal device, via a direct connection over a serial port or through Ethernet
« aremote device, via a modem
< aremote device, via the ISDN.

This means you can configure a network of J1000/J5000s from one location.
OmniVision enables you to change an existing configuration either online or offline.

For example, you can set up a new configuration offline, save it as a database file and
then download it at the appropriate time.

© 1993-2000 Jtec Pty Limited



1-6 Overview

The configuration details are stored in both OmniVision files and in non-volatile
memory in the Resource Manager or the Control Module.

ISDN concepts

Configuring parameters

The information you enter when configuring device parameters is used differently
by different Information Elements (IEs).

Some Information Elements, such as Low Layer Compatibility and High Layer
Compatibility, use the information directly, including it in outgoing messages or
matching it with IEs in incoming messages. In other circumstances the information
is used to make up an IE. For example, the line number is used as part of the calling
party IE.

Other configuration information is used to control the device’s actions and has no
relevance to IEs.
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Information Element (IE)

Information about the type of call being made and its destination is conveyed in
messages to the network exchange by the user equipment. These messages control
the call in its establishment, active and clearing stages. Within each type of message
there are Information Elements, some mandatory and others optional. This varies
depending upon the type of message and the protocol implemented by the particular
country’s carriers (refer to your carrier's ISDN protocol specifications).

Information Elements comprise fields which are named according to their function
and are constructed of information in octets (8 bit characters) with variable length
fields (a minimum of one bit, up to multiple octets, as shown below).

8 7 6 5 4 321
Octet ok k% ok k%
Binary Values lorO
Field one bit 1
five bits 10 101
one octet 0 00O 0010
two octets 1001 1100
0101 1000

Some Information Elements (IEs) are not interpreted by the ISDN, but are passed
through to the destination transparently. Others are examined by the network for
compliance with protocol, routing, feature invocation and network facility criteria.

Some of these latter IEs may be altered by the network before being presented to the
destination ISDN user. Others are interpreted by the network and not passed on.
Therefore, IEs may be considered to be of local significance, end-to-end significance
or no significance, with respect to the way in which the network uses them.

Jtec’s implementation of the ISDN protocols aims to set, as defaults, as many of the
IE field values as possible. This minimises the configuration task. This manual
identifies possible variations as well as those settings which are necessary to
customise the J1000/J5000 to your applications.

The ISDN protocol is only used by the ISDN network’s end users. Where the ISDN
interfaces with another type of network, for example PSTN or switched packet data,
the ISDN provides a protocol conversion between the two networks and allows only
suitable types of calls to be routed to them.
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Parameters
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Introduction

This section lists and defines the parameters available to you when configuring a
device. Refer to this section for a description of the parameters for all modules.

Refer to Section 3— System Configuration for the default values for the Control Module
and Resource Manager as well as other configuration information for features and

facilities that can affect the entire system.

Refer to Section 4 — Module Configuration for the default values for each parameter
for the modules, and configuration examples.
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Definitions

Base Number

ISDN terminal equipment modules are connected to ISDN exchanges by physical
bearers. They are identified and addressed by the exchange using a numbering
scheme in which each bearer has a unique number, or range of numbers, allocated to
it. The number, or the lowest number in the range, allocated to the bearer is the Base
Number.

The following examples show the effect on incoming and outgoing calls where the
base number is and is not defined.

Incoming call — base number not defined

Number

Called Party 450 7008
Base 0

Line 450 7008

Note The Called Party Number minus the Base Number equals the Line Number.

Incoming call — base number defined

Number

Called Party 450 7008
Base 450 7000
Line 8

Note The Called Party Number minus the Base Number equals the Line Number.

Outgoing call — base number not defined

Number

Line 450 7008
Base 0

Area Code 2

Calling Party 02 4507008

Note The Calling Party Number equals the Line Number plus the Base Number and the
Area Code.
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Outgoing call — base number defined

Number
Line 8
Base 450 7000
Area Code 2
Calling Party 02 4507008
Notes
e The Calling Party Number equals the Line Number plus the Base Number and the Area
Code.

e Sometimes you may be required to enter the Base Number in National Significant Number
Format. If so, you must omit the Area Code.

For further information on Base Numbering see Appendix H.
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Line configuration

Line Number A line number is the unique number associated with a port, an NT channel (time slot)
or a Virtual Line. You must enter a line number if the line is to receive incoming calls.
However, if the line is a member of either a lineset or a Virtual Line, this is not
mandatory.

Lines can be numbered using OmniVision. Refer to OmniVision Help for further
information.

A line number is added to the base number of the incoming Terminal Equipment (TE)
module connected to the ISDN when matching the called party Information Element
(IE) on incoming calls.

A line number is added to the base number of the outgoing TE module. It, and the
result, is prefixed with the area code to produce the calling party IE on outgoing calls.

The line number must conform with the number ranges of the ISDN TE modules.

Subaddress The subaddress is an additional component of a line or a Hotline number which is
transferred end-to-end via the exchange.

If a subaddress is configured and a called party subaddress Information Element is
received inanincoming call, itis matched to allocate the call to a line. If no subaddress
is configured, the incoming called party subaddress Information Element is ignored.

Port ID The Port Identity (ID) is a humber you can assign to uniquely identify aline. The Port
ID is not related to the Port Name.

Port Name A name can be allocated to a port to make it easier to identify its use or associations.
This is particularly useful when creating linesets and Virtual Lines.
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ISDN Interface — Bearer Capability

Bearer Capability is a standard ISDN Information Element (IE). It describes to the
exchange the type of connection required to make a call. It isa mandatory component
in any call setup message and therefore it cannot be disabled.

The setting of a Bearer Capability parameter does not cause the line to be configured
according to the setting. The settings simply configure the Information Element.
While all parameters can be configured, only a few settings are accepted by a
particular exchange.

The parameters you configure do not affect the acceptance of an incoming call to the
line, but if an invalid or unimplemented bearer service is specified, outgoing calls
may be rejected by the exchange.

The exchange generally delivers the Bearer Capability unaltered to the called party.
Some types of user equipment use the Bearer Capability to accept or reject calls. The
configuration must therefore satisfy both the exchange and the called user equipment.

Many of the parameters within the Bearer Capability Information Element do not
require configuration. These parameters are not identified, described or defined. For
further information about these parameters, refer to your carrier’s protocol
specifications, for example:

e ITU-T (CCITT) Q.931

e Telstra[AOTC] TPH 1856
= Telstra TPH1962

= Telstra TPH 2001

= British Telecom BTNR 190
= British Telecom BTNR 191

The parameters that may require configuration are described below.

Checkboxes
Disable Bearer When this is enabled, no bearer matching is performed on incoming calls.
Checking
Strict Bearer When this is enabled, a binary match is performed between the Bearer Capability
Checking Information Element contained in the incoming Call Establishment Message and the

Bearer Capability configured on the line.

Useas LLCif When this is enabled, a check is made for the presence of a Bearer Capability
none sent Information Element in the incoming Call Establishment Message. If none is found,
the Low Layer Compatibility Information Element is used to check against the Bearer
Capability configured on the line.
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Octet 3 Transfer

This information describes the type of information to be transferred.

Unrest. Digital Unrestricted Digital. Any information can be transferred. However, an end-to-end
digital path is required.

Thisinformation is used by the exchange for service charging. Its provision may result
in a different tariff being charged than for analog settings.

It is also used to enable access to international switched services.

Speech Only analog signals can be transferred. If no digital bearers are available, the call may
be routed by the carrier via an analog exchange. The exchange provides audible
service tones such as ring tone, dial tone, busy tone and Recorded Voice
Announcements (RVA).

ISDN Interface — Low Layer Compatibility

Low Layer Compatibility (LLC) provides a means by which a called party can check
for compatibility with the calling party. The information is transferred transparently
by the exchange to the called user.

Note The exchange does not check Low Layer Compatibility. It is passed from end-to-end
in association with the call setup.

Low Layer Compatibility settings can be applied to either incoming or outgoing calls
or both.

Some modules (usually Digital Line Modules) use parameters in the Low Layer
Compatibility Information Element to configure their line characteristics. This is
noted in the appropriate line descriptions. Some types of ISDN equipment use the
LLCtoacceptorrejectcalls. The configuration must therefore comply with the calling
line characteristics and also the called party’s user equipment.

Apply to

outgoing calls Thisincludes LLC settings as an IE in outgoing calls so that the called party can check
for compatibility prior to connecting. It is rarely used.

incoming calls Thiscompares LLC settings to the IE of incoming calls so that the Digital Line Module
can check for compatibility prior to connecting. This is usually enabled.

Note IfLLC isnotapplied toincoming calls, all calls are treated as if there is no LLC present
in their configuration, and they are accepted. If LLC is applied to incoming calls, they are only
accepted if LLC is present in their configuration and it matches the configured LLC. If no LLC
is present in an incoming call, the call is accepted regardless of whether LLC is applied to
incoming calls or not.

Octet 5 checkbox

Octet 5 describes how data is coded at its lowest level, that is, Layer 1. Enable the
checkbox to access the octet 5a - 5d options.
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Octet 5 Layer 1
This information describes the method of rate adaption.
CCITT Rate ITU-T (CCITT) rate adaption as outlined in recommendations V.110 and X.30. This

Adaption implies the presence of octet 5a and optionally, octets 5b, 5¢ and 5d.

A-law This method is used for speech and audio transmission only. It is the encoding
standard used in Europe and Australia.

p-law This method is used for speech and audio transmission only. It is the encoding
standard used in the U.S.A.

non-CCITT Rate This signifies a non-standard method. It is used to convert the user data rate to the
Adaption 64 kbit/s B-channel rate. This implies the presence of octet 5a and optionally, octets
5b, 5¢ and 5d.

Octet 5a-d checkbox
This is enabled automatically if the octet 5a - 5d parameters are changed. If the

checkbox is not enabled, the parameters are not applied.

Octet 5a-d button

This provides access to the octet 5a - 5d parameters.

Octet 5a checkbox

This provides access to the User Rate and Synchronous lists.

Octet 5a User Rate

Use this to select the user rate of the data.

Inband Standard 64 kbit/s.
50 - 56000 bit/s Various data speeds in the range from 50 to 56000 bit/s.

Octet 5b checkbox

This provides access to the Intermediate, NIC Tx and NIC Rx lists. It can only be used
if the Octet 5a checkbox has been enabled, and V.110 and X.30 rate adaption are being
used.

Octet 5b Intermed list

The intermediate rate is used when adapting the user rate to the bearer rate. This
option should be used in conjunction with the user data rate, and must be set to a
value greater than or equal to the user rate.

Note The user rate is set in bit/s and the intermediate rate is set in kbit/s.

None Select this option if you selected a user data rate 32 kbit/s or less.
8 kbit/s 8 kilobit/s.
16 kbit/s 16 kilobit/s.
32 kbit/s 32 kilobit/s.

10003497.00 Rev.5



Parameters 2-9

Octet 5¢ checkbox

This option describes the format of the user data. It is used mainly for asynchronous
transmission. It can only be used when Octets 5a and 5b have been enabled.

Octet 5¢ Stop Bits

This sets the number of stop bits used in a data transmission.

Blank No stop bits.
1,15,2 Number of stop bits.

Octet 5¢ Data Bits

This sets the number of data bits used in a transmission. It should be used in
conjunction with the parity bits.

Blank No number of data bits specified.
7 This is commonly used when a parity bit is to be included.

8 This is the most common number of data bits used in a transmission. If selected, the
parity must be set to None.

Note When V.110 or X.30 rate adaption are used, the number of data bits must be set to 7.

Octet 5¢ Parity

A parity bit can be used in a transmission for error detection.

Odd The parity bit is set so that the total number of bits with value one is odd.
Even The parity bit is set so that the total number of bits with value one is even.
None Select this if no parity is used.
Forceto 1 The parity bit is set to one.

Forceto 0 The parity bit is set to zero.

Octet 5d checkbox
This provides access to the Duplex and Modem parameters. You can only use it when

Octets 5a - 5¢ are enabled.

Octet 5d Duplex

This describes the method of transmission: alternate or simultaneous.

Half This should be used to indicate two-way, alternate transmission. One end transmits
at a time.

Full This should be used to indicate a two-way simultaneous transmission. If selected,
both ends can transmit and receive simultaneously.
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ISDN Interface — High Layer Compatibility

The High Layer Compatibility (HLC) Information Element settings provide
information which allows the called party to check that the high layer protocols at
each end of the call are matched.

For each line, an HLC value is configured for use in outgoing call setup messages as
well as up to three values for incoming setup messages. If an HLC value is defined
for outgoing calls from a given line it is always sent, otherwise no HLC Information
Element is sent.

Note The exchange does not check High Layer Compatibility. It is passed from end-to-end
in association with the call setup.

Some types of ISDN equipment use the HLC to accept or reject calls. The
configuration must, therefore, comply with the calling line characteristics and also
the called user equipment.

For all of the following parameters, refer to your exchange’s ISDN protocol
specifications.

Standards checkboxes
The Telecom Standards checkbox allows you to set the Telstra Australia National
Standard definitions.

The CCITT checkbox allows you to set ITU-T (CCITT) defined values for HLC.

Call Direction checkboxes
This option sets the call direction to which the HLC settings apply.

Incoming This compares HLC settings to the IE of incoming calls so that the called party can
be checked for compatibility prior to connecting. You can set up to three Incoming
HLCs. Any incoming call with an HLC IE present will be checked against the HLC
options configured for the called party.

Note Incoming calls are always checked for HLC. If HLC is present in the configuration of
an incoming call, it is checked for verification against the options selected. If no options are
selected, or the options do not match, the call is rejected. If no HLC is present in the
configuration of an incoming call, it is always accepted.

Outgoing This includes HLC settings as an Information Element (IE) in outgoing calls so that
the called party can check for compatibility prior to connecting. You can set one
Outgoing HLC.
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ISDN Interface — Call Establishment Modes

The available Call Establishment Modes and their functions vary according to the
type of line. They may also depend upon the type of equipment connected.

Some modules have line types that require special Call Establishment Modes not
relevant to other line types. The following description covers both the common Call
Establishment Modes that apply to all line types and those specific to certain types
of lines.

Common Call Establishment Modes

Semipermanent (where available)

A semipermanent connection (SPC) is the equivalent of a tie line or leased line
between two parties through the ISDN. It is set up by the ISDN provider but it can
be de-activated to free the B-channel for other traffic. Refer to the OmniVision User
Manual or OmniVision Help for further information.

Enable Enables an SPC.

Label This is the semipermanent circuit identifier supplied by the ISDN provider. It can
consist of up to nine alphanumeric characters and it must be present for the
semipermanent to connect. For semipermanent connections the label performs a
function similar to the Line Number.

In some Virtual Line configurations you may need to specify a dummy
semipermanent label to enable the semipermanent configuration.

Note The group number of the Incoming ISDN terminal equipment module must also be
configured for the semipermanent connection to proceed.

Hotline

A Hotline number enables rapid connection of the line to a called party because the
called party number is dialled immediately a call establishment request signal is
received from the terminal equipment. A Hotline call can be initiated:

< by aline sequence, such as off-hook
< manually through OmniVision
< viathe SPC Backup call establishment (where available).

A partial Hotline can also be entered to enable pre-dialling.

Note A Hotline is only relevant to outgoing calls, not calls received from the ISDN.
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Enable Enables the Hotline feature.
Number Enter the number to be dialled. It can be up to 20 digits.
XSPC This enables a Switched Semipermanent Connection (XSPC).

An XSPC automatically attempts to establish a Hotline switched call when it is
configured, and when an existing XSPC clears. If an attempt to establish a call fails,
itis retried at timed intervals, until it is successful or the XSPC is disabled. The XSPC
effectively creates a leased line, or tie line across the ISDN, using switched calls.

Note For DLMs, callsare retried at one second intervals. For ALEMs, ALEM-2s, ALPMs,
ALPM-2s, EMMs, EMM-2s and E1Ms, calls are retried within a three to seven second period
from when they were cleared.

Subaddress Sets the called party Subaddress Information Element in the Hotline call. Refer to the
appropriate ISDN protocol specifications for the characteristics of this parameter.

Auto Answer A connection is made immediately an incoming call is received, without the
intervention of connected equipment. A call charge is incurred even if the equipment
connected to the called party is busy or unavailable. This option is available for all
lines.

Line type dependent Call Establishment Modes

Semipermanent (where available)
(DLMs only)
Backup This option sets up a normal circuit-switched connection to the Hotline number if the
SPC fails. An SPC failure can only be detected by DLMs when using CCITT (ITU-T)
V.110 or X.30 rate adaption at 48 kbit/s or lower user data rates.
If you select this option, you mustenter and enable a Hotline number at the end where
the SPC Backup is set. Auto Answer must be enabled at the other end.

DDI (Indial)
(EIM, ALPM, ALPM-2, EMM, EMM-2)

Enable Activates DDI.

This is used to pass part or all of the called party number Information Element
received with an incoming call, to connected terminal equipment for direct dial-in
purposes. A line with DDI enabled is usually part of a lineset with a range of numbers.

Ignore first... digits
(EIM, ALPM, ALPM-2, EMM, EMM-2)

This option allows you to specify the number of digits received from the exchange to
be ignored before direct dialling to the connected terminal equipment begins.

For example, if you specify that the first three digits of the number 450 7100 are
ignored, 7100 will be dialled. You can specify the maximum number of digits in the
Called Party Number IE to be ignored.
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Active Call Facilities
(ALPM and ALPM-2 only)

Release call if
Busy tone
detected

Use all cadence
values

(DLMs and COMBO)

Don't release
call if V110
frame loss

detected

Control Leads
(DLMs and COMBO)

Local Only

Transferred
Inband

Signalling

(ALEM, ALEM-2, ALPM,

National
Significant
Remote
Number

End-to-End

(EMM, EMM-2 only)

Interpreted

(EMM, EMM-2 only)

Unacknowledged

(EIM only)

E2E answer
xfer
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Thisoptionisonly usedintie line applications. It specifies the action to be taken when
a PABX line is busy. If enabled, and the line is busy, the call is released.

This option enables the use of tone detection for all specified cadence values. If it is
not enabled only the first two cadence values are used.

This option prevents the call being released if V.110 frame loss associated with CCITT
(ITU-T) rate adaption is detected.

This allows you to select the method by which the state of the control leads is
transmitted when rate adaption is used.

The state of the control leads is not transmitted inband.

Automatically transmits indication (inband) of the real state of the control leads. This
is available for DLMs with data rates of 19.2 kbit/s or less.

ALPM-2, COMBO ALIM, EMM, EMM-2, E1M)

This selects the method of signalling.

Enter the national significant group number of the remote device. Thisis only needed
when the line is a member of a semipermanent Virtual Line and the semipermanent
call is transit-switched to its destination via one or more intermediate devices.

Out-of-band signals are transmitted from one end of a connection to the other end.
This option is normally used for tie-line applications such as:

e XSPCs
< SPCs (where available).

Selects the type of proprietary signalling from an EMM. If selected, it enables
communications with all analog modules using a standard internal protocol. If not
selected, communication is only possible between EMMs using an uninterpreted
protocol. This is useful when the EMM cannot recognise the signalling protocol that
it is required to transfer.

This option prevents proprietary signalling from implementing a message
acknowledgement, thus reducing the amount of signalling. Available for EMMs in
uninterpreted mode only.

End-to-end answer transfer. This option provides an end-to-end answering
mechanism to support some inter-PABX operations. It provides for the answering of
an ISDN switched call followed by the end-to-end transfer of an Answer signal from
the called terminal equipment back to the calling line.
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Call Control

Describes the way in which calls are sent and received.
(SDLM V.24, ADLM V.24 QDLM and COMBO)

DTR Call (V.24) Calls are controlled by the DTR control lead on V.24 DLMs. If this option is selected
a Hotline number is also required.

(ADLM V.24 and QDLM)

AT This option enables AT modem emulation on an ADLM V.24 and a QDLM V.24
operating in asynchronous mode. Calls are setup and cleared using AT commands.
The V24 DLMs do not actually become modems because they still implement V.110
rate adaption on an unrestricted digital bearer.

(SDLM X.21, QDLM and COMBO)

X.21 This option enables an X.21 interface between the terminal equipment and the SDLM
X.21 for synchronous operation on public data exchanges.

C Signal (X.21) This option enables and disables X.21 call control protocol.
(SDLM V.35 only)

RS (V.35) This option is defined as ITU-T (CCITT) Interchange Circuit No 105. Calls are
controlled by the RS/RTS control lead on V.35 lines. A Hotline number is also required
if this option is selected.

(QDLM and COMBO)

V.25 bis This option enables Cisco V.25 bis (software release V9.1) compatible line signalling
capability when operating over X.21, V.35 and V.24 synchronous line interfaces. It
supports both V.25 bis signalling and online data interchange at 64 kbit/s user rate
only.

(E1IM only)

Connect after Similarto Auto Answer exceptaconnection is made after the digits have been dialled.
indialling digits This is used in conjunction with DDI (Indial). It enables call progress tones, such as
ringing or busy, to be passed from the terminal equipment (usually a PABX) to the
calling party.

PABX Recall
(ALEM, ALEM-2 and COMBO ALIM)

This option enables a timed loop break generated by the connected equipment to be
detected and signalled to the other end of the tie line for forwarding to the called
terminal equipment. It is only used with tie line applications and requires an ALPM
or ALPM-2 at the called end to regenerate the timed loop break.

Enable Enables the timed loop break detection for PABX recall facilities.

Back Busy
(EMM, EMM-2 only)

Provides a busy indication to the connected equipment if the tie line fails:
e XSPC
e SPC

Enable Enables back busy.
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If channel is Subrate it's
(EIM only)

This option allows you to specify whether a Subrate Virtual Line should apply a
compander or a Subrate switch to the information transmitted from or received by
the line.

Voice For a line that transmits analog signals. A compander for either a VCM or LDCM is
assigned.

Data For a line that transmits data. It assigns a Subrate switch.

TimeFrame Trunk Name
RM

(TimeFrame Virtual Line only)

Specifies the trunk name associated with the Packet Channel of a TimeFrame VL.

See Configuring the TimeFrame VL packet channel on page 3-58.

RM TimeFrame minimum data rate
(TimeFrame Virtual Line only)

Specifies the minimum portion of the TimeFrame VL bandwidth allocated to data.
That is, voice is not inserted into this bandwidth.

RM TimeFrame inactivity timeout
(TimeFrame Virtual Line only)

Specifies the time of no data activity on the TimeFrame VL after which the call is
dropped.

ISDN Interface — ISDN Line Controls

Thisoption allows you to define the numbering schemes and supplementary services
to be applied to a selected line.

Line Numbering

The selected line numbering scheme is applied to the line. For outgoing calls it is used
to set a parameter in the Calling Party IE. The numbering scheme supplied by the
calling party is not checked for incoming calls.

The line numbering scheme values you set are used by the ISDN to determine if the
correct line numbering scheme is present for access to itself and other exchanges. You
would not usually change them. Refer to your exchange’s protocol specifications for
further information.

AOC (where available)

Note The following supplementary service has been defined by Telstra for use in Australia.

Advice of Charge (AOC) is a supplementary service available from your ISDN
provider.

Switched call charge information provided by the ISDN is stored in the Call Logging
application within OmniVision and is not sent to any line modules (except IPMN and
BRMN in which case it is transparent and no configuration is required).
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If you subscribe to it the following options are available.
None No AOC information received.
Continuous Incremental costs are received during the call.

End of Call The total cost is received at the end of the call only.

Don’t Increment Hotline No.

(TimeFrame Virtual Line only)

This specifies that the Hotline Number should not be automatically incremented. The
RM normally increments each of the multiple lines when creating a TimeFrame
Virtual Line with a bandwidth greater than 64 kbit/s. If this is enabled, you must
manually set the Hotline Numbers for each line.

Outgoing CLI

Calling Line Identification Presentation (CLIP) and Calling Line Identification
Restriction (CLIR) are supplementary services available from your ISDN provider. If
you subscribe to them the following options are available.

Note The exchange rejects a call if an inappropriate CLI option is selected.

CLIP This is the default. Do not change it.

Note ISDN service providers in Australia do not currently support customer selectable
CLIP options.

CLIR If you subscribe to a permit transfer CLIP option, and enable this, the exchange
withholds your number from the called party when you make a call.

Note This option is a service provider facility. It is not related to the Calling Line
Identification and Verification Enhancement (CLIVE) which is described in the System
Configuration section of this manual.

ISDN Interface — Teleservice (where available)

Teleservice isatelecommunications service definition which indicates the application
or service being used.

Note Teleservices are defined by Telstra to enable charging options. Currently only Timelink
is used. The Bearer Capability settings are also used for charging purposes.

Teleservice settings are not matched on incoming calls and have no end-to-end relevance. High
Layer Compatibility settings should always be used for end-to-end compatibility definition.

None Normal teleservice setting.

Note Other Teleservice types exist, but we recommend that you only use them to enable
calls to be made to other ISDN equipment that requires them to be present.
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Timelink This is a switched call tariff option provided by Telstra Australia on subscription. It
has a high flag fall charge with small increments and is mainly used for data calls of
medium duration. The tariffs charged depend upon the distance of the call.

Thisservice means thatdata calls may become cheaper after approximately two hours
when compared with switched calls that are not using Timelink teleservice.

ISDN Internal Control — Restriction

This option allows you to restrict the calls sent to and received from a selected line.
None No restrictions. Receives and makes calls.
In only Receives calls only (Outgoing calls are barred).
Out only Makes calls only (Incoming calls are not accepted).

Disable No calls made or received.
This option can also be used to set manual back busy or blocking for tie line
applications on EMMs and E1Ms.

ISDN Internal Control — Dial Type

This option allows you to select the type of dialling to be used by a device which is
connected to an ALEM, ALEM-2, ALPM, ALPM-2 or COMBO ALIM port.

Pulse This is used for rotary dial telephone sets.

DTMF Dual Tone Multifrequency (DTMF) dialling is the basis for operation of pushbutton
telephone sets.

Both Enables Pulse or DTMF signalling depending on which is detected first for an
outgoing call (ALEM and ALEM-2 only).

None Selects no dialling.

ISDN Internal Control — Codec

A codec is a coding/decoding device. The coder is used to convert analog signals to
a digital format for transmission over the ISDN exchange. The decoder is used to
convert the digital signals back to the original analog signals.

This option allows you to set the relative level and hybrid balance of the codec. It is
applicable to the ALEM, ALEM-2, ALPM, ALPM-2, COMBO ALIM, EMM and
EMM-2.

Relative level (dBr)

(ALPM, ALPM-2, ALEM, ALEM-2, COMBO ALIM, EMM and EMM-2)
This sets therelative analog signal level or volume of the incoming and outgoing calls.

Note The dBr reference point is the ISDN.

(ALEM, ALEM-2, ALPM, ALPM-2, COMBO ALIM, EMM and EMM-2)

Send Level Out This sets the relative analog signal level being sent from this module.
Of This Card
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(ALEM, ALEM-2, ALPM, ALPM-2, COMBO ALIM, EMM and EMM-2)

Receive Level This sets the relative analog signal level received into this module.
Into This Card

Hybrid Balance

The hybrid balance settings adjust the line length and impedance values to match the
ISDN module to your terminal equipment.

Note These settings are not usually changed. They vary depending upon the terminal
equipment used and should only be changed when used in conjunction with analog
transmission measurement equipment.

ISDN Internal Control — PABX

This option is used in association with tie line applications. It allows you to set the
maximum duration of a timed loop break (or hookflash) before the ALEM, ALEM-2
or COMBO-ALIM terminates the call. For example, if you set the recall time to one
second, a signal indicating a hookflash is sent to the other end of the tie line if the
telephone receiver is on hook for less than one second. If the receiver is on hook for
more than one second a signal indicating that the call is to be cleared is sent.

Max PABX Recall Time
Short 250 ms.
Long 750 ms.
Other User defined, but not greater than 1280 ms.

Note The maximum recall time allowed is 1280 ms. It is set in stepped values up to 1280
msec. This parameter should be set in conjunction with information provided by your PABX
service personnel.

ISDN Internal Control — Service Tones

This option allows you to define the cadence of the ring and busy tones detected by
an ALPM or ALPM-2 line entity and the cadence of the ring voltage generated by an
ALEM or ALEM-2 line entity.

Ring Defines the cadence of the ring tone. This enables you to set or edit the ring cadence.
Select the top of one of the bars to edit the current sound period or the baseline
between bars to edit the current silence period.

Busy Defines the length of the busy tone. This enables you to set or edit the busy cadence.
Select the top of one of the bars to edit the current sound period or the baseline
between bars to edit the current silence period.

Period Defines the length of the on and off cycles for the ring/busy tone in integer multiples
of 100 ms.

Note A typical Telco ring cadence is 4, 2, 4, 2. Busy is 4, 4, 4, 4 (actually 375 ms). The
tolerance for both is +/- 30%.
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ISDN Internal Control — Outgoing TE

This option allows you to select the TE module (the connection to the ISDN) through
which outgoing calls are to be routed when there are multiple TE modules in the
chassis. (The currently available TE modules are the IPMT and BRMT.)

SPID The Service Profile Identifier is a unique number, from nine to twenty digits long,
(USA only) that is used by the BRI NI1 protocol to identify a set of subscribed capabilities.

Any This is the default. Calls are sent to any available TE module. This means that
outgoing calls are distributed across all TE modules. They are placed on the TE
module with the most free B-channels.

Preferred Calls are sent to the preferred TE module. If the module is unavailable the call is sent
to the TE module with the most free B-channels.

Exclusive Calls are sentexclusively to the selected TE module. If all B-channels of the nominated
TE module are busy or the TE module or line has failed, the call fails.

Use TE in slot If Preferred or Exclusive is selected you must define a TE module by specifying its
card slot within the device.
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Configuration



3-2 Introduction

Introduction

This section provides details of the overall system configuration and the operation of
optional system facilities which may have implications for the entire system. As well
as the default settings for the Control Module, Resource Manager and the Virtual
eXchange (VX), it contains a description of, and configuration information for, the
following features common to all products:

= Linesets

< Virtual Lines

< ISDN Interworking

e MicropleX Switching

< Inband Signalling

< Calling Line Identification and Verification Enhancement (CLIVE)
< Serial Alarm Interface Options

< Phone Home.

This section also provides information on the following features that are available
only to chassis fitted with the Resource Manager:

= Wideband

« Flash management

« Packet Switching

< Bridge

= |IP Router

e HDLC handling

< Frame Relay PVC management
= TimeFrame

The parameters for Control Module configuration are shown on page 3-3.
The parameters for Resource Manager configuration are shown on page 3-5.
TimeFrame configuration is covered on page 3-19. For information about, and
configuration instructions for, linesets refer to page 3-46.

Refer to page 3-50 for information about Virtual Lines and instructions for their
creation.

Refer to page 3-57 for information about ISDN Interworking.

Refer to page 3-67 for details of MicropleX Switching.

Refer to page 3-74 for information on Inband Signalling.

Refer to page 3-80 for an explanation of, and configuration information for, CLIVE.
Refer to page 3-86 for information on Serial Alarm Interface.

Refer to the OmniVision User Manual and OmniVision Help for step-by-step
instructions on how to use OmniVision.
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Control Module (CM)

Configuration

Manager Access

Number

Check Incoming
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CLI

The Control Module (CM) controls the switching of all data through the system and,
therefore, must be present in any device. It has a non-volatile memory to store
configuration information for itself and all other line modules present in the subrack.
Italso maintains alog of all calls made and received, changes in the status of modules
and any errors detected.

Note If the CM is moved to a different slot in the chassis, the configuration details are
deleted from that slot when the CM is restarted. The CM will require reconfiguring in its new
slot position.

If a Manager number is defined, it is used in the same way as a line number.

In Australia, if a number is not defined, all incoming B-channel and D-channel calls
which have the correct password are used to establish an NMS session. This allows
for the remote configuration of a newly installed device.

In the UK, if a number is not defined, all incoming calls are directed to the Control
Module Manager access. This allows for the remote configuration of anewly installed
device.

If you are using a Basic Rate connection with Telstra Australia’s OnRamp Xpress
service, certain limitations apply. Refer to Appendix S for details.

The Manager number is often, by convention, the penultimate number in a block. For
example, in a block of 100 lines (0-99) it would be 98. However it can be any number
within the range allocated to the BRA or PRA.

Note You should take care when configuring the Manager number from a remote site. If
you choose a number outside the range for the PRA and BRA, further remote access will not
be possible.

In Australia, the Manager number is mandatory. End-to-end signalling also uses
D-channel calls to transfer information via the ISDN. If a Manager number is
configured the Control Module searches other modules to find an end point for the
call.

In the UK, the Manager number is mandatory and should be configured first.

This enables checking of incoming remote configuration calls by the Calling Line
Identification and Verification Enhancement (CLIVE). Refer to page 3-80 for further
information about, and configuration instructions for, CLIVE.
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Test Line

Number  This number is used to assist in the diagnosis of equipment and signalling faults. It
is not mandatory.

When the test line number is dialled a transmit-receive loopback is established to the
calling party. The number used is often, by convention, the last number in a block.
For example, in a block of 100 lines it would be 99.

The number causes all incoming calls (with this number as their called party number)
to be automatically answered regardless of all other call control criteria.

In Australia, if the incoming call is a D-channel packet call (Demand Transfer), user
to user packets are also looped back to the user.

Up to 32 simultaneous calls can be answered. This number should be uniquely
allocated to the Control Module and no other module.

Subaddress  Thesubaddressis an additional component of the above number which is transferred
end-to-end via the network. If it is used, it frees the available range of numbers for
in-dial functions. It is not mandatory.

International inband signalling

This will normally be required when connecting between a node in the U.SA. and a
node in another country. All devices in the network need this enabled. Its not valid
to have one end enabled and the other end disabled. This option will also work locally
and nationally.

National escape prefix
This should be set to 1 for the U.S.A. and 0 for all other countries.

Line Number Matching

Some authorities are changing network numbers from seven to eight digits. There is
a transition period when callers can use either the seven or eight digit number to
reach the destination line. Use this facility to enable the device to match either of the
numbers dialled by the caller.

The eighth digit is suffixed by the existing seven digit number, for example, the
number 3640091 may become 93640091. The matching is achieved by ignoring a
specified number of digits from the front of either the called number, the line number
or lineset range numbers. Digits are ignored only if the difference between the length
of the called number and the line number or lineset range numbers is equal to the
number of digits to ignore. When the low number and high number of a lineset
number range have different lengths, the called number length is compared with the
longer of the range numbers.

For the changeover, set ’Ignore N digits when matching numbers’to 1.
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Resource Manager (RM)

Configuration

Manager Access

Number

© 1993-2000 Jtec Pty Limited

The Resource Manager (RM) controls the switching of all the calls and data through
the systemand, therefore, must be presentin any chassis. It hasanon-volatile memory
to store configuration information for itself and all other line modules present in the
subrack. It also maintains a log of all calls made and received, changes in the status
of modules and any errors detected.

Note If the RM is moved to a different slot in the chassis, the configuration details are
deleted from that slot when the RM is restarted. The RM will require reconfiguring in its new
slot position.

The Resource Manager also has an internal IP Router and Bridge capable of
routing/bridging data between the RM’s Ethernet port and TimeFrame trunks. See
Appendix L for information on the protocol conformance of the RM.

An integral Frame Relay Packet Switch allows switching of Packet information
contained in the TimeFrame trunks.

Additional support for HDLC-based protocols such as X.25, Frame Relay and SNA
is provided by the on-board HDLC Data Handler.

Flash memory allows configuration information and software images to be stored for
all the system modules, including the RM.

Note When updating the RM software from Network Release B and lower, to Network
Release C and above, the new software automatically carries out a conversion process on the
configured TimeFrame settings. The conversion allows TimeFrame configured in earlier RM
software to operate in the Wideband TimeFrame mode. Wideband TimeFrame operates on
trunks greater than 64 kbit/s.

Further information on the RM configuration conversion can be found in the J1000/J5000
Upgrade User Note.

If a Manager number is defined, it is used in the same way as a line number.

Note Ifyou are using an IP connection from OmniVision, ensure that the Access Number
entered for Node Access in OmniVision is an exact match of the Manager Access Number.
This should not include area code prefixes. Alternatively, set the Access Number to 0 (zero).
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Where D-channel calls are available

If a number is not defined, all incoming B-channel and D-channel calls which have
the correct password are used to establish an NMS session. This allows for the remote
configuration of a newly installed device.

Where D-channel calls are not available

If a number is not defined, all incoming calls are directed to the Resource Manager
access number. This allows for the remote configuration of a newly installed device.

The Manager number is often, by convention, the penultimate numberin a block. For
example, in a block of 100 lines (0-99) it would be 98. However it can be any number
within the range allocated to the BRA or PRA.

Note You should take care when configuring the Manager number from a remote site. If
you choose a number outside the range for the PRA and BRA, further remote access will not
be possible.

In the UK, the Manager number is mandatory and should be configured first.

If you are using a Basic Rate connection with Telstra Australia’s OnRamp Xpress
service, certain limitations apply. Refer to Appendix S for details.

In some markets, end-to-end signalling also uses D-channel calls to transfer
information viathe ISDN. If a Manager number is configured, the Resource Manager
searches other modules to find an end point for the call.

Management IP  The Management IP address is used by the NMS to access the configuration and
Address and management aspects of the RM related to its data processing units. These units may
Subnet Mask  be the IP Router, Bridge, HDLC data handler, Packet Switch and so on.

The entry must be a valid IP address that is accessible via the LAN to which the RM
isconnected. An IP address takes the form of a dotted decimal notation, for example,
192.195.112.42

The Subnet Mask also conforms to the same decimal notation.

Note The RM does not support an IP address which contains a .0 (specified in RFC950).
For example, the address 172.16.0.80 with subnet mask 255.255.255.0 is not supported.

Check Incoming  This enables checking of incoming remote configuration calls by the Calling Line
CLI Identification and Verification Enhancement (CLIVE). Refer to page 3-80 for further
information about, and configuration instructions for, CLIVE.

Test Line

Number  This number is used to assist in the diagnosis of equipment and signalling faults. It
is not mandatory.

When the test line number is dialled a transmit-receive loopback is established to the
calling party. The number used is often, by convention, the last number in a block.
For example, in a block of 100 lines it would be 99.
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The number causes all incoming calls (with this number as their called party number)
to be automatically answered regardless of all other call control criteria.

Note Iftheincoming callisa D-channel packet call (Demand Transfer), user to user packets
are also looped back to the user.

Up to 32 simultaneous calls can be answered. This number should be uniquely
allocated to the Resource Manager and no other module.

Subaddress  Thesubaddressis an additional component of the above number which is transferred
end-to-end via the network. If it is used, it frees the available range of numbers for
in-dial functions. It is not mandatory.

International inband signalling

This will normally be required when connecting between a node in the U.SA. and a
node in another country. All devices in the network need this enabled. Its not valid
to have one end enabled and the other end disabled. This option will also work locally
and nationally.

Setting this option also allows you to apply a Number Checking List to the inband
signalling router. The Called Party Number can be modified to facilitate inband
signalling calls across international boundaries.

National escape prefix
This should be set to 1 for the U.S.A. and 0 for all other countries.

PCM Coding

Set this to A-law or p-law to set the default PCM coding method that is to be used
throughout the device.

Line Number Matching

Some authorities are changing network numbers from seven to eight digits. There is
a transition period when callers can use either the seven or eight digit number to
reach the destination line. Use this facility to enable the device to match either of the
numbers dialled by the caller.

The eighth digit is suffixed by the existing seven digit number, for example, the
number 3640091 may become 93640091. The matching is achieved by ignoring a
specified number of digits from the front of either the called number, the line number
or lineset range numbers. Digits are ignored only if the difference between the length
of the called number and the line number or lineset range numbers is equal to the
number of digits to ignore. When the low number and high number of a lineset
number range have different lengths, the called number length is compared with the
longer of the range numbers.

For the changeover, set Ignore N digits when matching numbers to 1.
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Management

The Resource Manager supports local management via the RM Ethernet LAN port
and Utilities (DB9) port. It also supports remote management using IP over Frame
Relay within a TimeFrame Virtual Line, and UMP (User Management Protocol) over
a D- or B-channel. Up to 30 simultaneous OmniVision IP sessions can be active.
Standard management protocols such as SNMP (Simple Network Management
Protocol), TFTP (Trivial File Transfer Protocol) and Telnet can be used for
management along with Jtec’s proprietary UMP. A diagram of a typical management
scenario is shown below.

Brisbane node

rv—a i

BRMT

ISDN

Sydney[node

o'. o
RM Ethernet
LAN Port BRMT

LAN

Network
Management
System
- | ~
- | ~

- | ~

Telnet Client SNMP/UMP Manager TFTP Server
to (e.g. OmniVision)

to
Sydney node to Brisbane node Sydney node
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Configuring the Management IP Address

To use IP-based management, either via the Ethernet LAN port or remotely, a
Management IP Address must be associated with each RM. The Management IP
Address is the same IP address that is given to the Ethernet LAN port on the RM. The
Management IP Address and hence the LAN Port IP Address can be set in the
following ways:

< Using Bootp
< Using RM Module configuration.

Setting Management IP Addresses using Bootp

The RM supports the Bootstrap Protocol (Bootp). The RM uses this to determine the
IP Address and Subnet Mask associated with the Ethernet LAN Port. To use this
feature a Bootp Server must be installed on the LAN. This must be capable of
accepting the Bootp requests from the RM and returning a suitable reply containing
the IP address and subnet mask.

In order to use Bootp, the RM Ethernet MAC Address must be associated with an IP
Address and Subnet Mask in the Bootp Server's database file. When the Bootp Server
receives the Bootp request, it matches the received MAC Address with the one in its
database and returns a Bootp reply with the IP address and subnet mask to the RM.

Note The Ethernet MAC Address of the RM is unique to each board. A label containing
the address is located on the back of the board (side without components). It is 12 digits long
and starts with the digits 0020BC.

OmniVision provides a Bootp Server that the RM can use to obtain its IP address.
Refer to the OmniVision User Manual for details on using the Bootp Server.

This is typically used for an unconfigured locally-managed device to determine the
initial IP address associated with the Ethernet LAN port. If aManagement IP Address
is set in the RM Module Configuration then no Bootp request will be sent by the RM.

The RM does not store the IP Address, obtained from the Bootp server, in non-volatile
configuration. Each time the RM is restarted the RM requests an IP Address. To store
the IP Address in non-volatile configuration, enter it in the RM Module Configuration
dialog.

Setting the LAN IP Address using the RM Module configuration

The RM Module Configuration dialog contains a setting for the Management IP
Address and the Subnet Mask. These values are used for the Ethernet LAN port on
the RM. They are entered as dotted decimal notation. See page 3-6 for more details.

This is typically used for configuring the Management IP Address for an
unconfigured remote node, as well as setting a permanent IP address to avoid using
Bootp for a locally managed device. This method cannot be used on an unconfigured
device managed locally via the Ethernet LAN port. In this case you must use the
Bootp configuration method.
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Telnet

The RM has an on-board Telnet Server that allows either a remote Telnet Client or the
OmniVision Virtual Terminal to access configuration and status information.

To connect to the RM Telnet Server using a Telnet client on a PC or Workstation, a
Management IP Address must be configured. For more information, see Configuring
the Management IP Address on page 3-9. A Telnet Client should then connect to the
Management IP Address of the RM.

To connect to the RM Telnet Server using the OmniVision Virtual Terminal, start an
OmniVision management session to the RM. Select the RM with right mouse button,
and choose Virtual Terminal.

A default logon of username 'admin’ and no password exists for the first time
connection. To get help on the list of commands supported by the RM Telnet Server
enter ? atthe rm t el net > prompt and press ent er.

Note A username and password is not required when accessing the RM Telnet Server via
the OmniVision Virtual Terminal.

The RM Telnet Server provides a range of commands for managing the Flash File
System, Packet Switching, IP Routing and Bridge of the Resource Manager. See the
appropriate section for details on how those commands are used.

To exit the Telnet Server, type qui t, exi t orl ogout attherm t el net > prompt.
A complete set of Telnet commands is given in Appendix M.

Flash management

The RM has 4 Mbytes of onboard Flash Memory that is used for keeping non-volatile
information such as the RM configuration information, and the software image that
is executed by the RM.

The Flash Memory is set up as a file system that can contain up to 3.84 Mbytes of data
arranged as files. The configuration information and software images are each stored
as files. These files can then be exchanged between the RM and a Network
Management System using TFTP (Trivial File Transfer Protocol).

Alternatively, you can use the OmniVision Flash File Manager to examine the contents
of the RM Flash memory and transfer files via TFTP. See the OmniVision User Manual
for details.

You can examine the contents of the RM Flash File System by establishing a session
to the RM’s Telnet Server. After logging on under Telnet, a list of commands is
available for manipulating files, including renaming a file, listing available files,
deleting a file and typing a file.
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The following commands can be used to manage files contained in the RM Flash File
System. These commands can be entered at the rm:telnet> prompt:

e |s list files in the Flash File System
e dir asforls

e cat [filenane] type a file onto the Telnet screen
e type [fil enane] as for cat

e mv[currentfilename][newfil ename] rename current file to new filename
e renf[currentfilenane][newfilenane] as fornmv

e del [filenane] delete a file from flash

e rm|[fil enane] as for del .

All of the above file commands operate on files within the Flash File System. For
information on copying files into and out of the Flash File System refer to TFTP on
page 3-13.

Selecting the RM software image to run

The RM is capable of storing multiple versions of RM software images, limited only
by the amount of available space in the Flash Memory. Each version of RM software
is distinguished by a unique version number stored within the software image file
header. On startup, the RM Image Loader executes the latest version of the software
image file in the file system.

It is also possible to select an image to run in the case where multiple versions of
software are maintained on the system. To do this:

1 Connect an RM Telnet Server session to the RM. A complete set of Telnet
commands is shown in Appendix M.

2 Enter r un with no parameters to see which image is currently active.

3 Enterrun <fil enanme>to selectaspecific software image file in Flash to execute.
<fi | ename> must be a valid filename that exists in the RM flash file.

If this file exists on startup it will be run regardless of what other versions of RM
software images are present in the system. If it doesn't exist, the RM Image Loader
finds the latest version available.

Note After entering the name of the file you should wait for 15 seconds before resetting the
RM to give the RM a chance to save the name of the file to Flash. Failing to wait for this time
will mean that the RM will not save the change to Flash and will restart running the same
version of software that it was previously running.

4 Toclearthe selected image and revertto using the defaultimage, enterr un cl ear
attherm t el net > prompt

5 Enterrun ? to get help on the run command.
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Adding and deleting users

The RM Telnet Server provides commands to add and delete users of Telnet sessions
established with the RM. The default user name is admi n and there is no password.
Up to eight users can be specified for the RM Telnet Server.

To display a list of currently configured users, enter the command user at the
rmt el net > prompt. This command also displays the help for adding and deleting
users.

To add a new user, enter the command user add [ nane] [ passwor d] at the
rmtel net > prompt, where [ nane] is the user name and [ passwor d] is the
password used for the connections.

To delete an existing user, enter the command user del ete [ nane] atthe
rmtel net > prompt, where [ nane] is the user name to delete from the list.

Monitor application

The monitor application is used for analysing the operation of the RM software. To
start the Monitor application, type noni t or attherm t el net > prompt.

To see a list of commands supported by the Monitor application, type ? at the
rm noni t or > prompt.

To exit the Monitor application, type qui t or exi t atthe rm noni t or > prompt.

Router application

The router application is used for displaying statistics associated with the internal IP
Router and Bridge in the RM. To start the Router application, type r out er at the
rmtel net > prompt.

The following commands are supported in the router application and these must be
entered at the r m r out er > prompt. Type ? at the r m r out er > prompt to get help
on these commands.

e show stack ip route

e show stack i p cache

e show stack ip protstats
e show stack ip portstats
e show stack ip arptable
e show stack ip rarptable

To exit the router application, type qui t orexit atther m rout er > prompt.

Rebooting the RM

To reboot the Resource Manager, enter the command r eboot nowat the
rmtel net > prompt. The RM will shut down any current activity and reboot after
a period of five seconds.
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System, Line, Trunk and WAN port status

To view the status of the RM and the availability of Lines, Trunks and WAN Ports,
type syst ematther m t el net > prompt.

TFTP

The RM has a TFTP Client that is used to transfer files between the RM Flash File
System and an external file storage source such as the Network Management Station
disk. Typical uses for this including transferring updated RM software image files to
the Resource Manager and transferring RM configuration files from the Resource
Manager to the NMS.

To access the TFTP client, you must establish a Telnet session to the RM. Entert f t p
atther m t el net >prompt. A ? canbe used to display the listof commands available

within the RM TFTP Client. These commands include:

connect connect to a TFTP server (e.g. connect 192. 195. 112. 15)

put send a file to the TFTP server (e.g. put user.ini)
get receive a file from the TFTP server (e.g.get rm bi n)
stat us display the state of connection to a Telnet Server

quit quit the TFTP Client application

Note When using the get command to download a file, the RM deletes the file of the same
name (if it exists) from its Flash Memory before proceeding with the get operation. If the
get operation fails, the RM Flash memory will no longer contain the file of the same name.

Note that the server that you wish to connect to can also be entered when starting the
TFTP client This is done by entering, for example, tftp 192. 195. 112. 15.

ATFTP Client must connect to a TFTP Server associated with your NMS. OmniVision
suppliesa TFTP Server for use with the RM. The TFTP Server for OmniVision isadded
to the startup menu when it is installed. The server starts automatically when the
NMS workstation is started.

To use the OmniVision TFTP server you must set the root directory from which files
will be sent and received. Use the Set Root menu option to set this path. This must
be a valid path accessible from your NMS workstation.

Note Ensure that the Retry Timeout in the OmniVision TFTP Server is set to at least 5
seconds. If you do not do this, a 'Disk full’ error is reported during the transfer. This is an
inaccurate error message.

In this release, the process has been automated using OmniVision’s Flash File
Manager.
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Serial File Transfer

The RM has an in-built XMODEM file transfer capability that you can access via the
DB9 serial port on the RM front panel. Refer to the RM section of the J1000/J5000
Installation Manual for information on connecting a PC serial porteither directly using
a cable, or remotely via a dial-up modem connection.

To use the Serial File Transfer capability you will need a PC Terminal Program that
supports 9600 bit/s and the XMODEM file transfer protocol. Examples of these
programs include HyperTerminal and PROCOMM.

Starting a connection

The DB9 serial port on the RM is used for two purposes:

< OmniVision management using the proprietary JASYNC protocol, and
= Serial File Transfer.

When first connecting a Terminal program, you may need to change the port from
operating in aJASYNC mode back to File Transfer mode. To do this, enter at least ten
(10) carriage return characters by holding down the <Enter> or <Return>key on your
keyboard until the prompt Moni t or > appears on the screen.

Note OmniVision automatically switches the protocol on this port back to JASYNC if it is
connected after a Serial File Transfer is established.

Commands

You can enter the following commands at the Moni t or > prompt for the Serial File
transfer operation:

dir get a listing of files in the RM Flash File System.
Usage: di r
del delete a file from the RM Flash File System.

Usage: del <fil enane>

Xrecv set up the RM to receive a file via the XMODEM protocol and store it
in the Flash File System.
Usage: xrecv <fil enane>

downl oad download a file from the RM Flash File System to another module in
the chassis.
Usage: downl oad <fil ename> <cardsl ot > <interface> <line>
Refer to the J1000/J5000 Upgrade User Note for details on downloading
files to specific types of modules in a J5000 chassis.
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Transferring a file

Proceed with the file transfer using the following steps:

1 Runthe Terminal program on your PC and ensure that the chosen COM port
settings are correct (9600 bit/s, no parity, 8 data bits, 1 stop bit).

2 If you are remotely establishing the connection via a modem, dial the number of
the modem connected to the RM DB9 port and wait until the CONNECT message
displays on the screen.

3 Setthe RM into Serial File Transfer mode by pressing <Enter> until the Moni t or >
prompt appears.

4 Ensure that the file you are transferring to the RM does not already exist in the
Flash by entering the command di r. If the file does exist, delete it by using the
del et e command.

5 Set up the RM to receive the file by typing the following command at the
Moni t or > prompt:

xrecv <fil ename>

where <f i | enane> is the name of the file you want to store in the RM Flash File
System. Do not enter any path information into the <f i | enane>.For example, if
the location you are transferring from is C:\OmniVision\Bootimag | rm.gz, do not
enter that full path as the xrecv <fil ename> — justenterrm gz.

Note You have 90 seconds to complete step 6. If the RM times-out, repeat step 5.

6 Setup your PC to upload the image using the XMODEM protocol. Typically, you
do this by selecting XMODEM as the protocol and type in the path and filename
of the file to transfer. Adapt this instruction to suit the Terminal program you are
using.

7 Start the upload process and monitor the progress of the transfer by watching the
statistics presented on the terminal screen.

8 When the transfer is complete, ensure that the file is in the RM. Do this by typing
di r and confirm that the file is listed, and its status is OK. Repeat steps 4 to 8 for
any subsequent files that you need to transfer.

9 Once the files are transferred, and if appropriate, proceed to download them to

other modules inthe chassis. If the transferred file isanew RM version, then reboot
the RM.
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Virtual eXchange

The Virtual eXchange (VX) provides a switching system suitable for a private ISDN
network. It also provides call routing, call charging and service tones within the
network. The private network can be connected to the public network, allowing calls
to be made between users of the two networks.

Configuring a private network

This section describes the steps to configure a private network and details the
parameters concerned. Some aspects of the configuration are optional, but are shown
here for completeness. The optional parameters are:

< call charging

= base number

= service tone configuration
< endless loop prevention.

For VX application examples see page 5-30 in the Applications section.

Virtual eXchange configuration

Enable VX

Capacity

Send dial tone for
en-bloc call setup of
? digits or less

Period

Selecting the VX option on the Control Module or Resource Manager opens the
Virtual eXchange dialog. The parameters set in this dialog affect all private network
calls on the VX.

Select this checkbox to enable the VX. All outgoing calls will be sent initially via the
private network unless the line making the call is configured to use a ‘Preferred’ or
‘Exclusive’ TE. If the called party cannot be connected through the private network,
the call is resubmitted to the public network via a TE mode interface.

Select the number of calls to be handled by the VX. The call capacity should be set to
allow for the anticipated peak load of the VX.

Note The Control Module or Resource Manager line resource is shared between the Virtual
eXchange and the Virtual lines. Care should be taken in choosing the call capacity when the
VX is used in conjunction with Virtual lines.

Enter the number of digits, received in a call establishment message, for which you
wish to provide a dialling tone. The default value is zero.

Configuring VX service tones

The VX provides service tones that are used to indicate the progress of private analog
calls. The default cadences are based on Telstra Australia Specification 1529. To
configure the tones select the Tones button from the VX configuration dialog.

Two on and two off periods of the cadence can be adjusted in increments of 200 ms.
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Configuring the VX operation

To configure the VX operation select the Operation button in the VX configuration
dialog.

Numbering

You must enter a valid range of numbers and Area Code for the VX to function
correctly.

Base number  Enter the base number of the VX. This is particularly useful if you have more than
one public connection.

Minimum number in Enter the lowest valid number in the range.
this device

Maximum number in Enter the highest valid number in the range.
this device

Area code  Enter the local area code without its leading zero.
(no escape prefix)

Private network charging

Private network charging is optional. The VX can be configured to provide a
combination of fixed cost per call and time charge.

Flag fall charge  Specify a fixed cost per call in multiples of charge units. The maximum flag fall is
65535 units.

Charge period Specify a charge period from 1 to 65535 seconds. This parameter is multiplied by the
setting in the Each unit costs parameter.

Each unit costs  Enter the cost of a unit in multiples of 0.1 cent up to 25.5 cents (1 to 255).

Endless loop prevention

Specify the maximum number of nodes that a call is allowed to pass through before
reaching its destination. The default value is 10. You must set this parameter to avalue
greater than, or equal to, the length of the longest path within the private network.

Trunk module configuration

This section details the configuration settings for trunk modules used in linking
private networks and those providing access to public networks.

Private network modules

Access to private network links between VX nodes is provided by IPMNs, or DTMs
in NT mode.

Configure IPMN

Refer to page 4-6 of the Module configuration section for information on configuring
the IPMN.

Configure DTM NT

Refer to page 4-79 of the Module configuration section for information on configuring
the DTM NT.
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Public network modules

Primary Rate access to the public ISDN is provided by IPMTs. Basic Rate access is
provided by BRMTs.

Configure IPMTs

Refer to page 4-3 of the Module configuration section for information on configuring
the IPMT.

Configure BRMT

Due to the characteristics of the Basic Rate specification, the link will deactivate when
there are no active calls established across the link. To prevent link deactivation, we
recommend that the Retain Layer 2 establishment and the Disable T309 checkboxes
in the Basic Rate TE Configuration dialog for the respective BRMT are enabled.

Refer to page 4-17 of the Module configuration section for information on configuring
the BRMT.

Lineset route configuration

Configuring linesets with multiple routes allow you to develop private networks that
incorporate redundant paths and can accommodate peak traffic overflow.
Information on configuring linesets can be found on page 3-46.

Linesets used to define routes in a VX network must be configured as Non-local.
Selecting Non-local sets the following parameters:

e Linear Hunting (keep list static)

= Return cause of ‘No circuit/channel available’ to allow fallback TE & NT
resubmission.

Reverse IPMN order should be selected. Since the IPMN does not provide channel
negotiation, it is possible that, if the linesets are in the same order, calls received
simultaneously from an E1 link and the VX will collide. Reversing the order lessens
the chance of call collision. Reversal should only be at one end of the private link.

Control Module/Resource Manager configuration

The following parameters are associated with the configuration of a private network:

Manager access  This must be configured. If it is left blank, all calls will be connected to the UMPE
number  (User Management Protocol End), the end point for OmniVision connections.

Allow resubmission Enable to allow calls to be sent to the public network when VX is enabled.
to TE

Allow resubmission Enabled.
to NT

Log resubmitted Disabled.
calls
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TimeFrame

Overview

© 1993-2000 Jtec Pty Limited

A TimeFrame Virtual Line is designed to provide optimum bandwidth efficiency for
datawhile still providing high quality of service for voice in a voice and data network.
It does this by the dynamic addition and removal of TDM slots for voice within a
packet stream containing all of the data between two sites.

A TimeFrame Virtual Line is a channel existing between two devices that contains
two distinct sections:

< apacket channel for carrying data and;
< a TDM section for carrying voice.

A single TimeFrame Virtual Line can operate up to 1472 kbit/s. Refer to page 3-22 for
restrictions on TimeFrame bandwidth allocation.

The voice circuits within a TimeFrame VL are compressed using advanced voice
compression techniques to ensure that they occupy minimum TDM bandwidth even
when active.The remainder of the TimeFrame VL channel is allocated to a Packet
Channel.

There are several aspects to configuring TimeFrame. The following list summarises
those aspects and provides cross references to the information:

= Refer to Virtual Lines on page 3-50 for information on configuring TimeFrame
Virtual Line call handling aspects such as line numbers, call establishment
methods and data rates.

< Refer to Packet Ports on page 3-34 for information on configuring a Packet Port to
provide access to the packet capabilities of a TimeFrame Virtual Line. This
includes both internal and external data devices running HDLC based protocols
such as PPP, X.25 and Frame Relay.

< Refer to Switching Packet Data on page 3-21 for information on configuring the
packet switch to switch data from the RM’s internal IP Router/Bridge and Packet
Ports onto a TimeFrame Virtual Line.

< Refer to Frame Relay PVC management on page 3-42 for details on configuring a
Packet Port to accept data from a connected device that supports the user-side
Frame Relay PVC management protocol.

= Refer to Wideband Operation on page 3-38 for information on using TimeFrame
Virtual Lines and Packet Ports in a Wideband mode (>64 kbit/s).

See the TimeFrame Virtual Line applications on page 5-3 for examples of configuring
various types of TimeFrame networks.
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TimeFrame limitations
The following limitations apply when using TimeFrame:

< For voice calls, a 64kbit/s TimeFrame Bearer always reserves a minimum of
8kbit/s for data and end-to-end signalling. For example, a 128 kbit/s TimeFrame
Virtual Line (two bearers) reserves a minimum of 16 kbit/s, thus supporting up
to fourteen 8 kbit/s compressed voice calls. If the two bearers are used only for
data, the full 128 kbit/s bandwidth is available.

< The RM can handleacombined bandwidth of 23 x 64kbit/s (1472 kbit/s) channels
forall Category 1 Packet Ports and TimeFrame Virtual Lines. For example, an RM
cannot have an additional Category 1 Packet Port or TimeFrame Virtual Line if
there is already a 704kbit/s Category 1 Packet Port and a 768kbit/s TimeFrame
Virtual Line configured. Refer to page 3-34 for information on Category 1 Packet
Ports.

< ASubrate Virtual Line can have at most one Packet Port or at most one TimeFrame
Virtual Line as its member. A Subrate Virtual Line cannot simultaneously have a
Packet Port and a TimeFrame Virtual Line as its members. Refer to Virtual Lines
on page 3-50 for more information on Subrate Virtual Lines.

= A Packet Port and a TimeFrame Virtual Line can be members of the same
Wideband Virtual Line, as long as they do not share the same Subrate Virtual Line.
Refer to Virtual Lines on page 3-50 for more information on Subrate Virtual Lines.
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Switching Packet Data

This section defines how the RM takes data from multiple sources and multiplexes
that over the Packet Channel within the TimeFrame Virtual Line.

The switching of packet data within the TimeFrame VL Packet Channel is controlled
by a Fast Packet Switch running on the Resource Manager. There are multiple sources
of data that can be fed into the Fast Packet Switch (FPS) from within a system. Each
of these sources of data is shown in the diagram below.

External Data

Device
(e.g. SNA, X.25
ptAN |

| Frame Relay)

Data Port Internal Data Device
RM Ethernet LAN Port (e.g QDLM, Combo, SDLM) (e.g IRM, FSM)

RM Call
Handler

RM HDLC
Data
Handler

Fast Packet
Switch

Packet
Channel
Handler

‘ | TimeFrame
| Packet Channel ‘ Voice | Virtual Line

The RM Bridge/Router bridges and routes data between the locally connected

Ethernet LAN port and each of the TimeFrame VLs that support a connection to the
Bridge/Router.

The RM HDLC Data Handler takes HDLC-based data such as X.25, SNA and Frame
Relay from an externally connected device via one of the available data ports (for
example, QDLM, COMBO or SDLM). It also accepts data from internally connected
devices such as an IRM or FSM. The data from both sources is passed to the Fast
Packet Switch for switching to the appropriate destination.
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To allow support for a wide range of HDLC-based protocols, the Data Handler
operates in two modes:

< encapsulation
= transparent.

In encapsulation mode, also referred to as 7E Data Handling, the incoming HDLC
packet is encapsulated in a Frame Relay frame by prepending a Frame Relay header
and an RFC1490 header. This allows the FPS to recognise it as a FR frame and switch
it accordingly.

In transparent mode, the Data Handler does not alter the incoming HDLC frame and
passes it directly to the FPS. As the frame is passed directly, it must have a Frame
Relay header to allow it to be switched.

The only protocol supported in transparent mode is Frame Relay. All other protocols
must be set for encapsulation within a Frame Relay frame.

Each of the above data sources within the TimeFrame VL are framed using the Frame
Relay protocol to allow Fast Packet Switching of all of the data within the Packet
Switch. All datais RFC1490 encapsulated to allow demultiplexing of each data source
within the TimeFrame VL.

To further enhance the bandwidth usage of the TimeFrame VL Packet Channel, data
compression can be selectively applied to each of the data sources discussed in this
section.

If data compression is enabled, the RM will try to compress all packets on the Frame
Relay route. If acompressed packet is larger than the original packet, due to it already
being compressed, the original packet is forwarded across the link rather than the

larger compressed packet. This makes the valuable trunk bandwidth more efficient.

The following sections contain more detail on the operation and configuration of each
of the components in the data path described here.

Backplane bandwidth allowance

TimeFrame Virtual Lines use the RM internal timeslots, rather than the backplane
timeslots. TimeFrame bits are Subrate-switched directly from the internal timeslots
to the trunk module's timeslots. However, if a TimeFrame Virtual Line is connected
through a BCAM-ISO, it will require two backplane timeslots to switch data into the
BCAM-ISO.

For example, a 128kbit/s Timeframe Virtual Line, connected through a BCAM-1SO
to an IPMT, requires two backplane timeslots for the IPMT and four (2x2) additional
backplane timeslots for the TimeFrame Virtual Line and the BCAM-ISO. The
additional backplane timeslots are allocated dynamically.

Refer to Appendix J — System Limits for more information on backplane timeslot
allocation
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Subrate switch usage

No Subrate switch is required to map a TimeFrame Virtual Line to a Subrate Virtual
Line, as the RM can switch Subrate bits from RM internal timeslots to the destination
timeslots.

Configuring the TimeFrame VL packet channel

Thissection describes how to configure a TimeFrame Virtual Line to send data packets
from devices connected to a J1000/J5000. These data packets can originate from:

< externally connected devices such as an SNA terminal or a router via a physical
data port on a COMBO or DLM, or;

< internally generated by the RM Bridge/Router from a connected LAN, or;
< internally connected modules such as the IRM or FSM, or;
< end-to-end signalling messages from the RM call handler.

All data packets sent over a TimeFrame VL must transit through the Fast Packet
Switch (FPS). The FPS is responsible for switching a data packet from a source data
service to a destination data service. A data service refers to an interface that handles
data packets. These include:

e HDLC Data Handler (Data from COMBO or DLM data ports)
< Bridge/Router Handler (Data from the RM Internal Bridge/Router)
« Packet Channel Handler (Data from a TimeFrame VL Packet Channel).

To allow the FPS to correctly switch from source to destination each data packet must
have information within the packet to allow this switching to occur. The FPS in the
RM uses Frame Relay as the switching protocol as it natively provides a number of
features which are beneficial to fast switching of frames.

Each Frame Relay frame has a standard 2 byte header which contains information
about the frame. The primary bit of information within the header is an address that
is commonly referred to as the DLCI (Data Link Circuit Identifier). In a standard
Frame Relay frame the DLCI can contain values between 0 and 1023, allowing up to
1024 unique addresses to be assigned to frames.

Note Inthe RM, only DLCIs 30-991 are available for use on TimeFrame Virtual Lines. All
other DLCIs are reserved.

ADLCI is used as an address for a connection between two devices within a network.
This connection is commonly referred to as a Virtual Circuit (VC). As a result of this,
each physical Frame Relay interface can theoretically support up to 1024 Virtual
Circuits going to either the same destination or switched within an external network
to different destinations. This scheme allows multiple sources of data to be
multiplexed over a single link for delivery to one or more remote destinations. The
RM can support up to 32 Virtual Circuits on each TimeFrame Virtual Line.
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The following diagram shows a three node network with four Virtual Circuits
connecting the sites over two physical links. Note that the Virtual Circuit Number is
only a label to identify the VC within the network diagram. It does not have to
correspond to the DLCI for the link. It is the DLCI that is used by the Packet Switch
to switch data packets.

Virtual Circuit 1— 7,

J 4 Virtual Circuit 3
DLCI=30

AN\ DLCI=121

7 N
~4— Virtual Circuit 2 Virtual Circuit 4 ——p~\
DLCI=47 DLCI=900

All data services that communicate with the Fast Packet Switch in the RM do so
through a Frame Relay Interface. Itis this Frame Relay Interface that defines the DLCI
and Virtual Circuit parameters associated with the data service, and allows data
packets to be switched within the Fast Packet Switch from source to destination.

In the RM, the Data Handler, Bridge/Router and Packet Channel Handler all have
Frame Relay interfaces associated with them.

The steps involved in configuring the TimeFrame VL to accept data consist of:

« Configuring a Frame Relay Interface and its Virtual Circuits for each data service
connected to the Packet Switch

= Associating that Virtual Circuit with one or more data service types

= Configuring the Fast Packet Switch Routing Table to switch the data packets
between source and destination data services.
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Configuring a Data Handler

The Data Handler is used for connecting external or internal data devices to a
TimeFrame data service, for example, an SNA terminal or a router. These devices are
connected through either the data ports provided by modules such as a COMBO or
DLM, or internal ports such as IRM WAN ports. There are thirteen Frame Relay
Interfaces associated with the Data Handler. These interfaces are called Packet Ports.
In the configuration they are referred to as Packet Port 1 to Packet Port 13.

Note To optimise the performance of the RM we recommend that you select Category 1
Packet Ports in preference to Category 2 Packet Ports where possible. See Packet Ports on page
3-34 for a description of the differences between the two port categories.

OmniVision contains a Data Handler application to allow you to set up your devices.
See the OmniVision User Manual for details. The following information is provided
for setting up the data handler using a Telnet or Virtual Terminal session. It must be
used in conjunction with OmniVision to complete the configuration.

The following steps apply to configuring a Data Handler:

1 Configure the data port to which the device is connected, for example, COMBO,
DLM or IRM. Refer to the particular module sections for more details.

2 Run the Telnet application and connect to the RM to configure the Frame Relay
Interface and Virtual Circuits. Initiate the configure mode by entering conf i gur e
attherm t el net > prompt. A complete set of Telnet commands is shown in
Appendix M.

3 View the current settings of the Data Handler being configured by showing the
Frame Relay Interface for the corresponding Packet Port using the command

show fr-int <interface>
where <i nt er f ace> takes on values pktportl to pktport13.

The Virtual Circuit determines in which mode, encapsulation or transparent, the
Packet Port, and hence the Data Handler operates. Each Packet Port only supports
one Virtual Circuit when operating in encapsulation mode. Up to 64 Virtual
Circuits are supported on each Packet Port when operating in transparent mode
with Frame Relay PVC Management enabled.

Note The Packet Port interfaces are preconfigured to operate as 7E data handlers. Because
of this, they operate in encapsulation mode and prepend a Frame Relay header on all received
frames. A DLCI has been configured for the Virtual Circuit. This is only required to be changed
if the setting is not suitable for use, for example, if a data type other than 7E encapsulation is
required, or the port is to operate in transparent mode.
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4 To add a new Virtual Circuit to the Packet Port, the original one must first be

deleted. This is done using the command:

delete vc <interface> <vc nane>

where:

<i nt er f ace> takes on values pktportl to pktportl3 and is the interface from
which the Virtual Circuit is being deleted;

and <vc name> isthe name of the Virtual Circuit to be deleted from that interface.
A new Virtual Circuit is added using the command:

add vc <interface>

where <i nt er f ace> takes on values pktportl to pktportl3 and is the interface
to which the Virtual Circuit is being added.

6 Enter the name of the Virtual Circuit.

7 Enter the DLCI for the Virtual Circuit.

Note This value is not used if the data type is set to fr for Frame Relay, and Frame Relay
PVC Management is disabled.

8 Enter the Data Type associated with the Virtual Circuit. A value of fr selects

transparent operation. All other values select the type of RFC1490 encapsulation
used on the packet. 7e is the standard proprietary encapsulation.

Note Only the High Priority data type field is used for the Packet Port interfaces. No value
should be entered for Medium and Low priority.

9 Establish a manual connection between the data port to which the device is

connected, and the Data Handler on the RM, configured in the previous steps. Use
OmniVision to establish this manual connection. The manual connection is
connected from the data port, to which the device is connected, to the
corresponding Packet Port on the RM. For example, if pktportl was configured
in steps 2 to 8 above, a manual connection would be established from the data
port to Packet Port 1. If the Packet Port contains multiple lines, each line must be
manually connected.

10 Repeat this procedure for all data ports to be connected to a Data Handler.

11 Configure the remaining required data services for the device and then refer to

Configuring the Fast Packet Switch on page 3-32 for connecting data services
together.
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Configuring the Bridge/Router

The RM contains a Transparent Bridge and an IP Router to allow traffic received on
the LAN to be routed or bridged across a TimeFrame Virtual Line. There is one Frame
Relay Interface associated with the Bridge/Router and it supports eight Virtual
Circuits, allowing up to eight Bridge/Router ports to be switched onto TimeFrame
Virtual Lines. The Bridge Filtering Database entries are aged out after five minutes.
To configure the Bridge/Router:

1 Runthe Telnetapplication and connect to the RM to configure the LAN and WAN
ports of the Bridge/Router. Initiate the configure mode by entering conf i gur e
atthe rmt el net > prompt. A complete set of Telnet commands is shown in
Appendix M.

2 Configure the Ethernet LAN port to suit the network. The RM contains a show
I an command to enable you to view the settings of the Ethernet LAN portand a
set | an command to alter these settings. This command configures both the
bridging and the IP routing parameters associated with the port. To accept the
currentsetting of a parameter, press <ent er > at the promptfor the new parameter
value.

3 Configure the settings on each of the WAN ports to suit the network. The RM
contains show wan <port>andset wan <port>commandswhere <port >
has the value of 1 to 8. These commands allow you to view and alter the settings
of the eight RM Bridge/Router WAN ports that can be connected to the
TimeFrame trunks.

Note When setting a WAN port, one of the parameters determines whether the link is
unnumbered or not. If the link is configured as unnumbered, a further prompt for a Remote
Address is made. The Remote Address is the network address of the remote end of the
unnumbered link. This value can be entered here as an alternative to creating a static route.
If RIP is enabled on this port or a static route is entered into the static route table, the Remote
IP Address can remain at 0.0.0.0.

4 The Transparent Bridge and the Spanning Tree Algorithm can be globally enabled
or disabled by using the global bridge settings. To view the settings use the
command show bri dge. To alter the settings use the command set bri dge.

5 IPRoutingandRIP can be globally disabled or enabled using the global IP settings.
To view the settings use the command show i p. To alter these settings use the
command set i p.

6 To set a default IP route for the RM IP Router use the set defaul troute
command. The current setting for the default route can be viewed using the
show def aul t r out e command. The default route can be deleted using the
del ete default routecommand.
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Note If the default route is on an unnumbered link then the Port Number of the WAN port
to which the traffic is sent must be entered. This takes on a value of 1 to 8 for WAN ports 1 to
8 of the RM Bridge/Router. If the default route is not unnumbered then enter the IP address
of the device to which the traffic should be sent.

If RIP is not used on one or more ports, static routes may be required to allow IP
traffic to be routed from the RM IP Router. To view a list of configured static routes
use the command show st at i cr out e. To add a static route to the routing table
enter thecommand add st ati cr out e <ent ry>where<entry>isafreeentry
number within the static routing table. The <ent r y> value can be determined
from the show st ati cr out e command.

To delete a static route from the static routing table, enter the command del et e
staticroute <entry>where<entry>isthe entry number of the static route
to delete.

Note Ifyouare using the RM to interconnect sub-networks of the same network over WAN
Ports, you must use Numbered WAN Ports. Using Unnumbered WAN Ports prevents
the inclusion of subnet routes in the RIP updates, and may cause improper operation of the
network.

8 Each of the eight WAN ports must be connected to a TimeFrame Virtual Line via

the Packet Switch routing table. The following table shows the mapping between
the WAN port number, the Port ID and the Port DLCI. The WAN Port number is
configured using the set wan <port >command. This information is used in

the Packet Switch routing table that connects the Bridge/Router to that WAN port.

WAN Port number Port 1 ID Port 1 DLCI
1 router 51
2 router 52
3 router 53
4 router 54
5 router 55
6 router 56
7 router 57
8 router 58

For example, to connect WAN port 2 from the Bridge/Router to Packet Channel
Handler trunk2, an entry must be added to the Packet Switch Routing Table which
has the following settings:

< Port1ID setto router

e Port1DLCI setto 52

e Port 2 ID set to trunk?2

e Port2DLClsettocorrespond toavalid Virtual Circuit within the trunk2 Frame
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Relay Interface
< The Data Type set to all.

Note The values for Port 1 DLCI are fixed and cannot be changed. This DLCI value can
however be mapped to an alternative value if required by switching this entry to a Virtual
Circuit within Packet Channel Handler that has the required DLCI.

9 Configure the remaining required data services for the device and then refer to
Configuring the Fast Packet Switch on page 3-32 for connecting data services
together.

Note You must restart the RM if you change any of the parameters for the IP Router or the
Bridge. This includes the use of any of the following commands:

set | an

set wan <port nunber>
add staticroute

del ete staticroute
set defaultroute

del ete defaultroute
set ip

set bridge

© 1993-2000 Jtec Pty Limited



3-30 TimeFrame

Configuring a Packet Channel Handler

The Packet Channel Handler (PCH) is responsible for prioritising and queuing data
for the TimeFrame trunks. There are eight Frame Relay Interfaces associated with the
PCH for accessing the eight TimeFrame trunks. In the configuration they are referred
to as trunkl to trunk8. The following steps apply to configuring a Packet Channel
Handler:

1 Configure the TimeFrame Virtual Line as detailed on page 3-50.

The association between a PCH Frame Relay Interface and a TimeFrame VL is
made through the Call Establishment dialog in OmniVision when setting up a
TimeFrame Virtual Line. When configuring a TimeFrame VL, a TimeFrame Trunk
Name of trunkl through to trunk8 is automatically assigned by OmniVision. Use
that trunk name when configuring the Packet Channel Handler (PCH) that is
associated with that TimeFrame VL. This means that there is a one-to-one
relationship between a TimeFrame VL and a PCH.

Run the Telnet application and connect to the RM to configure the Frame Relay
Interface and Virtual Circuits. Initiate the configure mode by enteringconf i gur e
attherm t el net > prompt. A complete set of Telnet commands is shown in
Appendix M.

View the current settings of the Packet Channel Handler being configured by
showing the Frame Relay Interface for the corresponding trunk. To do this, use
the command:

show fr-int <interface>

where <i nt er f ace> takes on values trunk1 to trunks.

Note Thetrunkinterfacesare preconfigured with two Virtual Circuits to pass all data across
a trunk. Each trunk can support up to 32 Virtual Circuits.

4 To delete a Virtual Circuit from a trunk use the command:

del ete vc <interface> <vc nanme>

where:

<i nt er f ace> takes on values trunkl to trunk8 and is the interface from which
the Virtual Circuit is being deleted;

and <vc nane> is the name of the Virtual Circuit to be deleted from that interface.
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5 To add a new Virtual Circuit to the trunk use the command:
add vc <interface>

where <i nt er f ace> takes on values trunkl to trunk8 and is the interface to
which the Virtual Circuit is being added.

7 Enter the name of the Virtual Circuit.
8 Enter the DLCI for the Virtual Circuit.

9 Enter the Data Types and priorities of the data types associated with the Virtual
Circuit.

Note If data priority is a concern, you should use the first configured Virtual Circuiton a
trunk (i.e. DLCI 100) to set up data priority. For instance, high priority=e2e, medium
priority=7e and low priority=all. Avoid setting up too many Virtual Circuits in a trunk as
the priority scheme is not implemented across multiple Virtual Circuits. End-to-end signalling
always travels on DLCI 100.

If all data is to be passed at equal priority, enter all in the High Priority Data Type
field and nothing for the Medium and Low Priority. If the Virtual Circuit is to contain
a number of different data types that need to be prioritised, enter the data types for
High Priority, Medium Priority and Low Priority respectively.

Note Only Data Types specified in the High, Medium and Low Priority fields for a Virtual
Circuit will be passed across that Virtual Circuit. Be sure that, if you split up the data types,
you cover all data types travelling across the Virtual Circuit.

10 Repeat the appropriate parts of this procedure for creating additional TimeFrame
Virtual Line to Packet Channel Handler mappings. Also use this procedure for
adding or deleting Virtual Circuits from a Packet Channel Handler.

11 Configure any remaining data services required for the device and then refer to

Configuring the Fast Packet Switch on page 3-32 for connecting data services
together.
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Configuring the Fast Packet Switch

The Fast Packet Switch (FPS) is used to switch data packets between any number of
configured Frame Relay Interfaces. Each entry in the Fast Packet Switch table that
describes how to switch a packet from a DLCI on one interface to another DLClon a
different interface is called a route. The Resource Manager’s FPS can support up to
512 routes in its route table. To configure the Fast Packet Switch:

1 Establish a Telnet session to the RM. A complete set of Telnet commands is shown
in Appendix M.

2 Enter confi gureatthermtel net > prompt.

3 Toshow alist of all of the configured routes in the FPS enter the command show
fr-route.

4 To show details about a specific entry in the FPS route table enter the command
show fr-route <entry>where <entry> isthe number of the entry in the
FPS route table.

5 To add an entry into the FPS route table enter the command add fr-route
<ent r y>where <ent r y> is an unused entry number in the routing table. Use the
show fr-rout e command as described above to find an unused entry in the
FPS route table.

Note To replace an existing FR route entry, enter the <entry> number corresponding to
the route that you want to replace.

When adding a FPS route entry, enter the information as prompted. Note that each
FPS route entry entered is bi-directional so packets will be switched both ways
between the Port 1 and Port 2 values entered.

6 Enter the Port 1 Frame Relay Interface ID using the identifier (for example,
pktportl) from the appropriate interface entered for the data services. Enter the
DLCI corresponding to the Virtual Circuit on the Frame Relay Interface to switch.

7 Enter the Frame Relay Interface ID indentifier (for example, trunkl) and DLCI for
the Virtual Circuit for Port 2.

8 Enable or disable compression for this FPS route entry as appropriate.

Typically, you would disable compression for an FPS route entry corresponding
to a switch between two Packet Channel Handler data services. This is because
the FPS is only acting as a transit node between the two connected devices.

Compression would typically be enabled, however, for a Data Handler or RM
Bridge/Router data service connected to a Packet Channel data service on a
TimeFrame VL. This compresses the data coming from these services and hence
reduces the amount of data actually transmitted on the TimeFrame VL.
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Note Whenenabling compression, the order of the Port 1 and Port 2 values as entered above
is very important. Data packets coming from Port 1 and switched to Port 2 are compressed
while data packet coming from Port 2 and switched to Port 1 are decompressed. This means
Port 1 must correspond to either a Data Handler or RM Bridge/Router data service and Port
2 must correspond to a Packet Channel Handler data service.

9 Enter the Data Types switched in this FPS route entry. This field allows the Data
Type of the packet to be used to demultiplex and switch to the correct interface
when a DLCI is used to carry more than one type of data.

For example, if a Data Handler and RM Bridge/Router are switched onto Virtual
Circuits within a Packet Channel Handler, then two route entries would be
required in the FPS. This is described in Configuration of Packet Channel Handler
Service on page 3-30.

The first route entry would have:

e Port 1 set to the FR Interface ID and DLCI of the Data Handler
e Port2 set to the FR Interface ID and first DLCI of the Packet Channel Handler
« Data Type for this entry would be 7E Data.

Note If the Data Handler is configured to operate transparently, that is data type of fr, the
Data Type for this entry must be set to all.

The second route entry would have:

e Port 1setto FR Interface ID and DLCI of the RM Bridge/Router

e Port 2 set to the FR Interface ID and second DLCI of the Packet Channel
Handler

« Data Type for this entry would be all.

Note The data originating from the RM Bridge/Router and a Data Handler must go over
different Virtual Circuits on a TimeFrame Virtual Line.

10 To delete an entry in the FPS route table enter the command del ete fr-route
<entry>.
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Packet Port

Note In earlier releases Packet Ports were referred to as Packet Lines. Packet Lines
supported up to 64 kbit/s, Packet Ports support greater than 64kbit/s.

A Packet Port is an interface between a Resource Manager HDLC data handler and
an HDLC data device. The interface can either be internal or external to the chassis.
An external data device is usually connected to a Packet Port through a digital data
port such as a COMBO data port. The following modules and line-types are
supported by Packet Ports:

< COMBO Digital Line Interfaces

< All Digital Line Modules (DLMs) except the ADLM V.24
< AIlIISDN Primary Rate Modules (IPMs)

< Digital Trunk Module (DTM)

< BCAM-ISO

e IRM

e FSM

= Subrate, Non-Subrate and TimeFrame Virtual Lines.

Packet Ports only support Manual Connection.

There are 13 Packet Ports in each RM, and they can be categorised into two groups
based on their functions:

« Category 1: Packet Port 1 to 7. These support non-CCITT rate adaption, idle or
flag fill, NRZ line encoding and greater than 64kbit/s operation.

« Category 2: Packet Port8to 13. These support CCITT or non-CCITT rate adaption,
idle fill, NRZ, NRZI mark or NRZI space line encoding and up to 64kbit/s
operation.

Note The RM can handle a combined maximum bandwidth of 23 x 64kbit/s channels for
all Category 1 Packet Ports and TimeFrame Virtual Lines. For example, an RM cannot handle
an additional Category 1 Packet Port or TimeFrame Virtual Line if a 704kbit/s Category 1
Packet Port and a 768kbit/s TimeFrame Virtual Line are already configured.

A Packet Port can be manually connected to another data port such asan HSDM port.
In the case of a Wideband (>64 kbit/s) connection, each Packet Port line should be
manually connected to the corresponding data port line. For example, the first Packet
Port line must be connected to the first HSDM line, the second to the second, and so
on. Packet Ports do not support switch call or XSPC operations.

APacket Port can be amember of a Wideband (non-Subrate) or aSubrate (<=64kbit/s)
Virtual Line.
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Notes

A Subrate Virtual Line can have, at most, one Packet Port or one TimeFrame Virtual Line as
its member. A Subrate Virtual Line cannot simultaneously have a Packet Port and a
TimeFrame Virtual Line as its members.

A Packet Port and a TimeFrame Virtual Line can be members of the same Wideband Virtual
Line, as long as they do not share the same Subrate Virtual Line.

In the case where a Packet Port is a member of Subrate Virtual Line, calls cannot be made or
cleared from the Packet Port as it does not support switch call operations.

Backplane bandwidth allowance

A Packet Port uses internal RM timeslots that cannot be accessed by other modules.
Furthermore, a Category 2 Packet Port does not possess Subrate switch functions, so
it cannot switch Subrate bits onto a backplane timeslot. The RM sets up temporary
backplane timeslots that can be accessed by other modules, and allows Subrate
switching from the temporary timeslots to the destination timeslots. The following
table lists the number of temporary backplane timeslots required by each type of
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connection.
Packet Port Manual Manual Member of Member of | Member ofa
Category connection | connection a Virtual a Subrate Subrate
(except to Line Virtual Line | Virtual Line
BCAM-ISO) | BCAM-ISO through a
BCAM-ISO
1 0 1 0 0 See Note 1
2 0 See Note 2 0 1 See Note 1
Notes

1 The RM does not support the case where a Packet Port is a member of a Subrate Virtual
Line, which in turn is connected through a BCAM-ISO.

2 Since Category 2 Packet Ports only operate up to 64 kbit/s, there is no need to use a

BCAM-ISO.

Packet Ports use backplane bandwidth dynamically. This means that backplane
bandwidth is allocated as required. For example, a 128 kbit/s Packet Port does not
use backplane bandwidth unless it is connected.

If the RM fails to find an available backplane timeslot, it will send an alarm to the

NMS.
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If a backplane timeslot, which has been allocated to a Packet Port, has been
de-allocated due to an insertion of another module, the RM will locate another
timeslot for the Packet Port. If the RM fails to find an available backplane timeslot, it
will send an alarm to the NMS.

Subrate switch usage

A Subrate switch is not required to map a Category 1 Packet Port to a Subrate Virtual
Line, as the RM can switch Subrate bits from internal timeslots to destination
timeslots.

A Subrate switch is also not required if a Category 2 Packet Port is manually
connected to another port.

A Subrate switch is required if a Category 2 Packet Port is a member of a Subrate
Virtual Line.

Configuring a Packet Port

Port Configuration for Packet Port

Port ID  Enter the Port ID. This is a number you can assign to uniquely identify a line and is
not related to the Port Name.

Port Name  Enter the Port Name. This can be allocated to a port for easy identification. It is useful
for linesets and Virtual Lines.
Category 1 Port Setup:
Rate Adaption  Only Non-CCITT is available for Category 1 ports. See page 2-8 for details.
Line Fill  Set to either Idle or Flag.
Line Coding  Only NRZ can be selected for Category 1 ports

Max Port Speed  Setthe Max Port Speed up to 1472k. The maximum port speed displayed is governed
by the difference between the aggregate Category 1 Packet Ports and TimeFrame
Virtual Line speed (i.e. 1472K), and the bandwidth already allocated to configured
Category 1 Packet Ports and TimeFrame VLs. The number of Packet Port and
TimeFrame bearer channels in use are displayed above this field.
Category 2 Port Setup:
Rate Adaption  Select Non-CCITT or CCITT. See page 2-8 for details.
Line Fill  Only Idle is available for Category 2 ports.
Line Coding  Setto either NRZ, Mark NRZI or Space NRZI.

Max Port Speed  Set the Max Port Speed up to 64Kk.
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Call Establishment Modes

Semipermanent  Select Enable and enter the semipermanent label to set up a semipermanent call.

Hotline  Enable to set up a Hotline call. In a Packet Port or Virtual Line configuration where
multiple (64kbit/s) linesare used, each line requires a Hotline number. If a subaddress
is not used, the Hotline number for subsequent (64kbit/s) lines is automatically
incremented, based on the Hotline number configured. The automatic Hotline
number increment can be disabled by checking the Don’t increment Hotline No.
checkbox.

Select XSPC to enable a Switched semipermanent connection. This is only available
with a Hotline call.

Call options  Select Auto Answer to connect the incoming call to the line as soon as it is received,
irrespective of the signalling state of the connected equipment.

Advanced Settings

Select the Advanced Settings button to go to the Line configuration for the Packet
Port. See page 2-5 for further details.

Note Flag Fill must be used when connecting a Packet Port to an IRM. This means that a
Category 1 Packet Port must be used for this purpose.
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Wideband operation

A Wideband port is a data port or Virtual Line that is capable of operating at greater
than 64kbit/s. Narrowband ports operate at 64 kbit/s or less. The following ports
and Virtual Lines support Wideband rates:

« Category 1 Packet Ports

= TimeFrame Virtual Lines

< COMBO module data ports (version 5.00 onwards)
e HSDM data ports.

All Wideband ports exhibit similar characteristics in way they use Subrate switches
and the adaptive speed feature. Unless otherwise stated, all Wideband ports follow
the guidelines specified below.

Subrate switch usage

When a data port is configured to be less than 64kbit/s and is a member of a Subrate
Virtual Line, itrequires a Subrate switch to map its Subrate bits onto a Subrate Virtual
Line.

When a Wideband data port is configured to be greater than 64kbit/s and one of its
lines is a member of a Subrate Virtual Line, all data port lines need constant delay
Subrate switches to switch all bits onto the Subrate Virtual Line. Constant delay
Subrate switches are needed to avoid differential delay between the lines. For
instance, a 120kbit/s data port that is a member of a Wideband Virtual Line requires
two Subrate switches.

Note Subrate switches are not required for switched calls between data ports.

Constant delay Subrate switches can be found in the following modules:

e MFCM V.5.01 or later
e COMBO V5.00 or later
e HSDM.

Appendix Q lists the number of constant- and variable-delay Subrate switches for each
module.

Note An insufficient number of Subrate switches will result in corrupted data during
transmission. An alarm is sent to the NMS if there are not enough Subrate switches to handle
the call.

If a module that has been assigned to provide Subrate switches for a data port is
disconnected, the RM locates other Subrate switches in the chassis for that data port.
If the RM fails to locate available Subrate switches, an alarm is sent to the NMS.
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Subrate switches are assigned dynamically. This means that they are only assigned
to a port when the port is connected.

The exception to the Subrate switch usage rule are Category 1 Packet Ports and
TimeFrame Virtual Lines. These can switch Subrate bits from internal RM timeslots
to destination timeslots.

Adaptive speed feature

Under normal circumstances, a Wideband port uses its configured speed to connect
to another port or trunk. If the speed of the connected device is lower than the speed
of the Wideband port, the port adapts to the speed of the connected device.

The adaptive speed feature is supported in a connection:

« between a Wideband port and a trunk, or
= between a Wideband port and a Virtual Line (Subrate or Wideband).

This feature is not supported in a connection between two Wideband ports, such as
between a Packet Port and a HSDM port.

A Wideband port adapts to the speed of the connected device only if the Wideband
portisoperating innon-CCITT rate adaption mode, and its configured speed is higher
than the speed of the connected entity. In the case where the configured Wideband
port speed is lower than the speed of the connected device, the Wideband port
maintains its configured speed.

For example, when an HSDM port is configured to 64 kbit/s, and it is a 32 kbit/s
member of a Subrate Virtual Line, it adapts to the 32 kbit/s or to the speed at which
it is connected. The following diagram illustrates this.

HSDM 39k
Port 1

64 kbit/s Subrate
VL = e

Since the connected speed may be different from the configured speed, the diagnostic
dialog of the Wideband port displays the connected speed of the Wideband port.
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Connections through a BCAM-ISO

When making a Wideband connection over a switched ISDN, a BCAM-ISO is
required to compensate for differential delays between the individual ISDN lines.

The BCAM-ISO can only aggregate up to 16 B-channels. This limits the bandwidth
of a Wideband connection through BCAM-ISO to 1024 kbit/s.

Note The BCAM-ISO only supports mode 0, 1 and 3 operation when connecting to
Wideband ports other than a Time Frame Virtual Line. A TimeFrame Virtual Line supports
only modes 1 and 3.

There are two methods of connecting a Wideband port through a BCAM-ISO:

< Manually connect the Wideband port to the BCAM-ISO. The BCAM-ISO is then
configured to make the connection to the remote device.

= Switch calls from the Wideband port directly to its destination through the
BCAM-ISO.

Resynchronisation

Due to the resynchronisation performed by the network, the BCAM-ISO can
experience synchronisation errors. BCAM-ISO mode 3 is capable of detecting and
automatically resynchronises if a network resynchronisation happens.

Mode 0 and 1, however, rely on the end-device to detect and handle network
resynchronisation. If a network resynchronisation is detected, the end-device should
disconnect and, if applicable, reconnect the call.

When operating in modes 0 and 1, end-devices should provide an end-to-end
protocol that monitors the link sanity. The end-to-end protocol provides a means of
detecting and handling network resynchronisation.

Manual connection to BCAM-1SO

The following point should be noted when configuring manual connections between
Wideband ports and BCAM-ISOs:

< All manual connections, except for Packet Ports and TimeFrame, must be made
as 'Internal’ connections, not external.
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Switch calls through BCAM-1SO
The following points should be noted when configuring Wideband ports to make
switched calls via BCAM-1SOs:

e Set Wideband port's Outgoing TE to BCAM-ISO

< Receiving device Lineset setup:
< Create a lineset on the destination device for the destination Wideband port

= Add all the BCAM-ISO interface 0 lines to this lineset
< Also add all of the lines from the Wideband port to the same lineset.

Notes The Wideband port lines must come after the BCAM-ISO lines in the lineset.
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Frame Relay PVC management

Polling

Frame Relay PVC management provides a means to verify the integrity of a Frame
Relay link by allowing you to detect changes in the state of each of the link’s
Permanent Virtual Circuits (PVC). It also allows you to detect the failure of a PVC
and recover it. Frame Relay PVC management is only implemented on the RM’s
Packet Ports.

The PVC management procedures include:

< notification of the addition of a PVC
= detection of the deletion of a PVC
< notification of the availability (active) or unavailability (inactive) state of a

configured PVC. Inactive means that the PVC is configured but is not available to
be used. Active means that the PVC is available to be used

< link integrity verification.

The RM supports network-side PVC management procedures with the ITU-T Q.933,
Annex A and ANSI T1.617a, Annex D protocols on Packet Ports that have been
configured to carry data in transparent (Frame Relay) mode. These procedures allow
the RM to connect to frame relay devices that operate user-side PVC management
procedures.

Note Network-side PVC management procedures must be enabled on a Packet Port when
- and only when - user-side management procedures are enabled on a connecting Frame
Relay device. Some Frame Relay-capable devices that operate user-side procedures, such as
the IRM, do not allow them to be disabled. Consequently, the RM must always have
network-side procedures enabled while connected via a Frame Relay link to such a device.

During PVC management, the user side periodically requests the network side to
verify the integrity of the link and to report on the status of each of the link's PVCs;
the network side responds in turn. This cycle of request and response is called the
polling cycle, and the interval between subsequent status requests is called the polling
interval. The following diagram illustrates the polling feature.

Status Enquiry
Frame o—>»
Relay Frame Relay Link RM
Device <40
Status Response
, Network
User Side

Side
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The tables below define the parameters that control the polling cycles. Table 1 defines
the parameters in the user-side equipment, and Table 2 defines the network-side
parameters that may be configured for a transparent-mode Packet Port. The default
parameter values given should be suitable for most circumstances. Varying these
parameters will alter the sensitivity of the link to errors and changes in state.

Parameter Range | Default Description
Polling interval 5-30 10 Specifies the interval, in seconds, between
successive status requests
Full status polling 1-255 6 Specifies how often, in terms of polling
counter intervals, a full report of the status of all link

PVCs is requested. For example, with the
default value a full status report will be
requested on every 6th status request.

Error threshold 1-10 3 The number of errors detected before
declaring the interface down. Note that this
should be less than or equal to the monitored
events count.

Monitored events 1-10 4 The number of status polling intervals over
count which the error threshold is counted. Note
that if this is set to a value much less than
the full status polling counter then the link
could go in and out of error condition without
the user equipment or network being
notified.

Table 1 — User-Side PVC Management Parameters

Parameter Range Default Description
Polling verification 5-30 15 Specifies the interval, in seconds, to wait for
interval a status enquiry message before recording

an error. Note: this should be greater than
the polling interval.

Error threshold 1-10 3 The number of errors detected before
declaring the interface down. Note that this
should be less than or equal to the
monitored events count.

Monitored events 1-10 4 The number of status polling intervals over
count which the error threshold is counted. Note
that if this is set to a value much less than
the full status polling counter then the link
could goin and out of error condition without
the user equipment or network being
notified.

Table 2 — RM (Network-Side) PVC Management Parameters
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Example — Linking from an IRM to an RM Packet Port

This example describes the configuration of a Frame Relay connection between an
RM and an IRM in the same chassis. The following diagram summarises this

connection.
@ ©
-
|
OOK OUK
O Data Type: O
5y Frame Relay (Same DLCI)

Virtual
Circuit

Packet WAN

Port

Virtual
Circuit

Manual
Connection
]
I
@__®
RM IRM

Data protocol = Frame Relay

Network-side PVC management
procedure parameters:
Management Protocol = T1.617a
Polling Verification Interval = 15
Error Threshold = 3
Monitored Events Count = 4

User-side PVC management
procedure parameters:
Management Protocol = T1.617a
Polling Interval = 10
Full Status Polling Counter = 6
Error Threshold = 3
Monitored Events Count = 4

Configuration

The configuration process has the following steps:

1 Configure an IRM WAN port to use the Frame Relay protocol. Set the protocol
parameters listed in Table 1 for the user-side PVC management procedures. Use
the T1.617a protocol and the default parameter values listed in the table.

2 Add a Virtual Circuit (also referred to as a ‘channel’) to the chosen IRM WAN port.

3 Configure a Packet Port on the RM. Specify the same speed as the chosen IRM

WAN port. Enable network-side PVC management procedures using the T1.617a
protocol, and the default parameter values listed in Table 2.

10003497.00 Rev.5



System Configuration 3-45

4 Configure a Virtual Circuit on the chosen Packet Port, with a DLCI to match the
Virtual Circuitconfigured onthe IRM WAN portin step 2. Set the following Virtual
Circuit data priorities:

High:Frame Relay (FR’)
Medium:(none)
Low:(none)

5 Create a manual connection between the chosen IRM WAN port and the Packet
Port.

The link between the IRM WAN port and the RM Packet Port should now be ready
to carry Frame Relay-encapsulated data. Procedures for establishing data routes to
the RM Packet Port are covered on page 3-25. Configuration of IRM WAN ports is
dealt with in the IRM module configuration on page 4-215.

Repeat the above steps for each Virtual Circuit to added between the IRM and the
Packet Port.

Note When enabling PVC management on a Packet Port, each of the port’s PVVCs must be
configured to carry only Frame Relay-encapsulated data by setting the data type of fr.
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Linesets

A linesetis one or more lines which share a number or range of numbers. These lines
are referred to as members of a lineset. A lineset can consist of up to 220 lines and any
combination of line types.

You can configure multiple linesets with an overall total of up to 1000 members per
device.

Note The total number of linesets available for the RM and CM is shown in Appendix .

Linesets are used to direct incoming calls: they have no effect on outgoing calls. They
are particularly useful for directing incoming calls into anumber of PABX ports which
share a common function.

To create a lineset, you define one or more lines as members. This means thatasingle
number, or a range of numbers apply to all the lines in the set. You can attach:

< asingle number to several lines
< arange of numbers to several lines
< arange of numbers to a single line.

Itis possible, but not very useful, to define a lineset with a single number and a single
line. A single line can also be a member of more than one lineset. This is useful if you
need to attach two or more different ranges of numbers to the same lines.

Lines in a lineset may have individual line numbers as well as the lineset numbers,
so that they can also be called directly.

Lineset members may be identical, so that if one is busy another can be chosen for an
incoming call. Alternatively, they may all be of different types, with a single number.
This means that different types of calls are accepted by the appropriate type of line.
For example, a fax call is accepted on a fax line and a telephone call is accepted on a
telephone line.

Linesets may include TimeFrame Virtual Lines, but not Subrate, non-Subrate or
broadcast Virtual Lines. For more information see Virtual Lines on page 3-50.

Matching linesets

When a call establishment message is received from the ISDN, any linesets which
have been defined are examined for a match first, before individual lines. If a lineset
which matches the called party number is found, individual lines are not examined,
even if the call is not accepted by the lineset.

If alineset is found which matches the number in the call establishment message, the
individual members of the lineset are examined until one which meets all the call
acceptance criteria is found. When a match is found, the call proceeds as if it were
specifically for that line.
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If no suitable line is found in the lineset, a message is sent to the network indicating
that the call has been rejected. This will reflect the actual cause of the rejection as
closely as possible. For example, a lineset could consist of a fax line and a telephone
line. If a setup for a fax call is received while the fax is busy and the telephone is idle,
the call will be rejected. The cause message sent would be USER BUSY, not
INCOMPATIBLE DESTINATION.

The lines in the lineset are examined in the same order in which they were entered
during configuration. The search can be conducted by:

e Linear hunting
The search always starts at the top of the Associated Lines List (the Associated
Lines List contains all lines which are members of a lineset). The call is directed
tothe first idle member on the list. If no idle members are found, the call is rejected
with a BUSY indication.

e Cyclic hunting
The search always starts one member further down the Associated Lines list than
the previouscall, regardless of whether that call was successful. The call isdirected
to the first idle member encountered. Once the call has been serviced, the list is
rotated so that the next member is placed at the top of the list. This ensures that
calls are distributed as evenly as possible amongst members, and that lines that
are faulty but not blocked will not cause the service to fail continuously. If no idle
members are found, the call is released with a BUSY indication.

Notes

e A new lineset is automatically created when you configure the minimum and maximum
numbers for an IPMN or a BRMN. A lineset for an IPMN contains 30 B-channels and
one D-channel while a lineset for an BRMN contains two B-channels and one D-channel.

e A new lineset is automatically created when you enter the line number for a BCAM or
BCAM-ISO. This lineset always contains the eight channels of the BCAM, or sixteen
channels of a BCAM-1SO, regardless of the line speed used.

< In both the above cases, the lineset mechanism is used by the Control Module or Resource
Manager to effect the B-channel aggregation of the ISDN NT function. You should not
change these linesets.
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Configuration
To configure a lineset, choose Linesets from the Edit Menu in OmniVision.

Parameters
Minimum Enter the minimum number in the range, or the only number.

Maximum Enter the maximum number in the range.

Notes

e The lineset line number format is a full local number, as received in the called party
identification on incoming calls.

* The base number is not used in the calculation of lineset numbers. This is different from
the line numbers of individual lines. Refer to Line Numbers on page 2-15 of the
Parameters section for further information.

Reverse IPMN  Select this if you want IPMN lines to be listed in reverse order. See Configuring IPMN
order  on page 4-6 for more information.
Attributes for destination type
Select from Forced TE resubmission on match, Local, Non-local or Custom. The
custom selection allows you to edit the following parameters:
Call delivery and line member attributes

Select from the following attributes:

Linear Hunting  Select this option to direct all calls to the first idle member on the Associated Lines
list. See above for a complete explanation of this option. This is the default setting for
Non-local attributes.

Cyclic Hunting  Select this option to evenly distribute calls amongst members of the Associated Lines
list. See above for a complete explanation of this option. This is the default setting for
the Local attributes.

Allow call to be sent back on originating interface if it is a member of this lineset
This is automatically enabled when you choose Local attributes.
Match on exact  Enable if you require the number in an incoming call to be matched exactly to the
length line member rather than to the lineset.
Action when call cannot be delivered to any line of the lineset

Select from the following attributes:

Allow TE resubmission when call not originating from this device node fails
The default setting is 'Disabled’.
Return cause of “No circuit/channel available” to allow fallback TE &NT resubmission
This is automatically enabled when you choose Non-local attributes.
Do not allow TE resubmission for any cause value
This is automatically enabled when you choose Local attributes.
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Reference Master Priorities

Default priorities
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The Reference Master provides a 2 Mbit/s clock to the backplane which is sourced
from the network. Modules that can be chosen as the Reference Master include ISDN

PRA TE, ISDN PRA NT, EITE, EINT and ISDN BRA TE.

You can change the priority for each of the modules, set each one to the default
individually, or set all modules to the defaults shown below.

Australian defaults

N o o0k~ WON P

ISDN PRA TE

ISDN PRA NT

EITE

ISDN BRA TE
EINT/DTM

HSDM

COMBO V.5.00 and above

ROW defaults

N o o0k~ WON P

ISDN PRA TE

ISDN BRA TE

ISDN PRA NT

EITE

EINT/DTM

HSDM

COMBO V.5.00 and above
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Virtual Lines

A Virtual Line (VL) is a named group of lines which can be treated as one entity for
call control purposes. It can have the same call control parameters, such as
semipermanent label, line number, Hotline number, and so on, as a physical line.

A Virtual Line has no physical attributes itself: it is defined by its members. However,
its member’s call control parameters are not used by the Virtual Line when initiating
or receiving calls.

The four different types of Virtual Line are:

= TimeFrame Virtual Line

e Subrate Multiplexed Virtual Line

< Non Subrate Multiplexed Virtual Line
= Broadcast Virtual Line.

The parameters available to you when creating Virtual Lines are described on page
3-56. For detailed instructions on setting up Virtual Lines refer to the OmniVision User
Manual or OmniVision Help. For sometypical configuration settings refer to the Subrate
Virtual Line applications on page 5-24.

Note The total number of lines involved in Virtual Lines cannot exceed 400 per device.

TimeFrame Virtual Line

TimeFrame Virtual Lines allow a packet data stream and compressed voice calls to
share a single bearer channel. The packet data bandwidth is dynamically adjusted,
depending on the number of voice calls using the bearer. Voice calls are compressed
using 8kbit/s MP-MLQ voice compression. When a voice call is added, the packet
data bandwidth is reduced by 8kbit/s. Similarly, when a voice call is removed, the
data bandwidth is increased by 8kbit/s. This dynamic adjustment of the packet data
bandwidth maximises the use of the bearer circuit.

Note TimeFrame Virtual Lines do not support 16 kbit/s MP-MLQ voice compression. They
do support compression on the LDCM and MFCM. Refer to page 4-189 and page 4-193 for
details on using TimeFrame with LDCMs and MFCMs respectively.

Call establishment methods

A TimeFrame Virtual Line is the entity that connects to the bearer channel. It can be
configured to:

= establish a switched call on demand;
= establish a long-held switched call (XSPC), or;
e use a permanent connection (manual connection or semipermanent connection).
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In the case of demand-established calls, the TimeFrame Virtual Line maintains the
call whenever there is packet data present, or voice calls are using the bearer. An
activity timer shuts down a call if there is no data activity for a configured period of
time. The number dialled for demand-established calls or XSPC is determined by the
TimeFrame Virtual Line Hotline number.

For XSPC calls, the calling end must have XSPC enabled in Call Establishment modes.
Similarly, the called end must have Auto Answer enabled.

Note For demand-established TimeFrame Virtual Lines, do not enable Auto Answer at
either the called or calling end. Enabling Auto Answer will prevent the Activity Timer from
operating correctly and therefore the TimeFrame Virtual Line will not be shut down
automatically.

When the TimeFrame Virtual Line contains more than one line (its data rate is greater
than 64 kbit/s) there are several points to note about the use of the Port Number,
Subaddress, Hotline Number and Hotline Subaddress fields.

Port Number with no Subaddress

If you enter a number in the Port Number, and the Subaddress has no number, the
RM automatically increments the Port Number for each line. For example, on a

192 kbit/s TimeFrame Virtual Line with a Port Number of 93640080, the Port Number
for Line 0 is 93640080, for Line 1 is 93640081, and for Line 2 is 93640082. This ensures
that each line has a unique number.

Port Number with a Subaddress

If you enter a number in the Port Number and Subaddress fields, the RM does not
increment the Port Number for each Line. Instead, it increments the Subaddress for
each line. For example, on a 192 kbit/s TimeFrame Virtual Line with a Port Number
of 93640080 and Subaddress 10, each line has the following values:
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Line Port Number Subaddress
0 93640080 10
1 93640080 11
2 93640080 12

This ensures that each line has a unique number.
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Hotline Number with a Hotline Subaddress

Ifyou enteraHotline Numberand Hotline Subaddress, the RM automatically copies
the Hotline Number to each line in the TimeFrame Virtual Line, and increments the
Hotline Subaddress for each line. For example, on a 192 kbit/s TimeFrame Virtual
Line with a Hotline Number of 93900080 and Subaddress 10, each line has the
following values:

Line Hotline Number Hotline Subaddress
0 93900080 10
1 93900080 11
2 93900080 12

This ensures that each line dials a unique number when establishing a call.

Hotline Number with no Hotline Subaddress

If you enter a Hotline Number and no Subaddress, you must use the
Don’t Increment Hotline No. option to control the operation of the automatic
incrementing of the Hotline Number.

If the option is disabled, the Hotline Number is incremented for each line in the
TimeFrame Virtual Line. If the option is enabled, the Hotline Number is not
incremented, but is instead copied to each line.

The following table shows how the Hotline Number of a 192 kbit/s TimeFrame
Virtual Line is affected by enabling or disabling the Don’t Increment Hotline No.
option:

Line Enable Disable
Don’t Increment Hotline Number Don’t Increment Hotline Number

0 93900080 93900080
1 93900080 93900081
2 93900080 93900081

When configuring a TimeFrame Virtual Line with multiple lines, the two best
methods for setting the numbering are:

1 Enter the Port Numbers and Subaddress with matching Hotline Numbers and
Subaddresses at the other end

2 Enter a Port Number and no Subaddress, and then enter a matching Hotline
Number at the other end with Don’t Increment Hotline No. disabled.

For an example of how this is used with BCAM-ISO, refer to TimeFrame Applications
on page 5-3.
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TimeFrame resources

TimeFrame Resources are the end points used to terminate and originate voice calls
that are to be switched onto or off a TimeFrame Virtual Line. They require no
configuration except that they are added to linesets to receive voice calls onto a
TimeFrame Virtual Line. TimeFrame Resources are allocated individually. There must
be at least one TimeFrame Resource allocated for voice to operate over a TimeFrame
Virtual Line.

Refer to Appendix | for details on the maximum number of TimeFrame Resources in
a system.

Note The number of TimeFrame Resources allocated need only correspond to the total
number required across all TimeFrame VLs. For example, if four TimeFrame VLs are
configured and each was to carry a maximum of three voice calls, then only 12 TimeFrame
Resources need be allocated. Doing this will reduce the number of lines used within the device,
thereby allowing them to be used in other applications.

Packet Channel

The packet data stream consists of a combination of end-to-end signalling data for
the voice calls, IP router data and HDLC data. This data is switched through the Fast
Packet Switch to the portion of the bearer channel not being used for voice calls.

Set the maximum data rate of the TimeFrame Virtual Line using the Max Port Speed
parameter. This can be up to 1472 kbit/s. Refer to TimeFrame limitations on page 3-20
for limitations on data rates.

You can configure the minimum data bandwidth for a TimeFrame Virtual Line to
ensure that there is always a guaranteed portion allocated for sending data. Refer to
Call Establishment Modes on page 2-11.

If a demand-established TimeFrame Virtual line is initiated by data passing through
the Packet Switch, and the call fails, the call is retried at intervals of 15 to 20 seconds.
During these intervals, the Packet Switch discards any data destined for the channel
that is being established.

Matching a voice call to a TimeFrame Virtual Line

The TimeFrame Virtual Line selected for a particular voice call is determined by
matching the called party number with the Hotline number of a TimeFrame Virtual
Line. In the case where there is a match with more than one TimeFrame Virtual Line,
the bearer that has the minimum free capacity to receive voice calls is selected. Since
the numbers dialled for voice calls are typically PABX extension numbers, the
numbers must be translated to select the required TimeFrame Virtual Line. The
number translation is achieved using Number Checking to modify the called party
number to that of the Hotline Number of the TimeFrame Virtual Line on which the
call is to be sent. In the case of a Wideband TimeFrame Virtual Line, the called party
number is translated, using Number Checking, to the Hotline Number of the firstline
of the TimeFrame Virtual Line on which the call is sent. The dialled number is passed
to the remote end in the end-to-end signalling data for the call, and presented as the
called party number at the remote end.
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SAM channels

A SAM channel can be manually connected to an RM’s Packet Port, making it a
member of a TimeFrame Virtual Line. This is made possible by using the RM’s 7E
data handling. All on-board RM SAM channels can be used in this way. The SAM
channel cannot be amember of ademand-established TimeFrame VL, as it sends data
continuously to ensure the link remains active. The Packet Port would interpret this
data as the link being busy, and would not disconnect the TimeFrame VL.

If a SAM channel is made a member of a TimeFrame VL, the Virtual Line must be an
XSPC, SPC or manually connected call.

For more information refer to TimeFrame on page 3-19. For examples of configuring
TimeFrame Virtual Lines see page 5-3.

Transit switching

TimeFrame Virtual Lines support the transit switching of voice calls onto other
TimeFrame Virtual Lines and Subrate Virtual Lines. VCMs and SRMMs cannot be
used in the node that is carrying out the transit switching as they do not support
TimeFrame. The switching is however supported over Subrate switches in modules
like the LDCM, MFCM, COMBO and HSDM.

Subrate Multiplexed Virtual Line

A Subrate Multiplexed Virtual Line consists of several lines (compressed voice,
Subrate data or a mixture of both) that are subchannel multiplexed in increments of
8 kbit/s into one 64 kbit/s channel. For example, a Subrate Multiplexed Virtual Line
could consist of four EMM lines each compressed to 16 kbit/s. Refer to Appendix A —
Data rates for Subrate multiplexing for details of data rates that can be multiplexed.

A Subrate Multiplexed Virtual Line is used to optimise the capacity of the required
network bandwidth while maintaining end-to-end functionality. It is used in
point-to-point applications where multiple services are required between the two
ends.

A Subrate Multiplexed Virtual Line has most of the properties of a normal line. For
example, it has a line number, can make and receive calls and can be configured.
Manual, Hotline and semipermanent connections (where available) are possible,
providing both ends of the connection have the same subchannel allocation for
members. For example, a 16-16-32 kbit/s Virtual Line is not compatible with a
32-16-16 or a 16-32-16 kbit/s Virtual Line.

Virtual line members cannot make individual calls: they can only participate in a call
made to or from the Virtual Line. However, single members may cause the Virtual
Line to initiate a switched call in the case of demand-established Virtual Lines.

Note In the case of semipermanent connections, the corresponding members at either end
are connected as if each had a dedicated semipermanent connection.
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Non Subrate Virtual Line

A Non Subrate Virtual Line is an association of one or more lines per device. These
can be any type of line, including other Virtual Lines.

Notes A Non Subrate Virtual Line can have another Non Subrate Virtual Line asa member.
This is a useful feature, but you should ensure that a Non Subrate Virtual Line is not defined
as a member of itself. OmniVision does not check for this.

Each Non Subrate Virtual Line can have a maximum of 20 members. If you require more than
20 members, make a second Non Subrate Virtual Line containing the extra members, and
make it a member of the first Subrate Virtual Line.

A Non Subrate Virtual Line does not, in itself, have any line characteristics such as

bearer capability, line number and so on, as it is not used to independently initiate or
terminate calls. Its purpose is to group together other lines for the forwarding of call
control bits from OmniVision.

You allocate linesto a Non Subrate Virtual Line in the same way as you would allocate
them to a Subrate Multiplexed Virtual Line. However, more than eight members are
allowed and you do not need to allocate Subrate bits as they are not required by a
Non Subrate Virtual Line.

Membership of a Non Subrate Virtual Line has no effect on the ability of a line to
make and receive calls. Calls can be made and received by a member of a Non Subrate
Virtual Line without any effect on the other members of the Non Subrate Virtual Line.
Therefore, you configure members of a Non Subrate Virtual Line in the same way as
you would if their association did not exist.

When a call request is made to the Non Subrate Virtual Line by one of its members,
it establishes multiple calls associated with all of its members. This means that
multiple calls and connections can be executed with a single request.

Wideband Virtual Line
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A Wideband Virtual Line exhibits all the same characteristics asa Non Subrate Virtual
Line, and is configured in the same way. The main difference is that a Wideband
Virtual Line can additionally support lines that are members of a Wideband Packet
Port and TimeFrame Virtual Line. See Packet Port on page 3-34 and TimeFrame Virtual
Line on page 3-50 for more information.

Note The RM does not support Wideband Virtual Line calls using an ISDN that requires
the BCAM-ISO to provide channel aggregation.
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Broadcast Virtual Line

Parameters

Virtual Line Name

Number

Type
Members

Available Lines list
Virtual Lines list

Virtual Line
Members

Config
Delete
Add
Setup

Line

Port

New VL
Subrate
Non-Subrate
Broadcast
TimeFrame
Remove VL

TimeFrame Capacity

A Broadcast Virtual Line is similar to a Subrate Virtual Line in that it can make and
receive calls, but it has only one member.

The function of a Broadcast Virtual Line is to generate and/Zor receive calls on behalf
of the physical line. When a Broadcast Virtual Line makes or receives a call, the
connection is always half duplex and towards the network.

A Broadcast Virtual Line can only maintain one active call at a time. However, a
physical line can be defined as a member of a number of Broadcast Virtual Lines, each
of which can make a call to the destination represented by its Hotline number. To
initiate a true Broadcast call, the individual Broadcast Virtual Lines should be defined
as members of a Non Subrate Virtual Line. A number of calls can then be generated
from a single physical line with a single command.

Note A Broadcast call provides unidirectional data transmission from the originating
Virtual Line to the various destinations.

Enter a unique descriptive name, up to eight characters in length.
Displays the Virtual Line number.

Displays the type of Virtual Line, that is TimeFrame, Subrate, non-Subrate or
broadcast.

Displays the members and where appropriate, Subrate channel allocation of the
selected Virtual Line.

Displays the available lines. Select the lines you want to add to the Virtual Line.
Displays names of all Virtual Lines set up.

Lists the members of the Virtual Line and, in the case of a Subrate Virtual Line, the
Subrate channel allocation.

Select to configure the selected member, line or port.

Select to delete the selected line from the Virtual Line members list.

Select to add the selected line to the Virtual Line members list.

Select this button to configure the line characteristics of the Subrate Virtual Line

Select this button to configure the line characteristics of the Subrate Virtual Line,
directly (without entering the member screen).

Select to configure the TimeFrame Virtual Line.
Select to create a new Virtual Line.

Select to create a Subrate Virtual Line.

Select to create a non Subrate Virtual Line.
Select to create a broadcast Virtual Line.

Select to create a TimeFrame Virtual Line.
Allows you to delete the selected Virtual Line.

Select the number of TimeFrame Resources required for the system.
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ISDN Interworking

Introduction

ISDN Interworking provides a method of linking two ISDNSs which are presented to
a device via NT1 primary rate access points. Calls originating in one ISDN can be
shipped through the device via an Interworking Unit to the other ISDN.

The following example assigns one ISDN as being provided by a NorTel DMS-100
exchange and the other ISDN as being provided by Telstra Australia. For the purposes
of discussion, the NorTel ISDN access pointis denoted as Primary Rate Interface (PRI)
and the Telstra ISDN access point is denoted as Primary Rate Access (PRA).

. e [Coe Becccssees ol
fl® (oo
e

1
b 4h4
b 4h4
b 4h4
SIS
-I

Telstra
Australia

ISDN

NorTel
DMS-100 NT1 NT1

PRI PRA

PRA-PRI Interworking

To achieve this, the device provides an Interworking Unit through which calls are
routed. The Interworking Unit can either:

< take acall from an IPMT with PRI protocol and connect it to a call on an IPMT
with PRA protocol, or

<4— IPMT PRI IPMT PRA—>>
To Nortel To Telstra

DMS-100 ISDN

< take acall from an IPMT with PRA protocol and connect it to a call on an IPMT
with PRI protocol.

The calls are routed through an Interworking Unit, as shown in the diagram on the

following page.
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Call connected through an Interworking Unit
Each call made through the Interworking Unit consists of two calls:
< anincoming call from one network into the device and

= acorresponding outgoing call from the device into the other network
as shown in the following diagram.

- Inaﬂng?all terminated 7Outﬁlg @nit@d ]
‘ atCTP 1 by CTP 2 ‘
Connection Connection
| Termination » Termination |

Point 1 Interworking Point 2

Connection
From IPMT-PRI | To IPMT-PRA

(Incoming CTP) (Outgoing CTP)

Transit Switch

Interworking Unit

The interworking connection between Interworking Unit lines is established as a
non-volatile, bi-directional, manual connection which supports the interconnection
of B-channels and signalling channels. See Configuration below for instructions on
configuring the connection between Interworking Unit lines.

As Telstra Australia ISDN supports a wider range of call types than DMS-100, the
Interworking Unit must interconnect different call types. For example, the
Interworking Unit can route a switched call from DMS-100 to its destination via a
Telstra Australia semipermanent connection.

Each call is independent as far as B-channel and Call Reference is concerned. Two
Interworking Unit lines are required to form a connection from one ISDN interface
to another. These calls only exist between the ISDN Interface and the Connection
Termination Point (CTP).

Interworking Unit line

This is an element in the Control Module or Resource Manager which you can
configure to terminate a connection from an ISDN interface. Each Interworking Unit
line can:

= have a direct line number, or
< be part of a lineset with a range of numbers
< be used for bi-directional calls (incoming and outgoing).

To make Interworking transparent, place all Interworking Unit lines in a lineset with
the number range of 0000000-9999999.
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Clocking

The DMS-100 must have the same master reference clock as the Telstra Australia
ISDN. You can configure a device to derive its clock from either the PRA IPMT or the
PRI IPMT.

If you configure a device to derive its clock from the PRA, the DMS-100 can derive
its clock from the PRI. If there is no valid clock source the device sends an alarm to
OmniVision.

The device attempts to obtain its reference clock from the most reliable source
available. The possible sources are the ISDN or the leased line provider.

If no reference clock source is available, the modules operate off a locally generated
clock according to the following priority list:

e |ISDN PRA TE modules
e |ISDN PRA NT and E1IM modules
e |ISDN BRA TE modules.

The reference clock master changes if the current master fails to sense network clock
or if a module with a higher priority senses network clock. See Reference Master
Priorities on page 3-49 for more information.

You can exclude modules from selection as reference clock providers through
OmniVision.

For more examples of the Interworking facility see page 5-34 of the Applications
section.

Operation

Incoming calls

An incoming call is directed to the incoming Interworking Unit line which matches
the called number or semipermanent label. The incoming Interworking Unit line
passes the complete number (with indial digits suppressed if required) as well as the
Calling Line Identification to the outgoing Interworking Unit line.

For a switched call, the dialled number is passed en-bloc across the interworking

connection. For a semipermanent connection with end-to-end signalling, the digits
are passed as they are received to enable overlap dialling.
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Outgoing Calls

When the outgoing Interworking Unit line is notified of a call by the incoming
Interworking Unit line, it makes an outgoing call based on its Call Establishment
Modes settings. The call can be made to either:

< aHotline number, if one is configured

< the number passed to the outgoing Interworking Unit line (with any indial
modifications) from the incoming Interworking Unit line, or

< acombination of both, where the Hotline number is sent en-bloc followed by the
indial digits.

Call types
ISDN Interworking supports the following call types.
On both the PRA and PRI sides:

= Switched call

< Long held switched call (Timelink — Australia only)

e SPC (where available)

= SPC with end-to-end signalling (IDAS) (where available)
e XSPC

e XSPC with end-to-end signalling (IDAS).

Between PRA and PRI:
A range of combinations of the above call types are possible.

Voice Compression

You can use voice compression on the PRA side as long as calls are made to, or
received from, another Jtec device.

Supplementary services

The following supplementary services are available.

On the PRA side:

< Calling Line Identification.

On the PRI side:

e Calling Line Identification.

Between PRA and PRI:

< Calling Line Identification is carried transparently across the Interworking Unit.
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Configuration

Introduction

The following configuration instructions are based on the application diagram on
page 3-57. It assumes that the PRI is physically connected to one IPMT and the PRA
to another. As a convention (which can be adapted to suit the application’s physical
implementation) the IPMTs are referred to as L (left) and R (right) which describes
their location in the subrack and the OmniVision screen display.

The Interworking Unit lines are logically and physically located on the Control
Module or Resource Manager but are connected to each of the IPMTs via the internal
buses.

Control Module/Resource Manager

ISDN Interwork Unit Configuration

The incoming call’s calling party number and called party number, as well as any
information elements you set for the incoming Interworking Unit lines, are passed
through the interwork connection to the outgoing CTP. The outgoing CTP then sends
them out with the call. They take precedence over any existing outgoing call settings
for the outgoing Interworking Unit lines.

Selected Interwork Unit Configuration defaults

Select Outgoing TE  Any.
for this Interwork

Changing Selected Interwork Unit Configuration defaults

Select Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
for this Interwork  TE from the displayed list.

Common Config  Thisoptionallowsyouto select from a subset of Call Establishment Modes and Bearer
Capability for all Interwork lines. You can select both the left and right hand sides of
the Interwork Unit. These options are explained in the Parameters chapter, except for
the following parameters which are explained on page 3-63:

« Transparent signalling
< Progchange

= Brick Wall

< DPNSSEZ2E.

Configure Interwork Lines (L + R)
Line Number  Enter the line number assigned to this Connection Termination Point.

For outgoing calls, or if the line is a member of a lineset, this parameter can be left
blank.

Subaddress  Enter the subaddress if required. It is not mandatory to enter anything in this
parameter.

Port ID  Enter the Port ID if required. It is not mandatory to enter anything in this parameter.

Port Name  Enter the Port Name if required. It is not mandatory to enter anything in this
parameter.
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ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings.

Bearer Capability defaults

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults are enabled for incoming calls and disabled for outgoing calls. For
further information about the default settings, refer to page 2-7 of the Parameters
section of this manual.

ISDN Interface — High Layer Compatibility

These parameters are not normally used. Refer to page 2-10 of the Parameters section
of this manual for further information.
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ISDN Interface — Call Establishment Modes
The following table shows the Call Establishment Modes defaults.

Call Establishment Modes defaults

Parameter Default
Semipermanent Enable Cleared
(where available)
Label —
Hotline Enable Cleared
Number —
XSPC Cleared
Subaddress —
DDI (Indial) Enable Selected
Ignore first 0 digits
If Channelis Subrate, Voice (use compander) Selected
It's Data (use Subrate switch) Cleared
Signalling National Significant Remote —
Number
End-to-End Cleared
E2E service tones Cleared
Call Control Auto Answer Cleared
Callback Orig (RM only) Cleared
Callback Dest (RM only) Cleared
CBack Hotline (RM only) Cleared
Advanced Transparent signalling Cleared
Prog change Cleared
Brick Wall Cleared

Changing Call Establishment Modes defaults

The settings for these parameters control the way in which calls are made. You can
change the following settings to meet your requirements.

Semipermanent  Enter the semipermanent number in the Label parameter and select Enable.
(where available)
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Hotline  Enter the Hotline number and the subaddress number, if required, and select Enable.
Outgoing calls using this outgoing Interworking Unit line are directed to the Hotline
number.

You can also select XSPC to enable a Switched Semipermanent Connection. This is
only available if Hotline is enabled.

Note When a RHS Interworking Unit has Transparent Signalling enabled, the number
dialled into the IWU is not prefixed with the Hotline number of the LHS of the Interworking
Unit. If you require number prefixing, use the CLI/Number Checking feature.

DDI (Indial)  Select Enable and enter the number of digits to be ignored. For example, if the call is
for extension 23 of the telephone number 8096923, the number of digits to ignore is
five. The Indial setting for the incoming Interworking Unit line is passed across the
interwork connection and used by the outgoing Interworking Unit line for the
outgoing call.

If Channel is  Select data if the channel is being used for framed data rather than A-law voice.
Subrate, It's

Signalling Enter the National Significant Remote Number in the number parameter for
end-to-end signalling applications, if required.

End-to-End Enable this where the line is to be used in equipment tie line applications.

E2E service  Enable this to provide service tones from the incoming IWU of this VX. This is useful
tones  where the network or the originating device cannot generate tones. When enabled,
the incoming IWU detects a call and provides the corresponding service tones.

Auto Answer  Select this to connect the incoming call to the line as soon as it is received, irrespective
of the signalling state of the connected equipment.

When atie line has end-to-end enabled, select Auto Answer to connect the end-to-end
tie line call request rather than returning the connected equipment’s signalling
indications.

Callback Orig Used for the CallBack feature. You should enable this for the end of the network that
R M is to accept all call charging. For more details see the CallBack feature in Interworking
applications on page 5-39.

Callback Dest Used for the CallBack feature. You should enable this at the end of the network that
R M is not to receive call charging. For more details see the CallBack feature in Interworking
applications on page 5-39.

CBack Hotline  Used for the CallBack feature. You can enable this to force the CallBack Orig end to
use the number entered in the Hotline Number of this dialog for CallBack. This is
instead of using the CLI of the CallBack Dest end. For more details see the CallBack
feature in Interworking applications on page 5-39.

Transparent  Select this option to have full Q.931 messages passed end-to-end within the user
signalling information packets. Note that 'End to End Signalling' must be selected for this to
work.

Prog change  Select if you want Alerting messages changed to Progress messages.

This can be used when a standard telephone call is diverted to a mobile network.
When the mobile phone is out of the operation area or is turned off, a verbal Alerting
Message is sent. This Alerting message is read as a ring tone by the ISDN. When Prog
change is enabled, the Alerting message is changed to a verbal Progress message.

10003497.00 Rev.5



System Configuration 3-65

Brick Wall

Enable this to allow the Bearer Capability, High Layer Compatibility and Low Layer
Compatibility information elements of the incoming call to be replaced with those
set up in the outgoing IWU. The Called Party Number and subaddress are replaced
if they are set on the outgoing IWU. The Calling Party Number and subaddress are
not changed.

ISDN Interface — ISDN Line Controls

AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering
format

ISDN Interface

Teleservice

The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E164
Hotline E164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI lists —

Changing ISDN Line Controls defaults

Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via the Call Log. For further details, refer to the OmniVision User
Manual.

This is only available if you subscribe to an AOC service.
Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you
select CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI list to this line. See page 3-80 for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

None

ISDN Internal Control

Restriction
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Restriction

Changing ISDN Internal Control defaults

Select Disable to put the line into a fault state so that it is not used by the device.

Configuration of IPMT for Interworking

IPMT

Options
Disable T309
Enable CRC-4

Do not use as
reference clock

Refer to IPMT on page 4-3 of the Module Configuration section of this manual for basic
configuration instructions. The configuration instructions for the interworking
options are shown below.

Select to disable T309.
Select to enable CRC-4. You must select this for a PRI IPMT.
Select to disable reference clock.

The setting you select for this parameter depends upon the clocking requirements
for each application. Refer to Clocking on page 3-59 for further information.
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MicropleX switching

Introduction

© 1993-2000 Jtec Pty Limited

The VX can be used to provide static subchannel multiplexing. Since no switching is
performed, lines always connect to other lines as defined in a Virtual Line
configuration. This configuration can be extended to provide both point-to-pointand
transit connections — again the connections are static.

Where switching is required, the calls have to be delivered to separate switching
equipment, such as a PABX, or to another device, and then back again to the
originating device. The switched application therefore requires additional equipment
and, in the case of voice services, adds additional decompression and compression
stages.

MicropleX switching allows switching onto Virtual Lines to be performed within a
single VX. A new type of subchannel line is configured which is not connected to any
physical port. This line can be configured to be Subrate voice or Subrate data. In the
case of voice, an LDCM or COMBO compander is used to connect the port. For data,
an SRMM Subrate switch is used. This new line can have calls directed to it, using
the normal call routing techniques such as matching line numbers and/or linesets.

This different form of Subrate line is obtained by combining the Interwork and the
Network Simulation Task (NeST) functions. The NeST performs the number analysis
and local switching for the VX. See ISDN Interworking on page 3-57 for details of the
Interwork function. The basic configuration unit used to implement this application
consists of pairs of interwork unit lines, a Subrate Virtual Line and a Lineset. This
functional block is represented by the figure below:

Interwork Unit

—

|
g }f— Virtual Line
_ J

/

Lineset
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An NT line such as an ALEM, ALEM-2, COMBO ALIM or EIMN can dial a number
which matches the Lineset number range of the left side of the interwork unit lines.
The call is switched by the NeST. For a point-to-point application, this functional
block is configured as illustrated below.

TE B-channels

Node / Node
. avam T

SPC/XSP

\ Virtual lines /

In the switched application, telephones A and B can connect to either telephones C
or D.

This switching scheme can be extended past the point-to-point case using a tandem
switch configuration in the transit nodes. The tandem configuration is illustrated
below:

Virtual lines

Node Transit node

@-él

TE B-channels \

/N

a A\ / -
/ SPCIXSPC NesT) | o=
B2 s Lo s o

w

N/

TE B-channels

\

Node

Virtual lines
Calls entering the transit node can be switched to a destination line within the transit
node or be switched through the transitnode toward another node. In this application

any phone can call any other one.

For more information on MicropleX Switching applications see page 5-27 of the
Applications section.
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Configuration

Introduction

The different operational modes of the Subrate circuits each require different
configurations on the interwork unitlines, the Virtual Lines and possibly the Linesets.
The possible operational modes are:

< tie line using XSPC

= manual connection

= demand established circuits

< tie line using SPC (where available).

Each of these operational modes can use B- or D-channel signalling.

The following sections describe the basic configuration for each of these
combinations. In these configurations, itis assumed that the left side of the interwork
unitis assigned to a lineset and the right side is assigned to a Virtual Line. This is not
essential, but is used here for consistency. Also the configuration for a single
interwork unit pair will be given, since the configuration of other interworks which
are members of the Virtual Line will be identical.

Additionally, the following items must be configured for correct operation of the
device:

< TE modules Group Number and National Significant Area Code
« Control Module or Resource Manager Access Number
e VX ‘Minimum number in this device’, ‘Maximum number in this device’ and

‘Area code without leading zero’. See page 3-17 for details on these VX settings.
XSPC operation

Lineset configuration

Configure as Non-local linesets with the following default settings:

Call delivery and  Select Linear Hunting (keep list static).
line member list

attributes
Action when call Select Return cause of ‘No circuit/channel available’ to allow fallback TE & NT
cannot be resubmission.
delivered...

Refer to page 3-46 for further information on configuring Linesets.

Interworking Unit left side configuration

This remains at the default settings. See ISDN Interworking on page 3-57 for further
information.
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Call establishment
modes

Bearer Capability

Hotline
Outgoing TE
Virtual line

Hotline number

SAM B-channel

Semipermanent

Hotline
Outgoing TE

Virtual line
Hotline number

Manual Connection

Call delivery and
line member list
attributes

Action when call
cannot be
delivered...

Interworking Unit right side configuration

Select SPC/Virtual Line/Manually connected.
Select Indial.

Select End to end signalling.

Select Transparent signalling mode.

Select All 64K Digital.

See ISDN Interworking on page 3-57 for further information.

Virtual line configuration — B-channel signalling
Enable XSPC at one end only, if using a point-to-point connection.

Selectas Preferred or Exclusive on the Virtual Line with XSPC enabled. This prevents
the B-channel call from being delivered to the interwork unit.

The number defined for the Virtual Line Hotline number must be entered as the line
number in the remote end Virtual Line.

Enter the number defined for the Virtual Line Hotline number in the Router table
with a SAM B-channel selected as the primary route.

Configure as a member of the Virtual Line.

Enable semipermanent for the SAM B-channel used for the B-channel Signalling.

Virtual line configuration — D-channel signalling (where available)
Enable XSPC at one end only, if using a point-to-point connection.

Select as Preferred or Exclusive on the Virtual Line with XSPC enabled. This prevents
the B-channel call from being delivered to the interwork unit.

The number defined for the Virtual line Hotline number must be entered as the line
number in the remote end Virtual Line.

operation
Lineset configuration

Configure as Non-local linesets with the following default settings:
Select Linear Hunting (keep list static).

Select Return cause of ‘No circuit/channel available’ to allow fallback TE & NT
resubmission.

Refer to page 3-46 for further information on configuring Linesets.

Interworking Unit left side configuration

This remains at the default settings. See ISDN Interworking on page 3-57 for further
information.
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Interworking Unit right side configuration

Call establishment  Select SPC/Virtual Line/Manually connected.
modes  Select Indial.
Select End to end signalling.
Select Transparent signalling mode.

Bearer Capability  Select All 64K Digital.

See ISDN Interworking on page 3-57 for further information.
Virtual line configuration — B-channel signalling

Interwork lines Enter a user-defined SPC label for those individual interwork unit lines which are
members of the Virtual Line.

Configure the Signalling—National Significant Remote Number for the individual
interwork unit lines which are members of the Virtual Line to the IPMT or BRMT
group number of the remote end TE.

Enter the number defined for the Interworking Unit Signalling—National
Significant Remote Number in the Router table, with a SAM B-channel selected as
the primary route. The Router table configuration is only required at the device with
the highest Group number.

Outgoing TE  Selection for End to End Signalling must be set to Preferred or Exclusive in the
Control Module or Resource Manager dialog.

SAM B-channel  Configure as a member of the Virtual Line.

Semipermanent  Enable for the SAM B-channel used for the B-channel Signalling.

Virtual line configuration — D-channel signalling (where available)

Interwork lines Enter a user-defined SPC label for those individual interwork unit lines which are
members of the Virtual Line.

Configure the Signalling—National Significant Remote Number for the individual
interwork unit lines which are members of the Virtual Line to the IPMT or BRMT
group number of the remote end TE.

Enter the number defined for the Interworking Unit Signalling—National
Significant Remote Number in the Router table, with a SAM B-channel selected as
the primary route. The Router table configuration is only required at the device with
the highest Group number.

Outgoing TE  Selection for End to End Signalling must be set to Preferred or Exclusive in the
Control Module or Resource Manager dialog.

Demand Established operation
Lineset configuration

Configure as Non-local linesets with the following default settings:

Call delivery and  Select Linear Hunting (keep list static).
line member list

attributes
Action when call Select Return cause of ‘No circuit/channel available’ to allow fallback TE & NT
cannot be resubmission.
delivered...
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Call establishment
mode

Bearer capability

Outgoing TE

Virtual line
Hotline number

SAM B-channel

Hotline
Outgoing TE

Virtual line
Hotline number

Refer to page 3-46 for further information on configuring Linesets.

Interworking Unit left side configuration

This remains at the default settings. See ISDN Interworking on page 3-57 for further
information.

Interworking Unit right side configuration

Select Indial.

Select All 64K Digital.

Virtual line configuration — B-channel signalling

The following settings apply to both ends of the point-to-point connection.

Select as Preferred or Exclusive on the Virtual Line. This prevents the B-channel call
from being delivered to the interwork unit.

Enter this as the line number in the remote end Virtual Line.
Enter in the Router table with a SAM B-channel selected as the primary route.

Configure as a member of the Virtual Line.

Virtual line configuration — D-channel signalling (where available)
Enable.

Select as Preferred or Exclusive on the Virtual Line. This prevents the B-channel call
from being delivered to the interwork unit.

Enter this as the line number in the remote end Virtual Line.

SPC operation (where available)

Call delivery and
line member list
attributes

Action when call
cannot be
delivered...

Lineset configuration

Configure as Non-local linesets with the following default settings:

Select Linear Hunting (keep list static).

Select Return cause of ‘No circuit/channel available’ to allow fallback TE & NT
resubmission.

Refer to page 3-46 for further information on configuring Linesets.

Interworking Unit left side configuration

This remains at the default settings. See ISDN Interworking on page 3-57 for further
information.
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Interworking Unit right side configuration

Call establishment  Select SPC/Virtual Line/Manually connected.
modes  Select Indial.
Select End to end signalling.
Select Transparent signalling mode.

Bearer Capability  Select All 64K Digital.

See ISDN Interworking on page 3-57 for further information.
Virtual line configuration — B-channel signalling

Interwork lines Enter a user-defined SPC label for those individual interwork unit lines which are
members of the Virtual Line.

Configure the Signalling—National Significant Remote Number for the individual
interwork unit lines which are members of the Virtual Line to the IPMT or BRMT
group number of the remote end TE.

Enter the number defined for the Interworking Unit Signalling—National
Significant Remote Number in the Router table, with a SAM B-channel selected as
the primary route. The Router table configuration is only required at the device with
the highest Group number.

Outgoing TE  Set End to End Signalling to Preferred or Exclusive in the Control Module or
Resource Manager dialog.

SAM B-channel  Configure as a member of the Virtual Line.

Semipermanent  Enable for the SAM B-channel used for the B-channel Signalling.

Virtual line configuration — D-channel signalling

Interwork lines Enter a user-defined SPC label for those individual interwork unit lines which are
members of the Virtual Line.

Configure the Signalling—National Significant Remote Number for the individual
interwork unit lines which are members of the Virtual Line to the IPMT or BRMT
group number of the remote end TE.

Enter the number defined for the Interworking Unit Signalling—National
Significant Remote Number in the Router table, with a SAM B-channel selected as
the primary route. The Router table configuration is only required at the device with
the highest Group number.

Outgoing TE  Selection for End to End Signalling must be set to Preferred or Exclusive in the
Control Module or Resource Manager dialog.
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Inband signalling facility

Introduction

Routers

Router Ports

Inband Signalling provides an alternative to the ISDN D-channel user-to-user
messaging service (but it does not preclude its use). It is useful where this service is
unavailable or uneconomical.

The Inband Signalling function is provided by either the Control Module (CM),
Resource Manager (RM) or the Signalling Access Module (SAM), all of which can
function as network nodes. Each node contains a router and communications links.
The interface on the SAM is synchronous V.24 DTE at rates up to 38.4 kbit/s.

An inband connection consists of one or more communications links and transit
routers. As Control Modules or Resource Managers cannot be linked together for
networking purposes, you require a DLM with V.24 DCE interface or a SAM with
V.24 DCE interface to build a network.

You can use one or more routers and communications links to create a network of
VXs to transport network management and end-to-end tieline signalling
(UDAS/IDAS) information.

For examples of how to apply Inband signalling in different scenarios see the
Applications section page 5-43.

Each Signalling Access Module, Control Module or Resource Manager contains a
router. A router provides a routing table which defines:

< an address (phone number) or range of addresses
< the port for the primary route
< the port for the secondary route.

To establish a network management or end-to-end signalling call, a path must be
connected through a series of one or more routers. Each one makes a connection with
the next until the call reaches its destination.

Routers establish B-channel and D-channel calls as required for each end-to-end

connection. You can configure the router ports and tables to define every required
path. Each path may involve several links and routers.

Control Module/Resource Manager
For Inband Signalling the CM supports up to 16 D-channel ports.

The RM supports one dedicated 8 kbit/s port on the backplane and up to 16 other
ports configured as either 8 kbit/s backplane ports or D-channel ports.
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SAM
For Inband Signalling, SAM provides:

< backplane ports which can be configured as either:
eeight 8 kbit/s ports

«four 8 kbit/s ports and one 64 kbit/s port
«two 64 kbit/s ports

< one front panel port which can be either X.21, V.35 or synchronous V.24 and can
be configured as either a DCE or DTE.

SDLMs

You can also use a V.24, V.35 or X.21 SDLM to provide extra front panel ports for an
CM, RM or SAM router.

Connecting Router Ports

Router Ports are connected to create communications links. You can connect:

< two front panel ports using a cable

< two backplane ports (in the same chassis) using an OmniVision manual
connection

= two backplane ports via the ISDN B-channel (either dedicated or Subrate
multiplexed)

= abackplane port to a front panel port via an SDLM. (To do this, you connect the
backplane port to the backplane of the SDLM via an OmniVision manual
connection. Then use a cable to connect the SDLM front panel port to the front
panel router port.)

< two D-channel ports via an ISDN D-channel.

When connecting front panel ports you must ensure that one is a DTE and the other
a DCE. However, this is not necessary for a connection between two D-channel ports
or backplane ports. Connected backplane ports must also be configured for the same
data rates.

Call routing and connection

To establish a network management or end-to-end signalling call a path must be
connected through one or more routers.

When a router receives a call setup it attempts to match the called party number with
an address in its routing table. If the matching port has no physical connection to the
next router, an ISDN B-channel or D-channel call is made to the Hotline number
configured for the router port.

Sharing an existing connection

After a connection has been established for one call, other calls requiring the same
connection can share it. Even if the other connection only requires some of an
established connection the common links can be shared thereby reducing
communications costs.
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Backup routes

If a connection which forms part of the primary route fails, the secondary route is
used. If this also fails an alarm is generated.

Signalling end-points

When Inband Signalling is used for network management the end points can be:

< OmniVision — (connected to the front panel of the Control Module or Resource
Manager)

< a Network Management System (NMS) connected to any front panel port
< the Control Module or Resource Manager.

When Inband Signalling is used for end-to-end tie line signalling the end-points are
ALEM, ALEM-2, ALPM, ALPM-2, COMBO ALIM, EMM or E1M lines. They are all
connected to the router in the CM or RM via a router port.

End-point addressing

Every end-point has a unique address (phone number). When a router receives an
incoming call setup from another router, it attempts to match the called party number
with an end-point in its router table. If a match is found it connects the call to the
router port for that end-point.

Networks
You can use routers and communications links to design a management/signalling
network. The front panel connectors must be of the same interface type and
configured correctly. That is, for each pair, one must be a DTE and the other a DCE.

You can design a number of different types of networks, including:

< Point-to-point
= Two devices connected via the ISDN
e Star.

A Signalling Access Module in one chassis can be connected with up to eight other
devices.

For examples of how to apply Inband Signalling in different scenarios see the
Applications section page 5-43.

Configuration

This section provides some basic guidelines for configuring Signalling Access
Modules, the Control Module and Resource Manager for Inband Signalling.

To build a private network, you must first set up routing tables for each router.
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Configuring the Control Module or Resource Manager

Signalling Access (CM/RM-SAM)
SAM Line Control

Edit Line  Select the required line. Choose either the B or D button to convert one of the 16
configurable SAM channels to B- or D-channel.

Note The CM only supports D-Channels.

Configure

Router tables  Enables you to set up an Inband Signalling network.

Note The RM-SAM can contain up to a total of 256 entries in its router table. The number
of router table entries that can point to a single SAM B-channel or D-channel is limited only
by the maximum number of entries in the router table.

Inband Signalling Routing Table
Destination Address

Min/only  Enter the number or the minimum number for a range.

Max  Enter the maximum number for a range.

SAM channel idle holding time

This has arange from 0 to 2550 secs. The defaultis 30 secs. When enabled, the channel
is held open for the specified time even when no activity is detected.

Area code

Enter the Area Code without the Escape Prefix (hormally the leading zero).

ISDN Interface — Low Layer Compatibility and Bearer Capability

The default values for Low Layer Compatibility are such that LLC is not applied to
outgoing calls, and the Bearer Capability is set to Unrestricted Digital.

Note Ifyouare downloading a configuration from an earlier release, you must change these
parameters to suit the latest defaults.

© 1993-2000 Jtec Pty Limited



3-78 Inband signalling facility
|

ISDN Interface — Call Establishment Modes

The following table shows Call Establishment Modes default settings for each

channel.
Parameter Default
Semipermanent Enable Cleared
(where available)
Label —
Hotline Enable Cleared
Number —
XSPC Cleared
Subaddress —
Call Control — —

Changing Call Establishment Modes defaults

The settings for these parameters control the way in which calls are made. You can
configure the following call types:

Semipermanent  Enter the semipermanent number in the Label parameter and select Enable. You
(where available)  should also clear the Hotline checkbox.

Hotline  Enter the Hotline number for the channel and enter a subaddress, if required. Select
Enable. You should also clear the Semipermanent checkbox.

Select XSPC to enable a switched semipermanent connection if required. You can only
select this if a Hotline is enabled.

Configuring a SAM
SAM Line Control
Edit Line  Select the required line.

Configure

Router tables  Enables you to set up an Inband Signalling network.

Configure Inband Signalling Routing Table
Min/only  Enter the number or the minimum number for a range.

Max  Enter the maximum number for a range.
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ISDN Interface — Call Establishment Modes

Semipermanent
(where available)

Hotline

The following table shows Call Establishment Modes default settings for each
channel.

Parameter Default
Semipermanent Enable Cleared
(where available)

Label —

Hotline Enable Cleared
Number —

XSPC Cleared
Subaddress —
Call Control — —

Changing Call Establishment Modes defaults

The settings for these parameters control the way in which calls are made. You can
configure the following call types:

Enter the semipermanent number in the Label parameter and select Enable. You
should also clear the Hotline checkbox.

Enter the Hotline number for the channel and enter a subaddress, if required. Select
Enable. You should also clear the Semipermanent checkbox.

Select XSPC to enable a switched semipermanent connection if required. You can only
select this if a Hotline is enabled.

ISDN Internal Control

Restriction

Operation (Front
panel only)

Use Q.931 protocol
(D-channel only)

Use X.25 protocol
(D-channel only)

Send Acknowledge
message (D-channel

only)

Enable protocol
discriminator
(D-channel only)

Outgoing TE
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None.
Select DCE or DTE.

This is the default.
Select to use the X.25 protocol.

When enabled every message sent on this line will be responded to with an
acknowledge message. This should normally be disabled to obtain a higher data
throughput. Both ends of the link should have the same setting.

When enabled a protocol discriminator with the value of 00 is added to all messages.
This is required when calls are made via networks which check the protocol
discriminator value. Both ends of the link should have the same setting.

Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.
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Calling Line Identification and Verification Enhancement

Calling Line Identification and Verification Enhancement (CLIVE) enables the device
to:

= accept or reject calls based on the CLI/Number
< modify accepted calling and/or called party identification.

CLI/number checking

Calls are accepted or rejected on the basis of the calling or called party’s number which
is provided by the ISDN with each call. This is checked against CLI/Number
Checking lists which you set up.

CLI/Number checking is available for incoming and outgoing calls from the ISDN.

If the call is accepted the number can be modified in a variety of ways. For example,
it can be replaced with another number or it can have a prefix or suffix added to it.

CLI/Number checking is always active. Its effect on the operation of the device is
mediated by the Available CLI/Number list.

Its main features are:

< A maximum of 254 CLI/Number Checking Lists
« A List can be applied to all Lines
< Aline can have up to 20 CLI/Number Checking Lists applied to it.

Calling Party Number

The Calling Party Number is provided by the ISDN on incoming calls. As itis a
network specific application, its format and provision depends upon the network. In
Australia, the Calling Party Number is provided on all ISDN calls unless the caller
subscribes to Calling Line Identification Restriction (CLIR) and specifically requests
that the number be suppressed.

The number is verified and inserted by the exchange if the caller omits it or provides
an incorrect number.

The Calling Party Number is always restricted if the call does not originate in the
ISDN, unless the ISDN service is a special provision.

CLI/Number lists

A CLI/Number list contains sets of Calling Party Numbers against which incoming
calls are checked.

You can create and manipulate up to 254 CLI/Number lists and apply these lists to

selected lines. There is no limit to the number of lines a list can be applied to. You can
choose to accept or reject calls from numbers that match those contained in the lists.
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Each CLI/Number list contains a particular group of calling party numbers. For
example, one list may contain all the Sydney telephone numbers and another list may
contain the telephone numbers of members of a special group, such as all the board
members of a particular company.

CLI/Number lists may be:

< global
This list effects all lines in the device and is always called Global. You should take
care when creating a global list to ensure that calls are not mistakenly rejected.
= specific
These lists can be applied to individual lines, individual modules or linesets. You
provide a descriptive name for each list you create.

How CLI/Number checking works

CLI/Number checking is always active. Its effect on the operation of the device is
determined by the contents of the global and specific CLI/Number lists and the way
in which the specific lists are applied to lines. If no global or specific CLI/Number
list is present, all calls are accepted.

If a global CLI/Number list is present, it is always checked for the calling party
number first. If the number is found and the call is accepted, any specific
CLI/Number lists are then checked, in the order in which they were applied to the
line.

If the number is found in a CLI/Number list, the call will be either accepted or
rejected, as specified by the list. If none of the specific CLI/Number lists contain the
calling party number, the call will be rejected. If the Calling Party Number is not
present, the call will be rejected by CLI/Number lists which accept a range.

Warning You must take particular care when using CLI/Number checking to reject calls. After
defining and applying the list(s) of calling party numbers to be rejected, you should
define a CLI/Number list which accepts every possible calling party. Add it after the
other CLI/Number lists associated with the line. If you do not do this, every call will
be rejected, not just those which you have explicitly defined.

A flexible combination of selective number manipulation, selective rejection and
‘accept the rest' processing can be applied to calls by sequential application of several
list types.
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Checking the Calling Party Number in an 'Accept Only’ List

When number checking the calling party number in an ’accept only’ list, all call
matches against a list are accepted, whilst those with no match are checked against
each of the next lists in order until all lists are checked. An accepted call will undergo
designated calling or called number manipulation before forward call processing. If
no match is found to any list the call will be rejected. To be able to accept calls in this
case, another number checking list must be created which will accept all calls that fall
within the required number range. This catch-all list is often referred to as a 'bucket’,
with the bucket being the last list applied to a line. The list application order is
important in this case as this must be the last list applied.

Checking the Calling Party Number in a 'Reject Any’ List

When number checking the Calling Party Number in a 'Reject Any’ list, all call
matches to a list are rejected immediately, whilst those with no match are checked
against each of the next lists in order until all lists are checked. If no match is found
to any list the call will be rejected. To be able to accept calls in this case, a “bucket”
must be applied as the last list to a line.

Checking the Called Party Number in an 'Accept Only’ List

When number checking the called party number in an 'accept only' list, all calls with
matched numbers will undergo the designated calling or called number
manipulation before further forward call processing. Lists are checked in order until
amatch is made. If the called party number is not matched to any list, the call will be
forward call processed in the normal manner.

Note A 'bucket’ is not required to prevent calls from being rejected following failure to
match against an ’ Accept Only’ list. As called party number matching is used predominantly
for number changing rather than number checking, the "always accept’ default for unmatched
calls is the most desirable operational characteristic for this type of list.

Checking the Called Party Number in a 'Reject Any’ List

When number checking the called party in a 'Reject Any" list, all call matches to a list
are rejected immediately, whilst those with no match are checked against each of the
next lists in order until all lists are checked. If no match is found to any list the call
will be forward call processed in the normal manner.

Configuration

To configure CLIVE, use Number Checking in OmniVision. You can then:

= define CLI/Number lists
< apply them to specific lines as required
= specify any modifications to the called party number.
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Parameters

CLI/Number List
Name

ID Number
Type
Numbers

Apply
Numbers
New List

Remove List

Accept Only
Numbers in List

Reject Any
Numbers in List

Calling party
number

Called party
number

Pass on Directly

Modify Called
Number

Modify Calling
Number

Modifier

Replace With
Prefix With
Suffix With

Add
Subtract

Replace with
Number

Number Prefixed
With

Number Suffixed
With
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CLI/Number Checking

Select Global or enter a unique descriptive hame for the list.

Displays the identification number for the selected CLI/Number list.
Displays the list type for the selected CLI/Number list.
Displays the number(s) and/or range(s) for the selected CLI/Number list.

CLI/Number Checking — Configure

Select to apply the selected CLI/Number list to lines, modules or linesets.
Select to enter the number or range of numbers to be checked.

Select to create a new CLI/Number list.

Select to remove the selected CLI/Number list.

CLI/Number Checking List — How to Apply This List

This is the default. Accept it to specify that calls from numbers in this list will be
accepted.

Select to specify that calls from numbers in this list will be rejected.

CLI/Number Checking List — Apply to
Select to apply the list to the calling party number.

Select to apply list to called party number.

CLI/Number Checking List — What To Do With Accepted Calls
Select to pass the call on without modification.

Select to pass the call on with one of the following modifications. This is the default.
Select to pass the call on with one of the following modifications.

Enter the modifier number (up to 10 digits). It can be a complete number, a prefix or
a suffix.

Select to replace the called party number with the modifier number displayed.
Select to insert the modifier digits before the called party number as a prefix.
Select to insert the modifier digits after the called party number as a suffix.
Select to add, numerically, the modifier to the called party number.

Select to subtract, numerically, the modifier from the called party number.

Select to replace the called party number with the calling party number.

Select to replace the called party number with the calling party number and modifier
as a prefix.

Select to replace the called party number with the calling party number and modifier
as a suffix.
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Number With
Added

Number With
Subtracted

Call Destination

Call Source

Feature Trans.

Release 12
Called Number =

<CALLED>
Min/Only

Max
List Name
Add Number

Add Range

Delete

Delete All

Import

Export

Accept Call when no
CLI provided

Calling party
number

Called party number

Add

Delete

Select to replace the called party number with the calling party number numerically
added to the modifier.

Select to replace the called party number with the calling party number with the
modifier numerically subtracted from it.
CLI Number Checking List - Apply When Line Is

Select to apply Number Checking at the Call Destination, that is, check the number
after call processing and optionally change the Calling or Called number.

Select to apply Number Checking at the Call source, that is, check the number before
processing and optionally change the Calling or Called number.

Select when applying public network number mapping to DPNSS or QSIG for
supplementary service handling. This prevents a problem on some networks where
calls from the DPNSS or QSIG module to the PBX undergo a number change on the
way out due to standard number changing.

This is the Default. Number Checking is only carried out at the Call Destination.
Release 12 and earlier software only supports this form of number checking.

Displays the called party number format, resulting from the specified modification.

Enter the number or minimum number of the range for this CLI/Number list to
check. Both the Min/Only and Max field accept a wildcard character of ?. For
example, to check all the numbers in a range 1090 to 1099, you could specify a
Min/Only number of 109? to check all of these numbers.

Enter the maximum number of the range for this CLI/Number list to check.
Displays the name of the selected CLI/Number list. You can change it if required.

Select to add the number in the Min/Only field to the list of numbers checked by this
CLI/Number list.

Select to add the range in the Max and Min fields to the list of numbers checked by
this CLI/Number list.

Select to delete the selected number or range from the list of numbers to be checked
by this CLI/Number list.

Select to delete all the numbers or ranges from the list of numbers to be checked by
this CLI/Number list.

Thisenables you to produce a CLI/Number listin a database or spreadsheet package
and then import it into OmniVision.

This enables you to export a CLI/Number list from OmniVision to a database or
spreadsheet package.

Select to accept calls when no CLI is provided, as well as those that match the
specification.

Which party to apply to

Select to apply list to calling party number.

Select to apply list to called party number.
Applying CLI/Number Checking
Select to add the selected module, line or lineset for this CLI/Number list to check.

Select to delete the selected module, line or lineset from the list for this CLI/Number
list to check.
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Modules
Lines

Linesets

Add

Delete
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Applying CLI/Number Checking — List all

Select to display a list of all possible modules for this CLI/Number list to check.
Select to display a list of all possible lines for this CLI/Number list to check.
Select to display a list of all possible linesets for this CLI/Number list to check.

CLI/Number Checking

Select to add the selected CLI/Number list to the This line checks list.
Select to delete the selected CLI/Number list from the This line checks list.
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Serial Alarm Interface

The Serial Alarm Interface provides an interface between Jtec’s Network
Management System, OmniVision, and another Network Management System,
British Telecom’s Concert. Concert complies with OSI Network Management Forum
standards. It does not manage Jtec products directly but manages them through their
own element manager, in Jtec’s case, OmniVision.

The Serial Alarm Interface enables OmniVision to:

< report Alarm information to Concert via OmniVision’s Serial Alarm Log
< send an information message to Concert to verify that OmniVision is working.

Information message to Concert

Configuration

Serial Alarms On

OmniVision can send an information message to Concert at regular intervals to
indicate that OmniVision is still working. This is sent irrespective of whether there is
Alarm information from the device. To enable this feature, follow the configuration
instructions below.

See your OmniVision User Manual for details on accessing these parameters.

Select this to enable the interface.

Configuration of 'hello’ message

Device

Manager

Enable ‘hello’
messages.

Interval between
'hellos’ (5 secs to 24
hrs)

Enter the Device name. It can be up to 32 alphanumeric characters. This name is
displayed in the NMS_NODENAME field of the Hello Message.

Enter the Manager number. It can be up to 20 digits. This number is displayed in the
NUMBER field of the Hello Message.

Select this to enable 'hello’ messages.

Enter the required time (between 5 seconds and 24 hours) between 'hello’ messages.
The default is 10 seconds.

Configuration of SPEAC

SPEAC (System Protocol for External Access and Control) is available with the
OmniVision NCS product. For more information, refer to the OmniVision User Manual.
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Phone Home

Operation
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Note The Phone Home feature is not available to users of OmniVision NDM and NDM-5
as it requires the use of the OmniVision Map.

The Phone Home feature is an enhancement to the existing spontaneous alarm
emission feature. Itallows a central site manager to have confidence in the operational
state of a device without having to maintain a management session or poll it. Instead,
the device ‘phones home’ periodically if there are no alarms to report, thus providing
a positive indication that it is operating correctly.

If the Phone Home call is made over a network which supports D-channel Message
Demand Transfer Mode, it does not need to actually connect, and no flag fall charges
are incurred.

Important If the Phone Home call is made using a B-channel, the call will connect and it
will incur a flag fall charge. We recommend that B-channels are not used for the Phone Home
feature.

The following diagram show how a Phone Home network could be constructed.
Local
Device

Collecting
Remote ' Phone Home
Messages

OmniVision

OmniVision is configured to poll the Remote Device at a fixed interval. The Remote
Device is configured to call the Local Device which is set to collect the Phone Home
messages at intervals less than that which OmniVision polls the device. The Local
Device sends the collected messages to OmniVision as they are received.
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If the Remote Device phones home within the OmniVision poll interval, OmniVision
restarts the poll interval timer. If the Remote Device fails to phone home before the
OmniVision poll timer expires, OmniVision polls the device. If the polled session fails,
an alarm is raised for the device.

A pollinterval period of five minutes longer than the Phone Home period is generally
adequate to ensure that OmniVision does not have to poll the device when it is not
required.

Note In this release, the Phone Home feature is only supported if OmniVision is connected
to the local device by a serial connection. It is not supported over a LAN connection.

Configuration

This section is based around the simple network shown in the diagram above.

Remote device

To set up the Remote Device for Phone Home:
1 Select Enable Alarm Signalling in the RM Configuration dialog.
2 Set the Phone Home Expiry Time.

3 Enter the number of the Local Device in the To Number field. This is the device
chosen to collect the messages on behalf of the central site manager (OmniVision).
An alternative number (Alt Number) can be entered if required, as well as the
Number of retries.

Local device

The Local Device, chosen to collect the phone home messages, requires no special
configuration other than the entry of the Manager Number.

OmniVision
There are several steps for preparing OmniVision to support Phone Home. The basic
steps are detailed below. Refer to the OmniVision User Manual for more information.

1 Enable Accept Automatic Alarm Sessions in Option Settings. Enter the details
of how the Local Device should be accessed. Provide an Access Number if the
device must be accessed remotely.

2 In Navigator, add the entries for the Remote Devices being monitored to the
Master List. Ensure that the Poll Time in Advanced Settings is set to an interval
larger than the Phone Home Timer in each Remote Device. Make the session
Online.
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3 Create a network map using OmniVision, and add the devices being monitored
to the OmniVision Map. When adding these entries ensure that:

< the Node Name is the same as the name in the Master List

« the Net Address is the IP Address of the OmniVision station

e the SNMP Community Names accessed via the Comm... button are set to the
Node Name as they appear on the Master List.

Once the above steps are complete and the objects are functioning correctly, the Map
will display them in green. When an alarm occurs, the object changes to red. When
the alarm clears, the indicator turns to magenta. You can view the alarms using the
Alarm Log.

© 1993-2000 Jtec Pty Limited
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4-2 Introduction

Introduction

This section provides information about each of the modules. The default settings for
the parameters for all modules are listed, together with possible changes and
configuration examples.

Note Toallow for full and flexible use of ISDN facilities, each module has many parameters
and options within parameters that you can select. However, in most cases, the pre-existing
default settings are correct. These are known to work and you should use them unless you
have specific requirements and a thorough understanding of the protocols and their
configuration.

Some of the modules detailed in this section are only available to you when your
chassis is fitted with a Resource Manager (RM). The following markers are used
throughout the manual to indicate the modules supported by the Control Module,
the Resource Manager or both:

Feature or module supported by Resource Manager.

CM Feature or module supported by Control Module.

10003497.00 Rev.5



Configuration

Base Number

Group Number

CPN Prefix (UK only)

National Significant

Area Code

B-channels
available

Force EnBloc
Sending
(ETSI only)

Timed Dialling
(ETSI only)

#is Sending
Complete
(ETSI only)

Disable T309
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The ISDN Primary Rate TE Module (IPMT) isa 2.048 Mbit/s Terminal End-point (TE)
module. It allows access to 30 B-channels and one D-channel by an NT1 atthe T
interface point.

ISDN Primary Rate TE Module (IPMT)

The IPMT supports Dual/multiple node access. For further information on this
subject, refer to Appendix H.

Enter the base number in local significant format (no area code).

The base number is subtracted from an incoming called party number and the call is
routed to the resulting number. It is added to the line number and the area code to
produce the calling party number on outgoing calls.

If a base number is not entered, individual line numbers should be the full local
significant number.

The base number allows lines to be accessed from different ISDN lines or multiple
ISDN modules that have different number ranges.

Enter the group number in local significant format (no area code). It is mandatory
when a semipermanent connection is used.

The group number is the main directory number within the number range allocated
by the ISDN provider. It is shown on the label of the NT1 device to which the IPMT
is connected.

Enter the prefix for the called party number. Call control prefixes the received called
party number with the number set for the CPN prefix before performing any call
routing.

Enter the national significant area code. It is added to the calling line number for
outgoing calls and is mandatory for semipermanent connections.

The national significant area code is the area code defined by the ISDN provider,
without the leading zero.

Accept the default, all 30 B-channels available. You do not need to change it.

When enabled, the IPMT always sends the dialling digits to the network enbloc. The
IPMT collects digits until the Timed Dialling value expires, and then sends all the
digits. You must enable Select channel if Force EnBloc Sending is enabled.

This sets the maximum interval between dialled digits (interdigit timeout period).
When the set value expires, all of the collected digits are sent to the network. This is
used in conjunction with Force EnBloc Sending, and must not be set to disabled,
when Force EnBloc Sending is enabled.

If you have enabled Force EnBloc Sending, this option determines the function of
the dialled hash (#). If enabled, the number collection stops when a hash is received,
and the number is sent enbloc to the network. If this option is disabled, the hash is
collected as another digit to be dialled to the network.

T309 is a timer. If you enable it, and a prolonged failure occurs, calls are cleared after
15 seconds. This parameter is not mandatory.
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Enable CRC-4

Don’t use as
reference clock

Don't use for
D-channel calls

Don’'t use as bus
master

Prefix called number
(ROW only)

DMS-100 (idle fill L2)

Retain Layer 2

Unknown number
type

Suppress CLI Octet
3a

Restrict CLI digits to
(UK and ROW only)

Add progress to
alerting

Auxiliary working
(UK only)

Protocol
(ETSI only)

Convert notify to
disconnect

Select channel

Exclusive/Pref. TE
use only

Enable this if your ISDN Terminal Equipment requires a cyclic redundancy check
(CRC) to monitor the line. This enables CRC-4 error checking at Layer 1.

CRC-4 is always transmitted. If you enable this function, CRC-4 data becomes the
Layer 1 line monitoring criteria. If it is disabled, framing errors are interpreted as
Layer 1 line errors.

CRC Enable is not available for use on DASS2.

Enable this if you do not want the IPMT to supply the reference clock.

Enable this to prevent the Resource Manager or Control Module from delivering
outgoing D-channel calls through the IPMT.

Enable this to prevent the IPMT being selected to provide the backplane bus clock.

Enable to change Group number to Called Party Number (CPN). See Group number
and CPN prefix above.

Enable this if you want to insert idle characters between messages instead of flags.
This is required when interfacing with NorTel DMS-100.

Enable this if you want to prevent the network from deactivating the link when it is
idle. This is necessary if you want the IPMT to provide constant clock.

Enable this if you want all calls leaving this port to be set to an unknown number,
regardless of the type that was set when the call was generated.

Enable this if you want to prevent the sending of octet 3a of the Calling Party Number
(CLI) information element. This octet contains information about the presentation
and verification of the CLI. Some networks and PABXs will not recognise the calling
party number without this option set.

Enable this if you want to limit the number of digits sent in the CLI (Calling Party
Number). In the UK, the number sent as the CLI must be the same length as the
number received from the network in the Called Party Number. The number of digits
set (n), is the number of digits from the end of the line number that are sentas the CLI.

Enable to add a progress indicator to the incoming alerting message. This is enabled
by default for DASS modules, as DASS exchanges always provide tone, but do not
support progress indicators.

This is a special mode of operation used in the UK in which incoming calls on a
particular channel are directed to a particular destination. No called party number
information is provided in an incoming SETUP message.

If a call arrives with no called party number and the IPMT is in Auxiliary Working
mode, the device creates a called party number by adding the channel number to the
module’s Base Number. The resulting number is used to match either a line number
or a lineset range as configured by the user.

Select the required protocol from the drop-down list. The list caters for minor
differences in the ETSI protocol implementations of France and Germany.

Select if phone conference units cannot clear a call. This allows the units to
DISCONNECT a call immediately, instead of waiting the 90 seconds clear time
initiated when the NOTIFY is received from the remote hang-up.

Enable to force selection of a channel for outgoing calls.

Enabling this removes the module from the TE table. The TE can then only be used
for outgoing calls if the NT making the call has Outgoing TE exclusive selected.
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Forward Channel  When channel selection is enabled for outgoing calls, channels are usually selected
selection (UK only) inreverse order, that is, channel 30 is selected first if it is available, and channel 1 is
selected last. The channels used for auxiliary working are usually the higher
numbered channels, so to avoid choosing them unless absolutely necessary, the
selection order can be changed to begin at channel 1 and increment from there.

© 1993 - 2000 Jtec Pty Limited
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ISDN Primary Rate NT Module (IPMN)

Configuration

Maximum

Minimum

The ISDN Primary Rate Module NT (IPMN) is a network interface emulation module,
providing 30 B-channels and one D-channel. The module has a single port which
provides the physical characteristics of an NT1 at the T interface point. Other ISDN
TEs, such as other similar equipment or PABXs, may connect to this module.

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module. (It may be the same as the
maximum number.)

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset within the device.
It contains the 30 B-channels and the D-channel as members.

ISDN PRA NT Line Control defaults

Outgoing TE
CRC Enable

Don’'t use as bus
master

Don’t use as
reference clock

Any.
Enabled.
Disabled.

Disabled.

You do not normally need to change these parameters.

Changing ISDN PRA NT Line Control defaults

Outgoing TE

CRC Enable

Don’'t use as bus
master

Don’t use as
reference clock

Select the required TE for all the module’s lines. If you select Preferred or Exclusive,
you must then select the TE from the list of available TEs.

Enable this if your ISDN Terminal Equipment requires a Cyclic Redundancy Check
(CRC) to monitor the line. This enables CRC-4 error checking at Layer 1.

CRC-4 is always transmitted. If you enable this function, CRC-4 data becomes the
Layer 1 line monitoring criteria. If it is disabled, framing errors are interpreted as
Layer 1 line errors.

Enable this to prevent the IPMN being selected to provide the backplane bus clock.

Enable this if you do not want the IPMN to supply the reference clock.

10003497.00 Rev.5
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Applications...

Suppress VX IE20

Suppress Display IE

Convert
Setup_Ack->Call
Proc

Strip progress
indicators

Convert User NSF
(Network Specific
Facilities)

Force Enbloc
Sending

Idle fill Layer 2
(DMS-100)

Channel Negotiation

Extend T303 to 9.5s

Add progress to
alerting

Do not send
progress for
Cause 34
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Connected to

Select the equipment that you are connecting to from the following available
connections:

e VXIPMN

< Enbloc Receiving NT
< Overlap Receiving NT
e PBXTEor IPMT

e Custom (see below).

Custom settings

Select to strip from the message, any IE20s containing NETWORK IDs and PLANSs
that equal 0. Information Elements with these settings are specifically internal VX IEs.
These are stripped before sending to the peer to avoid clashes of external IE20s
(Network Specific Facilities) that may be generated by some PBXs and networks.

Select to strip the DISPLAY IE before sending message to peer.

Select to prevent SETUP ACKs messages being sent (this indicates that the connection
is to an enbloc receiving peer).

Select to strip progress indicators before sending the message to peer.

Not applicable (T1 only).

Not applicable (T1 only).

Options

Enable if you want to insert idle characters between messages instead of flags. This
is necessary if you want the IPMN to provide a constant clock.

Enable if you want channel negotiation on incoming calls.

When this parameter is enabled, a 'preferred' channel is selected. The connected
PABX may however want to use the designated channel to set up its own outgoing
call and will require the incoming call from the device to be set up on a different
channel. In this case the PABX will attempt to negotiate the incoming call to another
channel. This feature helps to prevent calls from being rejected should a call collision
occur.

When disabled, the call from the device specifies an 'exclusive' channel, and if a
collision occurs, the incoming call is rejected.

Enable if you want to extend Timer T303 from 4 seconds to 9.5 seconds. Timer T303
supervises transmission of the Setup message. You should enable this if the
equipment connected to the IPMN cannot respond within 4 seconds.

When enabled, a Progress Indicator No.8 is added to the Alerting message sent from
the peer.

When enabled the Progress Indicator is not sent to the peer. This allows the peer to
do a resubmission.
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Resubmit on User
Busy (ETSI only)

Convert progress to
alerting

Open B-Channel
early

Suppress CM/RM
dial tone

Number type
unknown

Number type
subscriber

Limit DDI digits
(UK and ROW only)

Force EnBloc
Sending

Timed Dialling

#is Sending
Complete

When enabled, any call rejected with the disconnect cause 'User Busy’ is translated to
a cause of 'No Circuit Channel Available’. This allows a resubmission to occur.

When enabled this causes alerting messages with a progress indicator sent from a
peer to be converted to a progress message.

Options (ETSI only)

Select this to allow early connection of the B channel to the ISDN to prevent speech
clipping.

Select to prevent stray CM/RM dial tone being heard by the caller. Stray or delayed
CM/RM dial tone occurs when the CM or RM is operating at high load.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Subscriber’. This may be a requirement of some PBXs and
exchanges.

Indial digits

Enable if you wantto limit the called party number to the number of digits setin 'DDI
digits to send’. Only the last n called party number digits are sent to the IPMN.

Protocol (ETSI only)

Select the required protocol from the drop-down list. The list caters for minor
differences in the ETSI protocol implementations of France and Germany.

Force EnBloc (ETSI only)

When enabled, the IPMT always sends the dialling digits to the network enbloc. The
IPMN collects digits until the Timed Dialling value expires, and then sends all the
digits. You must enable Select channel if Force EnBloc Sending is enabled.

This sets the maximum interval between dialled digits (interdigit timeout period).
When the set value expires, all of the collected digits are sent to the network. This is
used in conjunction with Force EnBloc Sending, and must not be set to disabled,
when Force EnBloc Sending is enabled.

If you have enabled Force EnBloc Sending, this option determines the function of
the dialled hash (#). If enabled, the number collection stops when a hash is received,
and the number is sent enbloc to the network. If this option is disabled, the hash is
collected as another digit to be dialled to the network.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.

Configure individual lines

The complete line configuration for each of the B-channels and D-channel is available
using this dialog; however, the configuration is not normally used, as the IPMN ISDN
messages are derived from those coming from the TE.

10003497.00 Rev.5
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ISDN Primary Rate NT Module -T1 (IPMN-T1)

Configuration

Maximum

Minimum

Card options

Outgoing TE

Don’t use as bus
master

Don’t use as
reference clock

Outgoing TE
Don’t use as bus

master

Don’t use as
reference clock

DLI gain

© 1993 - 2000 Jtec Pty Limited

The ISDN Primary Rate Module NT- T1 (IPMN-T1) is a network interface emulation
module, providing 23 B-channels and one D-channel. The module has a single port
which provides the physical characteristics of an NT1 at the T interface point. Other
ISDN TEs, such as other similar equipment or PABXs, may connect to this module.

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module. (It may be the same as the
maximum number.)

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset within the device.
It contains the 23 B-channels and the D-channel as members.

ISDN PRI NT Line Control defaults
Any.
Disabled.

Disabled.

You do not normally need to change these parameters.

Changing ISDN PRI NT Line Control defaults

Select the required TE for all the module’s lines. If you select Preferred or Exclusive,
you must then select the TE from the list of available TEs.

Enable thisto preventthe IPMN-T1 being selected to provide the backplane bus clock.

Enable this if you do not want the IPMN-T1 to supply the reference clock.

DLI gain

Select Line Build Out (LBO) options for long haul or short haul operation. Long haul
options include pulse shape and gain selection. Short haul options are selected on
length of cable.
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Applications...

Suppress VX IE20

Suppress Display IE

Convert
Setup_Ack->Call
Proc

ISDN National
Number Mode

Convert User NSF
(Network Specific
Facilities)

Force EnBloc
Sending
(ETSI only)

Timed Dialling
(ETSI only)

#is Sending
Complete
(ETSI only)

ESS Peer National->

Unknown

Connected to

Select the equipment that you are connecting to from the following available
connections:

e VXIPMN

< Enbloc Receiving NT
e Overlap Receiving NT
e PBXTEor IPMT

e Custom (see below).

Custom settings

Select to strip from the message, any IE20s containing NETWORK IDs and PLANS
that equal 0. Information Elements with these settings are specifically internal VX IEs.
These are stripped before sending to the peer to avoid clashes of external IE20s
(Network Specific Facilities) that may be generated by some PBXs and networks.

Select to strip the DISPLAY IE before sending message to peer.

Select to prevent SETUP ACKs messages being sent (this indicates that the connection
is to an enbloc receiving peer).

Select to set the Called Party Number 'Type of Number' field to ‘National’ for all calls
sent to the peer.

Note This parameter should not be selected if you have selected Number Type Unknown
or Number Type Subscriber in the Options field. The three parameters are mutually
exclusive.

When enabled, this parameter allows specialized handling of NSF IEs (IE20)
generated by some PBXsand networks. The handling involves the conversion of IE20s
before sending and their translation at the peer. Deselect to disable the specialised
handling of peer NSF IEs.

Force EnBloc

When enabled, the IPMT always sends the dialling digits to the network enbloc. The
IPMN-T1 collects digits until the Timed Dialling value expires, and then sends all
the digits. You must enable Select channel if Force EnBloc Sending is enabled.

This sets the maximum interval between dialled digits (interdigit timeout period).
When the set value expires, all of the collected digits are sent to the network. This is
used in conjunction with Force EnBloc Sending, and must not be set to disabled,
when Force EnBloc Sending is enabled.

If you have enabled Force EnBloc Sending, this option determines the function of
the dialled hash (#). If enabled, the number collection stops when a hash is received,
and the number is sent enbloc to the network. If this option is disabled, the hash is
collected as another digit to be dialled to the network.

Select to set the Called Party Number 'Type of Number' to 'Unknown' for all calls
received from the peer.
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Idle fill Layer 2
(DMS-100)

Channel Negotiation

Extend T303 to 9.5s

Add progress to
alerting

Open B Channel
early

Suppress CM/RM
dial tone

Number type
unknown

Number type
subscriber

Do not send
progress for Cause
34

Support 4ESS

Enforce Billing
Protection

Limit DDI digits
(UK and ROW only)

Options

Enable if you want to insert idle characters between messages instead of flags. This
is necessary if you want the IPMN-T1 to provide a constant clock.

Enable if you want channel negotiation on incoming calls.

When this parameter is enabled, a ’preferred’ channel is selected. The connected
PABX may however want to use the designated channel to set up its own outgoing
call and will require the incoming call to be set up on a different channel. In this case
the PABX will attempt to negotiate the incoming call to another channel. This feature
helps to prevent calls from being rejected should a call collision occur.

When disabled, the call specifies an ’exclusive’ channel, and if a collision occurs, the
incoming call is rejected.

Enable if you want to extend Timer T303 from 4 seconds to 9.5 seconds. Timer T303
supervises transmission of the Setup message. You should enable this if the
equipment connected to the IPMN-T1 cannot respond within 4 seconds.

Enable to add a progress indicator to the incoming alerting message.

Enableso that a B-channel pathisopened immediately the module receivesaresponse
for an outgoing call.

Enable to preventthe CM/RM generating a dial tone (or anything on the speech path)
as soon as INFORMATION messages are received for an incoming call.

Select to set the Called Party Number "Type of Number’ to 'Unknown’ for all calls
received from the peer.

Select to set the Called Party Number "Type of Number’ to 'Subscriber’ for all calls
received from the peer. This is required by some networks.

Note The Number Type Unknown and Number Type Subscriber parameters should not
be selected if you have enabled ISDN National Number Mode. These three parameters are
mutually exclusive. See page 4-10 for details of the ISDN National Number Mode
parameter.

When enabled, disconnect messages do not have a progress indicator and the VX does
not provide tone.

Selecting this enables support for 4ESS-specific Information Elements.

When enabled, this parameter prevents outgoing calls being cleared within 2 seconds
of receiving the answer. This is an FCC requirement.

Indial digits

Enable if you wantto limit the called party number to the number of digits setin 'DDI
digits to send’. Only the last n called party number digits are sent to the IPMN-T1.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.

Configure individual lines

© 1993 - 2000 Jtec Pty Limited

The complete line configuration for each of the B-channels and D-channel isavailable
using this dialog; however, the configuration is not normally used, as the IPMN ISDN
messages are derived from those coming from the TE.
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ISDN Primary Rate TE Module-T1 (IPMT-T1)

Configuration

Base Number

Group Number

CPN Prefix

National Significant
Area Code

DLI gain

B-channels
available

Disable T309

Don’t use as
reference clock

Don't use for
D-channel calls

Don’'t use as bus
master

Prefix called number

The ISDN Primary Rate TE Module-T1 (IPMT-T1) is a 1.544 Mbit/s Terminal
End-point (TE) modaule. It allows access to 23 B-channels and one D-channel by an
NT1 at the T interface point.

The IPMT allows the support of dual/multiple node access. For further information
on this subject, refer to Appendix H.

Enter the base number in local significant format (no area code).

The base number is subtracted from an incoming called party number and the call is
routed to the resulting number. It is added to the line number and the area code to
produce the calling party number on outgoing calls.

If a base number is not entered, individual line numbers should be the full local
significant number.

The base number allows lines to be accessed from different ISDN lines or multiple
ISDN modules that have different number ranges.

Enter the group number in local significant format (no area code). It is mandatory
when a semipermanent connection is used.

The group number is the main directory number within the number range allocated
by the ISDN provider. It is shown on the label of the NT1 device to which the IPMT
is connected.

Enter the prefix for the called party number. Call control prefixes the received called
party number with the number set for the CPN prefix before performing any call
routing.

Enter the national significant area code. It is added to the calling line number for
outgoing calls and is mandatory for semipermanent connections.

The national significant area code is the area code defined by the ISDN provider,
without the leading escape prefix.

Select Line Build Out (LBO) options for long haul or short haul operation. Long haul
options include pulse shape and gain selection. Short haul options are selected on
length of cable.

Accept the default, all 23 B-channels available. You do not need to change it.

T309 is atimer. If you enable it, and a prolonged failure occurs, calls are cleared after
15 seconds. This parameter is not mandatory.

Enable this if you do not want the IPMT-T1 to supply the reference clock.

Enable this to prevent the Resource Manager or Control Module from delivering
outgoing D-channel calls through the IPMT-T1.

Enable thisto prevent the IPMT-T1 being selected to provide the backplane bus clock.

Enable to change Group number to Called Party Number (CPN). See Group number
and CPN prefix above.
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Add progress to
alerting

DMS-100 (idle fill L2)

Retain Layer 2

Unknown number
type

Suppress CLI Octet
3a

Restrict CLI digits to

Select channel

Exclusive/preferred
TE use only

Support 4ESS

Support Billing
Protection

Force EnBloc
Sending
(ETSI only)

Timed Dialling
(ETSI only)

#is Sending
Complete
(ETSI only)
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Enable to add a progress indicator to the incoming alerting message.

Enable this if you want to insert idle characters between messages instead of flags.
This is required when interfacing with NorTel DMS-100.

Enable this if you want to prevent the network from deactivating the link when it is
idle. This is necessary if you want the IPMT-TL1 to provide constant clock.

Enable this if you want all calls leaving this port to be set to an unknown number,
regardless of the type that was set when the call was generated.

Enable this if you want to prevent the sending of octet 3a of the Calling Party Number
(CLI) information element. This octet contains information about the presentation
and verification of the CLI. Some networks and PABXs will not recognize the calling
party number without this option set.

Enable this if you want to limit the number of digits sent in the CLI (Calling Party
Number). In the UK, the number sent as the CLI must be the same length as the
number received from the network in the Called Party Number. The number of digits
set (n), is the number of digits from the end of the line number that are sentas the CLI.

Enable to force selection of a channel for outgoing calls.

Enable so that this TE will only be selected for an outgoing call if the originating line
in the device is set to 'Exclusive’ or 'Preferred’.

Selecting this enables support for 4ESS-specific Information Elements.

When enabled, this parameter prevents outgoing calls being cleared within 2 seconds
of initiation. This is an FCC requirement.

When enabled, the IPMT always sends the dialling digits to the network enbloc. The
IPMT-T1 collects digits until the Timed Dialling value expires, and then sends all the
digits. You must enable Select channel if Force EnBloc Sending is enabled.

This sets the maximum interval between dialled digits (interdigit timeout period).
When the set value expires, all of the collected digits are sent to the network. This is
used in conjunction with Force EnBloc Sending, and must not be set to disabled,
when Force EnBloc Sending is enabled.

If you have enabled Force EnBloc Sending, this option determines the function of
the dialled hash (#). If enabled, the number collection stops when a hash is received,
and the number is sent enbloc to the network. If this option is disabled, the hash is
collected as another digit to be dialled to the network.
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ISDN Gateway Module (IPMN-GT)

Configuration

Maximum

Minimum

The IPMN-GT is an E1 ISDN module with the ability to convert A-law to p-law. Apart
from this extra feature, the IPMN-GT is functionally identical to the IPMN-2.

The primary application for the module is to allow the connection of international
E1/A-law links to devices operating in p-law environments. The IPMN-GT runs the
ETSI ISDN protocol.

The IPMN-GT is only required at one end of an international link. The module at the
other end can be an IPMN-ETSI.

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module. (It may be the same as the
maximum number.)

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset within the device.
It contains the 30 B-channels and the D-channel as members.

ISDN PRI NT Line Control defaults

Outgoing TE
CRC Enable

Don’'t use as bus
master

Don’t use as
reference clock

Any.
Enabled.
Disabled.

Disabled.

You do not normally need to change these parameters.

Changing ISDN PRI NT Line Control defaults

Outgoing TE

CRC Enable

Don’'t use as bus
master

Don’t use as
reference clock

Select the required TE for all the module’s lines. If you select Preferred or Exclusive,
you must then select the TE from the list of available TEs.

Enable this if your ISDN Terminal Equipment requires a Cyclic Redundancy Check
(CRC) to monitor the line. This enables CRC-4 error checking at Layer 1.

CRC-4 is always transmitted. If you enable this function, CRC-4 data becomes the
Layer 1 line monitoring criteria. If it is disabled, framing errors are interpreted as
Layer 1 line errors.

Enable this to prevent the IPMN-GT being selected to provide the backplane bus
clock.

Enable thisto prevent the IPMN-GT being selected to provide the backplane reference
clock.

10003497.00 Rev.5



Module configuration 4-15

Applications...

Suppress VX IE20

Suppress Display IE

Convert
Setup_Ack->Call
Proc

Strip progress
indicators

Convert User NSF
(Network Specific
Facilities)

Force Enbloc
Sending

Idle fill Layer 2
(DMS-100)

Channel Negotiation

Extend T303 to 9.5s

Add progress to
alerting

Do not send
progress for
Cause 34
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Connected to

Select the equipment that you are connecting to from the following available
connections:

e VXIPMN

< Enbloc Receiving NT
< Overlap Receiving NT
e PBXTEor IPMT

e Custom (see below).

Custom settings

Select to strip from the message, any IE20s containing NETWORK IDs and PLANSs
that equal 0. Information Elements with these settings are specifically internal VX IEs.
These are stripped before sending to the peer to avoid clashes of external IE20s
(Network Specific Facilities) that may be generated by some PBXs and networks.

Select to strip the DISPLAY IE before sending message to peer.

Select to prevent SETUP ACKs messages being sent (this indicates that the connection
is to an enbloc receiving peer).

Select to strip progress indicators before sending the message to peer.

Not applicable (T1 only).

Not applicable (T1 only).

Options

Enable if you want to insert idle characters between messages instead of flags. This
is necessary if you want the IPMN to provide a constant clock.

Enable if you want channel negotiation on incoming calls.

When this parameter is enabled, a 'preferred' channel is selected. The connected
PABX may however want to use the designated channel to set up its own outgoing
call and will require the incoming call to be set up on a different channel. In this case
the PABX will attempt to negotiate the incoming call to another channel. This feature
helps to prevent calls from being rejected should a call collision occur.

When disabled, the call from the device specifies an 'exclusive' channel, and if a
collision occurs, the incoming call is rejected.

Enable if you want to extend Timer T303 from 4 seconds to 9.5 seconds. Timer T303
supervises transmission of the Setup message. You should enable this if the
equipment connected to the IPMN cannot respond within 4 seconds.

When enabled, a Progress Indicator No.8 is added to the Alerting message sent from
the peer.

When enabled the Progress Indicator is not sent to the peer. This allows the peer to
do a resubmission.
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Convert progress to
alerting

Open B-Channel
early

Suppress CM/RM
dial tone

Number type
unknown

Number type
subscriber

Line PCM coding

Limit DDI digits
(UK and ROW only)

When enabled this causes alerting messages with a progress indicator sent from a
peer to be converted to a progress message.

Select this to allow early connection of the B channel to the ISDN to prevent speech
clipping.

Select to prevent stray CM/RM dial tone being heard by the caller. Stray or delayed
CM/RM dial tone occurs when the CM/RM is operating at high load.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Subscriber’. This may be a requirement of some PBXs and
exchanges.

Select A-law to force line PCM coding to A-law.
Select p-law to force line PCM coding to p-law.
Select None to prevent conversion of PCM coding.

Indial digits
Enable if you wantto limit the called party number to the number of digits setin 'DDI

digits to send’. Only the last n called party number digits are sent to the IPMN.

Protocol

Select the required protocol from the drop-down list. The list caters for minor
differences in the ETSI protocol implementations of France and Germany.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.

Configure individual lines

The complete line configuration for each of the B-channelsand D-channel is available
using this dialog; however, the configuration is not normally used, as the IPMN ISDN
messages are derived from those coming from the TE.

10003497.00 Rev.5
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Basic Rate TE Module (BRMT)

Configuration

Base Number

Group Number

National Significant
Area Code

© 1993 - 2000 Jtec Pty Limited

The ISDN Basic Rate TE Module (BRMT) is a Terminal End-point (TE) module that
allows access to two B-channels and one D-channel provided by an NT1 at the S
interface point.

The BRMT allows the support of Dual/Multiple node access. For further information
on this subject, refer to Appendix H.

The parameters available for configuration are described below.

Enter the base number in local significant format (no area code). This is optional, but
if entered, it must conform with other numbers in the ISDN range.

The base number is subtracted from an incoming called party number and the call is
routed to the resulting number. It is added to the line number and the area code to
produce the calling party number on outgoing calls.

If the base number is not entered, individual line numbers must be the full local
significant number.

The base number allows lines to be accessed from different ISDN lines or multiple
ISDN modules that have different number ranges.

Multiple BRMTs may share the same number range where incoming calls are
distributed according to the criteria employed by the network provider.

Australia

The group number is the main directory number within the number range allocated
by your ISDN service provider. It is shown on the label of the NT1 device to which
the BRMT is connected.

Enter the group number in local significant format.
UK

The significance and function of the group number depends upon the type of Basic
Rate interface to which the BRMT is connected. The types available from British
Telecom are:

e Simple
No called number is provided to the BRMT. All calls received through the BRMT
are presented to the device with the Group Number as the called number. For
example, if the group number is 123456, a call received will match a port with the
line number 123456. In this case, the group number is mandatory. Enter the
number that is used to address the Basic Rate Access.

< Multiple Subscriber Number (MSN)
Only the last digit dialled is provided to the BRMT, which appends it to the group
number to make up the device number. Enter the first five digits of the ISDN
Access number. For example, if the MSN interface number range is from 245670
to 245679, the group number is 24567.

< DDI
The network provides all six local digits to the BRMT. The group number is not
used.

Enter the National Significant Area Code.
The National Significant Area Code is the area code defined by the ISDN provider,
without the leading zero.
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Disable T309

Do not use as
reference clock

Do not use for
D-channel calls

Do not use as bus
master

Retain Layer 2
establishment

Exclusive/preferred
use only

Add progress to
alerting

Prefix called
numbers
(UK and ROW only)

Point to point TE

Restrict calling
digits to
(UK and ROW only)

Send Calling Party
Number
(UK and ROW only)

TEIl assignment

Protocol

T309 is a timer. If you enable it, and a failure occurs, calls are cleared after 2 seconds.
The default is 'Disabled’. This parameter is not mandatory.

Enable this if you do not want the BRMT to supply the reference clock.

Enable this to prevent the Resource Manager or Control Module from delivering
outgoing D-channel calls through the BRMT.

Enable this to prevent the BRMT being selected to provide the backplane bus clock.

Enable this if you want to prevent the network from deactivating the link when it is
idle. This is necessary if you want the BRMT to provide constant clock.

Enabling this removes the port from the TE table. The TE can then only be used for
outgoing calls if the NT making the call has Outgoing TE exclusive selected.

Enable to add a progress indicator to the incoming alerting message.

Enable this to change the Group Number to the CPN (Called Party Number) prefix.
Leave disabled if you want to use the Group Number. When enabled, the number
entered in the CPN prefix is used to prefix the called party number received for
incoming calls. Call control prefixes the received called party number before
performing any call routing.

Select this to allows the BRMT to operate in Point to Point mode. In this mode the
BRMT accepts incoming calls delivered on a Point to Point TEI. Restart messages are
also accepted in Point to Point mode. We recommend that a Fixed TEI of 0 be used
when operating in Point to Point mode.

Enable this if you want to limit the number of digits sent in the Calling Party Number.
In the UK, the number sent as the Calling Party Number must be the same length as
the number received from the network in the Called Party Number. The number of
digits set (n), is the number of digits from the end of the line number that are sent as
the Calling Party Number.

Enable this if you want to send the Calling Party Number in the keypad information
element rather than in the Called Party Number information element.

The default is Automatic. Select Fixed and enter a number if you want to identify a
specific connection endpoint within a service access point.

The protocol defaults to the standard required for the selected area of operation. For
example, TS13 in Australia, and ETSI in the UK.
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Basic Rate NT Module (BRMN)

Configuration

Maximum

Minimum

The ISDN Basic Rate Module NT (BRMN) is a network interface emulation module,
providing two 64 kbit/s B-channels and one 16 kbit/s D-channel. The module has a
single port which provides the physical characteristics of an NT1 at the S interface
point.

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module (it may be the same as the
maximum number).

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset within the device.
It contains the two B-channels and the D-channel as members.

ISDN BRA NT Line Control defaults

Outgoing TE
TEI audit

Don’'t use as bus
master

Limit DDI digits
(UK and ROW only)

Point to point
(UK and ROW only)

Protocol

Any.
Disabled.

Disabled.

Disabled.

Disabled.

The protocol defaults to the standard required for the selected area of operation. For
example, TS13 in Australia, and ETSI in the UK.

Changing ISDN BRA NT Line Control defaults

Outgoing TE
TEI audit
Don’'t use as bus

master

Limit DDI digits
(UK and ROW only)

© 1993 - 2000 Jtec Pty Limited

Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

Enable this if you want to check the TEIs on a regular basis. The time is in minutes.

Enable this to prevent the BRMN being selected to provide the backplane bus clock.

Limit DDI restricts the number of digits that will be dialled into the PABX from the
BRMN. If this is not enabled, the full number received by the BRMN will be
forwarded. If the parameter is enabled, and a number 'n’ entered, only the last 'n’
digits of the number will be forwarded. This setting applies to the entire module, and
is not line by line configurable.
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Point to point  Enable this if the BRMN is connected to a TE operating in a point-to-point mode.
(UK and ROW only)

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.

Configure individual lines

The complete line configuration for each of the B-channels and D-channel is available
using this dialog; however, the configuration is not normally used, as the BRMN
ISDN messages are derived from those coming from the TE.

10003497.00 Rev.5
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Dual Basic Rate Module (DBRM)

Configuration

Select individual
port types

Configuring the
ports

The Dual Basic Rate Modules (DBRM provides two 'S’bus ports on asingle card. Each
interface can be configured by links on the board to provide the Network Termination
(NT) function or the Terminal Equipment (TE) function. Any combination may be
configured.

The ports provide the features of the BRMN and BRMT single port modules, with
some enhancements. The operation of the multiple port BRM is dependent on the
Resource Manager.

When you create a new configuration in an off-line session you must enter the port
type for each of the two or four ports as appropriate — either Basic Rate TE or Basic
Rate NT. This can then be downloaded at some time in the future. Port configuration
of NTs and TEs must match the type of multiple port BRM that is to be used.

For further configuration select the port you require. Configuration details for each
port type follow.

Note When a port is changed from TE mode to NT mode or vice-versa (by changing the
hardware links) or when a module is replaced by one with a different port configuration, the
original module must be deleted using the NMS prior to insertion.

Configuring a TE port

Base Number

Group Number

© 1993 - 2000 Jtec Pty Limited

Enter the base number in local significant format (no area code). This is optional, but
if entered, it must conform with other numbers in the ISDN range.

The base number is subtracted from an incoming called party number and the call is
routed to the resulting number. It is added to the line number and the area code to
produce the calling party number on outgoing calls.

If the base number is not entered, individual line numbers must be the full local
significant number.

The base number allows lines to be accessed from different ISDN lines or multiple
ISDN modules that have different number ranges.

Multiple TEs may share the same number range where incoming calls are distributed
according to the criteria employed by the network provider.

In Australia, the group number isthe main directory number within the numberrange
allocated by your ISDN service provider. It is shown on the label of the NT1 device
to which the multiple port BRM is connected. Enter the group number in local
significant format.
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National Significant
Area Code

Drop first n digit in
incoming call
(Spectrum only)

Prefix number
dialled with
(Spectrum only)

Local number size
(Spectrum only)

Indial number size
(Spectrum only)

Disable T309

Do not use as
reference clock

Do not use as bus
master

Exclusive/preferred
use only

Do not use for
D-channel calls

Retain Layer 2
establishment

In the UK, the significance and function of the group number depends upon the type
of Basic Rate interface to which the module is connected. The types available from
British Telecom are:

e Simple
No called number is provided to the TE port. All calls received through the
module are presented to the device with the Called Party Number prefix (CPN)
as the called number. For example, if the CPN prefix is 123456, a call received will
match a port with the line number 123456. In this case, the CPN prefix is
mandatory. Enter the number that is used to address the Basic Rate Access.

< Multiple Subscriber Number (MSN)
Only the last digit dialled is provided to the TE port, which appends it to the CPN
prefix to make up the device number. Enter the first five digits of the ISDN Access
number. Forexample, if the MSN interface number range isfrom 245670 to 245679,
the CPN prefix is 24567.

< DDI
The network provides all six local digits to the module. The CPN prefix isnot used.

Enter the National Significant Area Code.
The National Significant Area Code is the area code defined by the ISDN provider,
without the leading zero.

Use this parameter to remove any unwanted numbers or area code from the incoming
call. Typically a SPID is a 10 digit entity. If a called number is less than 10 numbers,
padding must be added to make up the 10 digits.

This field signifies the digit that needs to be dialled to obtain an external line, prior
to dialling the required number.

This describes the size of a local number.The setting determines whether the local
number requires additional information to dial out.

This describes the size of a number used to dial a local extension. The setting ensures
that all indial numbers of this size do not require additional information before
dialling.

T309 is a timer. If you enable it, and a failure occurs, calls are cleared after 2 seconds.
The default is 'Disabled'. This parameter is not mandatory.

Enable this if you do not want the module to supply the reference clock.

Enable this to prevent the module being selected to provide the backplane bus clock.

Enabling this removes the port from the TE table. The TE can then only be used for
outgoing calls if the NT making the call has Outgoing TE exclusive selected.

Enable this to prevent the Resource Manager from delivering outgoing D-channel
calls through the module.

Enable this if you want to prevent the network from deactivating the link when it is
idle. This is necessary if you want the module to provide constant clock.
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Prefix called
numbers
(UK and ROW only)

Restrict calling
digits to
(UK and ROW only)

Unknown Number
Type

Send Calling Party
Number

Add progress to
alerting

Point to point TE

TEI assignment

Protocol
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Enable this to change the Group Number to the CPN (Called Party Number) prefix.
Leave disabled if you want to use the Group Number. When enabled, the number
entered in the CPN prefix is used to prefix the called party number received for
incoming calls. Call control prefixes the received called party humber before
performing any call routing.

Enable this if you want to limit the number of digits sent in the Calling Party Number.
In the UK, the number sent as the Calling Party Number must be the same length as
the number received from the network in the Called Party Number. The number of
digits set (n), is the number of digits from the end of the line number that are sent as
the Calling Party Number.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

Enable this if you want to send the Calling Party Number in the keypad information
element rather than in the Called Party Number Information Element.

Enable to add a progress indicator to the incoming alerting message.

Enable if operating in Point-to-point mode.

The default is Automatic. Select Fixed and enter a number if you want to identify a
specific connection endpoint within a service access point.

The protocol defaults to the standard required for the selected area of operation. For
example, TS13 and Spectrum in Australia, and ETSI in the UK. Only the protocols
supported by your module will be available.

Spectrum protocol (where available)
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Spectrum is a public switched network service that uses network intelligence to
provide PABX-like facilities to customers who do not purchase a PABX. Spectrum
handles a limited multidrop S-bus. It can handle only two terminals on one S-bus
unlike TS13 which can handle eight.

The only noted difference between TS13 and Spectrum is the need for the negotiation
process of a Service Profile Identification (SPID). This process identifies terminal
equipment with certain capabilities to the network. The network can then accept
outgoing calls and route incoming calls. If the SPID is not negotiated, no network call
routing occurs.

The SPID number is given by the service provider at the time the network connection
isentered. A SPID is related to a B-channel and a Terminal Endpoint Identifier (TEI).
The relationship with the TEI is physical (one-to-one), but it is only logical with the
B-channel. A SPID has a unique TEI value within the S-bus and can use any one of
the B-channels available in that S-bus.

An ISDN port requires a SPID and a Bearer Capability to be programmed for each
TEI (or B-channel) to be used. The Bearer Capability is used to filter the types of calls
being made from the line. This is to ensure that the call type matches the line’s
capabilities.

With Spectrum, ISDN Basic Rate ports are capable of making only the type of calls
dictated by the SPIDs. A port can have a SPID set for data, and the other port set for
voice, but then the ports will be capable of making only one call of each type.
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Number of SPIDs
SPID n

For the ISDN ports to operate correctly, the Spectrum SPID must be of a type called
Initialising SPID and not a Non-Initialising SPID. An Initialising SPID identifies itself
to the network through negotiating a SPID on startup. The module’s ISDN ports are
of the Initialising type.

If two SPIDs are to be used then the S-bus must be configured to have two initialising
SPIDs. A Spectrum S-bus can have either two Initialising SPIDs or a combination of
Initialising and Non-Initialising. This can be configured only by the service provider.
It is essential that the SPID is configured correctly or the Spectrum connection will
not work.

SPID configuration
Select the number of SPIDs you wish to configure — one or two.

Enter the SPID number for each line as supplied by your ISDN provider. If required,
select Bearer Layer Capabilities to change these properties. See Bearer Capability on
page 2-6 of the Parameters section for more information.

National ISDN 1 protocol (USA only)

Default SPID

NI1 is a commonly used North American ISDN Basic Rate protocol. The DBRM
currently supports TE mode over S/T physical interfaces. Standard NT1s can be used
for 'U' interfaces.

A major feature of NI1 protocol is the use of Service Profile Identification (SPID). A
SPID is a nine to twenty digit number and is used to uniquely identify a particular
set of subscribed service capabilities. The NI1 network has a one-to-one relationship
between SPID, Directory Number, TEIl and Bearer Capability. The modules support
a maximum of two different Initialising SPIDs per port.

Some NI1 services support only one Call Type (CT) bearer per SPID, where as other
services can support multiple CT bearers per SPID. In the latter, linesets are used and
calls are matched on bearer capability.

SPID and Directory Numbers require a one-to-one mapping. For this reason, user
ports should have the Exclusive/preferred TE Selection set to the appropriate NI1
port with the SPID. See page 2-19 of the Parameters section for details.

Configuring the default SPID

The SPID is used as a default under ‘cold start-up' conditions, for example, an
installed, but yet unconfigured device. The default SPID allows remote access even
when the RM is not configured. The SPID value is stored in the module’s non-volatile
memory.

The SPID can also be programmed directly through the V.24 port on the module,
without the need for an NMS connection. See the Installation Manual for details of
configuring the default SPID.

10003497.00 Rev.5
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Configuring an NT port

Maximum

Minimum

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module. (It may be the same as the
maximum number.)

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset within the device.
It contains the two B-channels and the D-channel as members.

ISDN BRA NT Line Control defaults

Outgoing TE
TEI audit

Don’'t use as bus
master

Limit DDI digits
(UK and ROW only)

Point to point
(UK and ROW only)

Any.
Disabled.
Disabled.

Disabled.

Disabled.

Changing ISDN BRA NT Line Control defaults

Outgoing TE

TEI audit

Don’t use as bus
master

Limit DDI digits
(UK and ROW only)

Number type
unknown

Point to point

Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

Enable this if you want to check the TEIs on a regular basis. The time is in minutes.

Enable this to prevent the module being selected to provide the backplane bus clock.

Limit DDI restricts the number of digits that will be dialled into the PABX from the
module. If this is not enabled, the full number received by the module will be
forwarded. If the parameter is enabled, and a number 'n’ entered, only the last 'n’
digits of the number will be forwarded. This setting applies to the entire module, and
is not line by line configurable.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

Enable this if the NT port is connected to a TE operating in a point-to-point mode.

ISDN Interface — Bearer Capability
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The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.
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Configure individual lines

The complete line configuration for each of the B-channels and D-channel is available
using this dialog; however, the configuration is not normally used, as the module’s
ISDN messages are derived from those coming from the TE.

10003497.00 Rev.5
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Quad Basic Rate Module (QBRM)

Configuration

Select individual
port types

Configuring the
ports

The Quad Basic Rate Module (QBRM) provides four 'S’ bus ports on a single card.
Each interface can be configured by links on the board to provide the Network
Termination (NT) function or the Terminal Equipment (TE) function. Any
combination may be configured.

The ports provide the features of the BRMN and BRMT single port modules, with
some enhancements. The operation of the multiple port BRM is dependent on the
Control Module or Resource Manager.

When you create a new configuration in an off-line session you must enter the port
type for each of the two or four ports as appropriate — either Basic Rate TE or Basic
Rate NT. This can then be downloaded at some time in the future. Port configuration
of NTs and TEs must match the type of multiple port BRM that is to be used.

For further configuration select the port you require. Configuration details for each
port type follow.

Note When a port is changed from TE mode to NT mode or vice-versa (by changing the
hardware links) or when a module is replaced by one with a different port configuration, the
original module must be deleted using the NMS prior to insertion.

Configuring a TE port

Base Number

Group Number
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Enter the base number in local significant format (no area code). This is optional, but
if entered, it must conform with other numbers in the ISDN range.

The base number is subtracted from an incoming called party number and the call is
routed to the resulting number. It is added to the line number and the area code to
produce the calling party number on outgoing calls.

If the base number is not entered, individual line numbers must be the full local
significant number.

The base number allows lines to be accessed from different ISDN lines or multiple
ISDN modules that have different number ranges.

Multiple TEs may share the same number range where incoming calls are distributed
according to the criteria employed by the network provider.

In Australia, the group number isthe main directory number within the numberrange
allocated by your ISDN service provider. It is shown on the label of the NT1 device
to which the multiple port BRM is connected. Enter the group number in local
significant format.
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National Significant
Area Code

Drop first n digit in
incoming call
(Spectrum only)

Prefix number
dialled with
(Spectrum only)

Local number size
(Spectrum only)

Indial number size
(Spectrum only)

Disable T309

Do not use as
reference clock

Do not use as bus
master

Do not use for
D-channel calls

Retain Layer 2
establishment

In the UK, the significance and function of the group number depends upon the type
of Basic Rate interface to which the module is connected. The types available from
British Telecom are:

e Simple
No called number is provided to the TE port. All calls received through the
module are presented to the device with the Called Party Number prefix (CPN)
as the called number. For example, if the CPN prefix is 123456, a call received will
match a port with the line number 123456. In this case, the CPN prefix is
mandatory. Enter the number that is used to address the Basic Rate Access.

< Multiple Subscriber Number (MSN)
Only the last digit dialled is provided to the TE port, which appends it to the CPN
prefix to make up the device number. Enter the first five digits of the ISDN Access
number. Forexample, if the MSN interface number range isfrom 245670 to 245679,
the CPN prefix is 24567.

< DDI
The network provides all six local digits to the module. The CPN prefix isnot used.

Enter the National Significant Area Code.
The National Significant Area Code is the area code defined by the ISDN provider,
without the leading zero.

Use this parameter to remove any unwanted numbers or area code from the incoming
call. Typically a SPID is a 10 digit entity. If a called number is less than 10 numbers,
padding must be added to make up the 10 digits.

This field signifies the digit that needs to be dialled to obtain an external line, prior
to dialling the required number.

This describes the size of a local number. The setting determines whether the local
number requires additional information to dial out.

This describes the size of a number used to dial a local extension. The setting ensures
that all indial numbers of this size do not require additional information before
dialling.

T309 is a timer. If you enable it, and a failure occurs, calls are cleared after 2 seconds.
The default is 'Disabled'. This parameter is not mandatory.

Enable this if you do not want the module to supply the reference clock.

Enable this to prevent the module being selected to provide the backplane bus clock.

Enable this to prevent the Resource Manager or Control Module from delivering
outgoing D-channel calls through the module.

Enable this if you want to prevent the network from deactivating the link when it is
idle. This is necessary if you want the module to provide constant clock.
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Prefix called
numbers
(UK and ROW only)

Restrict calling
digits to
(UK and ROW only)

Unknown Number
Type

Send Calling Party
Number

Exclusive/preferred
use only

Add progress to
alerting

Point to point TE

TEI assignment

Protocol

Enable this to change the Group Number to the CPN (Called Party Number) prefix.
Leave disabled if you want to use the Group Number. When enabled, the number
entered in the CPN prefix is used to prefix the called party number received for
incoming calls. Call control prefixes the received called party humber before
performing any call routing.

Enable this if you want to limit the number of digits sent in the Calling Party Number.
In the UK, the number sent as the Calling Party Number must be the same length as
the number received from the network in the Called Party Number. The number of
digits set (n), is the number of digits from the end of the line number that are sent as
the Calling Party Number.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

Enable this if you want to send the Calling Party Number in the keypad information
element rather than in the Called Party Number Information Element.

Enabling this removes the port from the TE table. The TE can then only be used for
outgoing calls if the NT making the call has Outgoing TE exclusive selected.

Enable to add a progress indicator to the incoming alerting message.

Enable if operating in Point-to-point mode.

The default is Automatic. Select Fixed and enter a number if you want to identify a
specific connection endpoint within a service access point.

The protocol defaults to the standard required for the selected area of operation. For
example, TS13 and Spectrum in Australia, and ETSI in the UK. Only the protocols
supported by your module will be available.

Spectrum protocol (where available)
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Spectrum is a public switched network service that uses network intelligence to
provide PABX-like facilities to customers who do not purchase a PABX. Spectrum
handles a limited multidrop S-bus. It can handle only two terminals on one S-bus
unlike TS13 which can handle eight.

The only noted difference between TS13 and Spectrum is the need for the negotiation
process of a Service Profile Identification (SPID). This process identifies terminal
equipment with certain capabilities to the network. The network can then accept
outgoing calls and route incoming calls. If the SPID is not negotiated, no network call
routing occurs.

The SPID number is given by the service provider at the time the network connection
isentered. A SPID is related to a B-channel and a Terminal Endpoint Identifier (TEI).
The relationship with the TEl is physical (one-to-one), but it is only logical with the
B-channel. A SPID has a unique TEI value within the S-bus and can use any one of
the B-channels available in that S-bus.

An ISDN port requires a SPID and a Bearer Capability to be programmed for each
TEI (or B-channel) to be used. The Bearer Capability is used to filter the types of calls
being made from the line. This is to ensure that the call type matches the line’s
capabilities.
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Number of SPIDs
SPID n

With Spectrum, ISDN Basic Rate ports are capable of making only the type of calls
dictated by the SPIDs. A port can have a SPID set for data, and the other port set for
voice, but then the ports will be capable of making only one call of each type.

For the ISDN ports to operate correctly, the Spectrum SPID must be of a type called
Initialising SPID and not a Non-Initialising SPID. An Initialising SPID identifies itself
to the network through negotiating a SPID on startup. The module’s ISDN ports are
of the Initialising type.

If two SPIDs are to be used then the S-bus must be configured to have two initialising
SPIDs. A Spectrum S-bus can have either two Initialising SPIDs or a combination of
Initialising and Non-Initialising. This can be configured only by the service provider.
It is essential that the SPID is configured correctly or the Spectrum connection will
not work.

SPID configuration
Select the number of SPIDs you wish to configure — one or two.

Enter the SPID number for each line as supplied by your ISDN provider. If required,
select Bearer Layer Capabilities to change these properties. See Bearer Capability on
page 2-6 of the Parameters section for more information.

National ISDN 1 protocol (USA only)

Default SPID

NI1 is a commonly used North American ISDN Basic Rate protocol. The QBRM
currently supports TE mode over S/T physical interfaces. Standard NT1s can be used
for 'U' interfaces.

A major feature of NI1 protocol is the use of Service Profile Identification (SPID). A
SPID is a nine to twenty digit number and is used to uniquely identify a particular
set of subscribed service capabilities. The NI1 network has a one-to-one relationship
between SPID, Directory Number, TEIl and Bearer Capability. The modules support
a maximum of two different Initialising SPIDs per port.

Some NI1 services support only one Call Type (CT) bearer per SPID, where as other
services can support multiple CT bearers per SPID. In the latter, linesets are used and
calls are matched on bearer capability.

SPID and Directory Numbers require a one-to-one mapping. For this reason, user
ports should have the exclusive/preferred TE selection set to the appropriate NI1
port with the SPID. See page 2-19 of the Parameters section for details.

Configuring the default SPID

The SPID is used as a default under ‘cold start-up' conditions, for example, an
installed, but yet unconfigured device. The default SPID allows remote access even
when the RM or CM is not configured. The SPID value is stored in the module’s
non-volatile memory.

The SPID can also be programmed directly through the V.24 port on the module,
without the need for an NMS connection. See the Installation Manual for details of
configuring the default SPID.
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Configuring an NT port

Maximum

Minimum

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module (it may be the same as the
maximum number).

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset within the device.
It contains the two B-channels and the D-channel as members.

ISDN BRA NT Line Control defaults

Outgoing TE
TEI audit

Don’'t use as bus
master

Limit DDI digits
(UK and ROW only)

Point to point
(UK and ROW only)

Any.
Disabled.

Disabled.

Disabled.

Disabled.

Changing ISDN BRA NT Line Control defaults

Outgoing TE

TEI audit

Don't use as bus
master

Limit DDI digits
(UK and ROW only)

Number type
unknown

Point to point
(UK and ROW only)
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Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

Enable this if you want to check the TEIs on a regular basis. The time is in minutes.

Enable this to prevent the module being selected to provide the backplane bus clock.

Limit DDI restricts the number of digits that will be dialled into the PABX from the
module. If this is not enabled, the full number received by the module will be
forwarded. If the parameter is enabled, and a number 'n’ entered, only the last 'n’
digits of the number will be forwarded. This setting applies to the entire module, and
is not line by line configurable.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

Enable this if the NT port is connected to a TE operating in a point-to-point mode.
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ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.

Configure individual lines

The complete line configuration for each of the B-channels and D-channel is available
using this dialog; however, the configuration is not normally used, as the module’s
ISDN messages are derived from those coming from the TE.
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Dual and Quad Basic Rate Module-U Interface
(DBRM-U/QBRM-U)

Configuration

Select individual
port types

Configuring the
ports

The Dual and Quad Basic Rate Module-U Interface (DBRM-U and QBRM-U) provide
multiple U-interface ports on a single card. Each interface can be configured by links
on the board to provide the Network Termination (NT) function or the Terminal
Equipment (TE) function. Any combination may be configured.

Note The NT and TE functions referred to in this section are consistent with other NT and
TE functions described in this manual. The functions do not define the physical NT and LT
interfaces.

The operation of the DBRM-U and QBRM-U is dependent on the Resource Manager.

When you create a new configuration in an off-line session you must enter the port
type for each of the ports — either Basic Rate TE or Basic Rate NT. This can then be
downloaded at some timein the future. Portconfiguration of NTs and TEs must match
the module that is to be used.

For further configuration select the port you require. Configuration details for each
port type follow.

Note When a port is changed from TE mode to NT mode or vice-versa (by changing the
hardware links) or when a module is replaced by one with a different port configuration, the
original module must be deleted from the NMS database prior to insertion.

Configuring a TE port

Base Number
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Numbering

Enter the base number in local significant format (no area code). This is optional, but
if entered, it must conform with other numbers in the ISDN range.

The base number is subtracted from an incoming called party number and the call is
routed to the resulting number. It is added to the line number and the area code to
produce the calling party number on outgoing calls.

If the base number is not entered, individual line numbers must be the full local
significant number.

The base number allows lines to be accessed from different ISDN lines or multiple
ISDN modules that have different number ranges.

Multiple TEs may share the same number range where incoming calls are distributed
according to the criteria employed by the network provider.
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Group Number

For Australia, the group number is the main directory number within the number
range allocated by your ISDN service provider. It is shown on the label of the NT1
device towhich the U-interface module is connected. Enter the group number in local
significant format.

For ETSI, the significance and function of the group number depends upon the called
party number presentation options available at the Basic Rate interface to which the
U-interface module is connected. The types available from British Telecom are:

e Simple
No called number is provided to the TE port. All calls received through the
module are presented with the Called Party Number prefix (CPN) as the called
number. For example, if the CPN prefix is 123456, a call received will match a port
with the line number 123456. In this case, the CPN prefix is mandatory. Enter the
number that is used to address the Basic Rate Access.

< Multiple Subscriber Number (MSN)
Only the last digit dialled is provided to the TE port, which appends it to the CPN
prefix to make up the Manager number. Enter the first five digits of the ISDN
Access number. For example, if the MSN interface number range is from 245670
to 245679, the CPN prefix is 24567.

< DDI
The network provides a number of digits to the module. The number of digits is
a subscription option. The CPN prefix is not used.

National Significant  Enter the National Significant Area Code.
Area Code The National Significant Area Code is the area code defined by the ISDN provider,
without the leading escape prefix.

Drop first n digit in ~ Use this parameter to remove any unwanted numbers or area code from the incoming
incoming call  call. Typically a SPID is a 10 digit entity. If a called number is less than 10 numbers,
padding must be added to make up the 10 digits.
Options
Disable T309  T309is atimer. If you enable it, and a failure occurs, calls are cleared after 2 seconds.
The default is 'Enabled'. This parameter is not mandatory.

Do notuse as  Enable this if you do not want the module to supply the reference clock.
reference clock

Do not use as bus  Enable this to prevent the module being selected to provide the backplane bus clock.
master

Do not use for  Enable this to prevent the Resource Manager from delivering outgoing D-channel
D-channel calls calls through the U-interface module.

Retain Layer 2  Enable this if you want to prevent the network from deactivating the link when it is
establishment idle. This is necessary if you want the module to provide constant clock. The default
is 'enabled'.

Exclusive/preferred  Enabling this removes the module from the TE table. The TE can then only be used
use only  for outgoing calls if the NT making the call has Outgoing TE exclusive selected.

Add progress to  Enable to add a progress indicator to the incoming alerting message.
alerting
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Prefix called
numbers

Point to point TE

Send Calling Party
Number

Restrict calling
digits to

Unknown Number
Type

Enable this to change the Group Number to the CPN (Called Party Number) prefix.
Leave disabled if you want to use the Group Number. When enabled, the number
entered in the CPN prefix is used to prefix the called party number received for
incoming calls. Call control prefixes the received called party humber before
performing any call routing.

Enable if operating in Point-to-point mode and Restart procedures are not supported.

Enable this if you want to send the Calling Party Number in the Called Party Number
Information Element. This is on by default

Enable this if you want to limit the number of digits sent in the Calling Party Number.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

TEIl assighment

The default is Automatic. Select Fixed and enter a number if you want to identify a
specific connection endpoint within a service access point.

Protocol

The protocol defaults to the standard required for the selected area of operation. You
should select only the protocols supported by your service.

Configuring an NT port

Maximum

Minimum

Enter the maximum number in the range for this module.

Enter the minimum number in the range for this module. (It may be the same as the
maximum number.)

Notes
e  These are complete numbers; the base number is not applied.

e  Configuring the maximum and minimum numbers creates a lineset. It contains the two
B-channels and the D-channel as members.

ISDN BRA NT Line Control defaults

Outgoing TE
TEI audit
Limit DDI digits

Don’t use as bus
master

Point to point

Protocol
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Card options
Any.

Disabled.
Disabled.

Disabled.

Disabled.

The protocol defaults to the standard required for the selected area of operation.
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Changing ISDN BRA NT Line Control defaults

Outgoing TE

TEI audit

Limit DDI digits

Don’'t use as bus
master

Number type
unknown

Point to point

Protocol

Card options

Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

Enable this if you want to check the TEIs on a regular basis. The time is in minutes.

Limit DDI restricts the number of digits that will be dialled into the PABX from the
U-interface module. If this is not enabled, the full number received by the module
will be forwarded. If the parameter is enabled, and a number 'n' entered, only the last
'n' digits of the number will be forwarded. This setting applies to the entire module,
and is not line by line configurable.

Enable this to prevent the module being selected to provide the backplane bus clock.

This allows the Type Of Number field in the Called Party Number Information
Element to be forced to 'Unknown’. This may be a requirement of some PBXs and
exchanges.

Enable this if the NT port is connected to a TE operating in a point-to-point mode, or
if the TE is a member of this series of equipment that is using the Callback facility.

The protocol defaults to the standard required for the selected area of operation. You
should select only the protocols supported by your service.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls.

Configure individual lines

The complete line configuration for each of the B-channels and D-channel is available
using this dialog; however, the configuration is not normally used, as the ISDN
messages are derived from those coming from the TE.
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E1l Digital Module (E1M)

Configuration

CAS Enable

OPS Mode

CRC Enabled

Do not use as
reference clock

Do not use as bus
master
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The E1 Digital Module (E1M) operates as an Network Termination (NT) module and
provides one 2.048 Mbit/s NT port for connecting 2.048 Mbit/s terminal equipment,
such as PABXs, video conferencing equipment and Local Area Network (LAN)
bridges.

The E1M supports both fixed (leased line) and switched calls. It can be configured in
two mutually exclusive modes:

< Channel transparent which enables timeslots 1 to 31 to be transferred over ISDN
B-channels

< Channel Associated Signalling (CAS) which provides 30 data channels with
channel 16 used for signalling between a PABX and the E1M.

In CAS mode, the E1M interprets the call control signalling from the terminal
equipment and translates it for use by ISDN modules.

The E1IM derives its reference clock from the chassis internal Bus clock. This provides
synchronisation to connected terminal equipment.

Enable this for PABX switched calls and tie lines that use CAS. CAS provides 30 data
channels with channel 16 used for signalling between the terminal equipment and
the EIM.

Enable this if the E1M is connected to an AT&T PABX running OPS (Off Premises
Station) mode on the connected E1 trunk.

With an ALEM at the other end of the link, OPS signalling information can be
transmitted between the two, allowing internal and external ring signals to be passed
on to the customer handsets.

Enable this if your ISDN terminal equipment requires Cyclic Redundancy Check
(CRC) to monitor lines. You would not normally need to change the default (disabled).

This enables CRC-4 error checking at Layer 1. It is always transmitted. Enabling this
function causes CRC-4 data to be the Layer 1 line monitoring criteria. If itis disabled,
framing errors are interpreted as Layer 1 line errors.

The settings for the above parameters affect the operation of the entire module.
Having configured the module, you can select individual lines and configure them
as required.

Select this option if you do not require the ELM to supply the clock reference to
synchronise the device to the line.

Enable this to prevent the E1M being selected to provide the backplane bus clock.



4-38 E1 Digital Module (E1M)

Force idle output  Enable this to provide a call to the trunk when a SEIZE is detected from the PABX.

The call clears when the PABX signal changes from SEIZE to any other value
(normally IDLE). The output signal remains IDLE to the PABX regardless of the call
state.

This is intended for PABXs (NEC) that use other methods for signalling (for example
V.24) but still provide SEIZE to the trunk channels when they are used. The provision
of IDLE as a back signal ensures the PABX accesses the channel. Other signals indicate
a fault status and prevent the PABX from selecting the channel. If the line is faulty, a
FAULT signal is applied. CAS signalling needs to be enabled for this option.

TL7 OPS  Selecting this implements the ERICSSON TL7 version of the Off Premises Station
protocol, as an alternative to the AT&T (ANSI) version.

The OPS feature is designed to transfer the ring cadence from an E1LM-connected
PABX to a remote ALEM-connected phone. It then transfers the hook status from the
phone to the PABX, thus providing all the PABX services to a remote phone station.

Protocol
Select to display the following protocols:
= R2D/T6 - the default
e R2D/T6 In Only
e R2D/T6 Out Only
< ARD - used for Channel Bank applications (see page 5-104)
< OPS (Station Side)
< OPS (PBX Side)
e OPSTL7/P7 (Station Side)
e OPSTL7/P7 (PBX Side)
< MRD - used for Channel Bank applications (see page 5-104).

Line Configuration

Each channel (1-31 if CAS not enabled, 1-15 and 17-31 if CAS enabled) can have a
live configuration.

Line Number  Enter the line number if required.

For outgoing calls, or if the line is a member of a lineset, this parameter can be left
blank.

Subaddress  Enter the subaddress if required. It is not mandatory to enter anything in this
parameter.

Port ID  Enter the Port ID if required. It is not mandatory to enter anything in this parameter.

Port Name  Enter the port name if required. It is not mandatory to enter anything in this
parameter.
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ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings.

Bearer Capability defaults

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

This parameter is important when configuring the E1IM as it determines whether
analog or digital line capability is provided by the network.

Note Please refer to your PABX user documentation before changing to analog line
capability.

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults are enabled for incoming calls and disabled for outgoing calls. For
further information about the default settings, refer to page 2-7 of the Parameters
section of this manual.

ISDN Interface — High Layer Compatibility

These parameters are not normally used. Refer to page 2-10 of the Parameters section
of this manual for further information.
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ISDN Interface — Call Establishment Modes defaults
The following table shows the Call Establishment Modes defaults.

Parameter Default
Semipermanent Enable Cleared
(where available)
Label —
Hotline Enable Cleared
Number —
XSPC Cleared
Subaddress —
DDI (Indial) Enable Selected (ELMN)
Cleared (EIMT)
Ignore first 4 digits (ELMN)
0 digits (EIMT)
:I'Channel is Subrate, Voice (use compander) Selected
s
Data (use Subrate switch) Cleared
Call Control Auto Answer Cleared
Connect after indialling digits Cleared
Signalling National Significant Remote —
Number
End-to-End Cleared
E2E answer xfer Cleared
TS0 E2E xfer Cleared

Changing Call Establishment Modes defaults

The settings for these parameters control the way in which calls are made. You can
change the following settings to meet your requirements.

Semipermanent  Enter the semipermanent number in the Label parameter and select Enable. Valid for
(where available) CAS and non-CAS.

Hotline  Enter the Hotline number and the subaddress number, if required. Select Enable.
Valid for CAS and non-CAS.

You can also select XSPC to enable a Switched Semipermanent Connection. This is
only available if Hotline is enabled.

DDI (Indial)  Select Enable and enter the number of digits to be ignored. For example, if the call is
for extension 23 of the telephone number 8096923, the number of digits to ignore is
five.

This is only available in CAS mode.

If Channel is  Select data if the channel is being used for framed data rather than A-law voice.
Subrate, It's
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Auto Answer  Select this to connect the incoming call to the line as soon as it is received, irrespective
of the signalling state of the connected equipment.

When atie line has end-to-end enabled, select Auto Answer to connect the end-to-end
tie line call request rather than returning the connected equipment’s signalling
indications.

This is only available in CAS mode.

Connect after  Selectto connectthe incoming call after the digits have been indialled to the connected
indialling digits  equipment, rather than providing a ring indication to the ISDN. This is used in
conjunction with DDI (Indial) and is only available in CAS mode.

Signalling  Enterthe national significant remote number in the number parameter for end-to-end
signalling applications, if required.

This is only available in CAS mode.

End-to-End  Enable this where the line is to be used in equipment tie line applications, and CAS
mode is required.

E2E Answer  Select to provide an end-to-end answering mechanism to support some inter-PABX
Transfer  operations. It provides for the answering of an ISDN switched call followed by the
end-to-end transfer of an Answer signal from the called terminal equipment back to

the calling line. This is only available in CAS mode.

TS0 E2E xfer  Timeslot 0 End-to-End Transfer is only available if you select End-to-End first. Select
this to enable the end-to-end transfer of timeslot 0 information in any one of the lines
(1-31) which has a call to the destination E1M established.

ISDN Interface — ISDN Line Controls
The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E164
Hotline E164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

AOC  Select either Continuous or End to log the cost of each call from this line. You can
(where available) view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
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Calling Line ID

CLIVE List
Assignment

Numbering format

Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI/Number checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice
(where available)

None.

ISDN Internal Control defaults

Restriction
Outgoing TE

None.

Any.

Changing ISDN Internal Control defaults

Restriction

Outgoing TE

Select Disable to put the line into a fault state so that it will not be used by the PABX.
If CAS is enabled and the line is configured as a tie line with end-to-end signalling
enabled, Disable will send a blocking signal to both ends of the connection.

Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.
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T1 Digital Module (T1M)
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The T1M provides a single T1 port for voice and data communications. The T1 port
provides 24 channels, each having 64 or 56kbit/s bandwidth, depending on its
configuration.

The T1M has the following Layer 1 features:

< The port can be configured for ESF or SF/D4 operation
= The zero code suppression can be configured for B8ZS or ZCS, oritcan be disabled
< The transceiver gain can be configured to suit the user’s line properties.

The T1M supports the creation of Trunk Groups made possible by independent
channel configuration. Each channel can be configured for transparent 64 kbit/s,
which would suit leased-line data applications such as video-conferencing.
Alternatively, the channels can be set up for Robbed Bit Signalling (RBS) which is
embedded in each channel for switched call control. The following protocols that
utilise RBS are supported:

= E&M Wink Start

< E&M Immediate Start
= FXO Ground Start

= FXS Ground Start

< FXO Loop Start

= FXS Loop Start

< PLAR.

The T1M supports switched and end-to-end call signalling. Either can be used with
any of the above protocols. End-to-end signalling can be used in conjunction with a
switched call (XSPC) or a semipermanent call (SPC).
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T1M configuration

Card options

Don'tuseas  Select this option to prevent the T1M supplying the reference clock to the device.
reference clock

Don’t use as bus  Select this option to prevent the T1M supplying the bus clock to the device.
master

Releaseon Progress  Enabling this option releases a call even if a Progress Indicator is sent. In this instance,
any clearing tones will not be heard.

This option is useful when using message recording equipment, as clearing tones are
not recorded at the end of a message.
Framing

SF (D4)  Enables Superframe Framing. The superframe consists of 12 TDM frames. It supports
A, B robbed-bit signalling. It has no Facility Data Link (FDL).

ESF  Enables Extended Superframe Framing. The extended superframe consists 0f 24 TDM
frames. It supports A, B, C and D robbed-bit signalling as well as a 4 kbit/s Facility
Data Link (FDL).

Zero suppression

None  When selected, 1s (ones) are represented on the Digital Line Interface (DLI) by
alternating positive and negative pulses. Zeros are represented by zero signal levels.
This is known as Alternate Mark Inversion (AMI) coding.

ZCS Thisenables Zero Code Suppression. This is similar to AMI but channels containing
all zeros have bit seven forced high prior to transmission. This ensures that sufficient
pulse density is on the line to maintain clock synchronisation. This results in data
corruption as there is no mechanism to remove the forced bit.

B8ZS Thisenables Bipolar Eight Zero Substitution. This is similar to AMI, but if eight zeros
occur in a row, bipolar violations are inserted to ensure that sufficient pulse density
is on the line to maintain clock synchronisation. The T1 Framer recognises these
violations and removes them, thus no data corruption occurs.

DLIgain  Select Line Build Out (LBO) options for long haul or short haul operation. Long haul
options include pulse shape and gain selection. Short haul options are selected on
length of cable.

Line Configuration for T1M
Each channel can have a live configuration.

Line Number  Enter the line number if required.

For outgoing calls, or if the line is a member of a lineset, this parameter can be left
blank.

Subaddress  Enter the subaddress if required. It is not mandatory to enter anything in this
parameter.

Port ID  Enter the Port ID if required. It is not mandatory to enter anything in this parameter.

Port Name  Enter the port name if required. It is not mandatory to enter anything in this
parameter.
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ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings.

Bearer Capability defaults

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

This parameter is important when configuring the T1M as it determines whether
analog or digital line capability is provided by the network.

Note Please refer to your PABX user documentation before changing to analog line
capability.

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults are enabled for incoming calls and disabled for outgoing calls. For
further information about the default settings, refer to page 2-7 of the Parameters
section of this manual.

ISDN Interface — High Layer Compatibility

The following parameters are the commonly used ones for the T1M. Refer to page
2-10 of the Parameters section of this manual for further information.
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ISDN Interface — Call Establishment Modes defaults
The following table shows the Call Establishment Modes defaults.

Parameter Default
Subrate Virtual Line Enable Cleared
member or manually
connected Label —
Hotline Enable Cleared
Number —
XSPC Cleared
Subaddress —
DDI (Indial) Enable Selected
Ignore first 0 digits
If'ChanneI is Subrate, Voice (use compander) Selected
e Data (use Subrate switch) Cleared
Call Control Auto Answer Cleared
Signalling National Significant Remote —
Number
End-to-End Cleared
Interpreted Selected

Changing Call Establishment Modes defaults

The settings for these parameters control the way in which calls are made. You can

change the following settings to meet your requirements.

Subrate Virtual Line
member...

Hotline

Enter the required number in the Label parameter and select Yes.

Enter the Hotline number and the subaddress number, if required. Select Enable.

You can also select XSPC to enable a Switched Semi Permanent Connection. This is
only available if Hotline is enabled.
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DDI (Indial)

If Channel is
Subrate, It's

Auto Answer

Signalling

Select Enable and enter the number of digits to be ignored. For example, if the call is
for extension 23 of the telephone number 8096923, the number of digits to ignore is
five.

Select data if the channel is being used for framed data rather than voice.

Select Auto Answer if incoming calls from the backplane are to be automatically
answered.

Select End-to-end to enable an out-of-band signalling path to be provided with calls
on this line. The out-of-band signalling path carries call information to, and from, the
far end of the call.

Select Interpreted to enable interpreted end-to-end signalling (IDAS). Clear to enable
uninterpreted end-to-end signalling (UDAS).

Enter the Group Number of the ISDN link connected to the remote device. This
number is not required when the end-to-end connection is an switched call.

ISDN Interface — ISDN Line Controls

The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(Where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E164
Hotline E164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

AOC
(Where available)

Calling Line ID

CLIVE List
Assignment

Numbering format
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Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via Call Log within OmniVision. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI/Number checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.



4-48 T1 Digital Module (T1M)

ISDN Interface defaults

Teleservice None.

ISDN Internal Control defaults
Restriction None.
Dial Type DTMF.
PCM Data Normal
Protocol Protocol - None.
Glare resolution - not supported in this release.

Outgoing TE Any.

Changing ISDN Internal Control defaults

Restriction Select Disable to put the line into a fault state so that it will not be used by the
PABX. If RBS is enabled and the line is configured as a tie line with end-to-end
signalling enabled, Disable will send a blocking signal to both ends of the
connection.

Dial Type Select either DTMF or Pulse.

PCM Data Select Invert to logically invert the data on this line as it is passed to the T1 trunk,
and as it enters the T1M. Select Normal to leave the data polarity unaltered.

Protocol Available protocols are:
< None - RBS is disabled. Connections manually established.
e E&M Wink Start
= FXS Ground Start
= FXO Ground Start
= FXS Loop Start
< FXO Loop Start
e E&M Immediate Start
< PLAR.

Glare Resolution is not supported in this release.

Outgoing TE Select the required TE. If you select Preferred or Exclusive, you must then select
the TE from the displayed list. This setting affects all the module’s lines.
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E1IM-DPNSS

Operation

© 1993 - 2000 Jtec Pty Limited

The EIM-DPNSS Module enables PABXs and other equipment that support DPNSS
(Digital Private Network Signalling Scheme) to connect to other networks.

The EIM-DPNSS can use the full range of proprietary networking features including
SPCs, MicropleX switching, and private and public networks to carry DPNSS traffic.
There is an additional feature specifically for the ELM-DPNSS. This allows private to
public number mapping and substitution/replacement. The signalling for the feature
transparency can be passed over the D-channel, or over the B-channel using the
Inband Signalling feature.

The ELM-DPNSS supports two modes of operation:

« Transparent — where two or more DPNSS PABXs communicate using DPNSS

e Gateway — where a DPNSS PABX communicates with other non-DPNSS
equipment such as a telephone.

See page 5-55 in the Applications section for information on a typical DPNSS
application.

The way in which DPNSS operates varies with the application scenario. In DPNSS to
DPNSS connections, for instance, the module provides a fully featured DPNSS
end-to-end connection. Where the connection involves non-DPNSS devices, the
module provides mapping of a subset of DPNSS call facilities onto the non-DPNSS
device signalling.

The DPNSS also has to cater for the different methods used by networks for signalling
and transporting supplementary services. The module supports DPNSS in the same
way as the other end-to-end signalling schemes and the rules for D-channel or
B-channel end-to-end signalling apply.

The ELM-DPNSS collects dialled digits from the DPNSS equipment. Using this
information, it decides how to route the call and determines whether the destination
is DPNSS or not. If it is DPNSS, the call is Transparent, if not, it is a Gateway call.

The module can distinguish between route-optimised calls and normal calls, and will
automatically connect the bearer of route-optimised calls. This limits extra call
charging to only route-optimised calls.

The indication of the type of call is sent back to the DPNSS equipment by the
E1M-DPNSS using the Called Line Category supplementary service string.
CLC-ORDinary indicates DPNSS and CLC-DASS2 indicates non-DPNSS.

DPNSS supports both Real Calls and Virtual Calls. Real Calls can be Transparent or
Gateway, Virtual Calls must be Transparent. Attempts to make Virtual Calls to
non-DPNSS destinations are rejected.
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Transparent operation

If two EIM-DPNSS modules are inter-operating across a private network oran ISDN,
they are said to be operating Transparently. This would be the case when the two
modules are in the same device or in two separate devices, connected across a
network. Transparent operation is possible only with VX systems. The figure below
shows a typical application using the transparent mode of operation.

VX node

DPNSS VXTrunk Link DPNSS

DPNSS

DPNSS

The passing of DPNSS Supplementary Services is achieved using end-to-end
signalling over either the VX Trunk Link or the public ISDN connections. When the
ISDN does not support User-To-User messaging, the In-Band Signalling feature is
used to pass the end-to-end signalling within a B-channel. Connections may transit
both the VX Trunk Link and the public ISDN. This may occur in the above example
where one of the ISDN connections was down.

A call is deemed to be Transparent (DPNSS end-to-end) if the source is DPNSS and
the (translated) destination number is in the Router Table. Once the decision is made
that a call is Transparent DPNSS, the device will analyse the route to the destination
to decide how to carry the call. If there is a signalling path associated with the call,
that is, it is over a VX IPMN-IPMN link or a MicropleX switched link, then this
signalling path will be used to carry the DPNSS supplementary services. If there is
no signalling path associated with the call, the device will make a B-channel call to
carry the actual call traffic. It will use the information in the Router Table to setup a
separate signalling channel to carry the DPNSS supplementary services. The
B-channel call and the signalling call are uniquely tagged to allow the destination to
reconstruct the original DPNSS call, complete with supplementary services.

Virtual Calls use the Router Table signalling path only.
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Gateway operation

If ELM-DPNSS modules are inter-operating with non-DPNSS devices they are said
to be operating in a Gateway mode. This mode of operation is supported when the
connection is across private network links or public switched networks. The figure
below shows a typical example of the Gateway mode of operation.

@ DPNSS

VXnode VX node

i I Non»DPNSS

VXTrunk Link

Non-DPNSS @
Non-DPNSS @

In this example, the equipment supporting [A] is operating in Gateway mode. The
non-DPNSS devices can be connected to any appropriate interface [B] or [D] or other
access mechanism [C].

The level of functionality in this mode depends on the commonality between DPNSS
and the call signalling protocol of the non-DPNSS devices. An additional requirement
isthat the DPNSS device has a transmission format that is common to the non-DPNSS
device (voice, data and so on).

Interfaces that support this mode of operation include:

< ISDN Basic Rate and Primary Rate interfaces;

e G.703/704 CAS R2D;

e 4 Wire E & M SSDCS5;

« 2 Wire Ring-In/Loop-out and Ring-out/Loop-in;
e Data interfaces (V.24, V.35 and X.21);

- DTM.
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When the destination is non-DPNSS, a Gateway call is made. This translates the
DPNSS call signalling into ISDN call signalling and the basic supplementary services
into ISDN ones. Supplementary services mapped are shown in the following table:

DPNSS ISDN

OLI - Originating Line Identity CLI - Calling Line Identity

CH-UU Charge Reporting - Units Used CCI - Call Charge Information (DASS2)
AOC - Advice of Charge (Q.931)

SIC - Service Identifier Code SIC - Service ldentifier Code (DASS2)
Bearer/LLC (Q.931)

NPR-A - Number Presentation Restriction - CLIR - Calling Line Identification

"A" Party (Calling Party). Restricted (Q.931)

The destination interface translates the ISDN signalling into its native signalling and
forwards any supported supplementary services.

Gateway Call Diversion

Thisprovides supportforinterworking between DPNSS and other signalling systems
for the Call Diversion Supplementary service. This feature allows DPNSS Gateway
calls that originate from a non-DPNSS user to participate in Call Diversion.

Note BTNR 189 defines the required interworking for a Gateway PBX, and Section 11
defines the interworking support for Call Diversion. Our implementation of Call Diversion
conforms to this section of the specification.

Diverted calls originating from PBX extensions in a DPNSS network are routed to the
diverted number. However, calls originating from a non-DPNSS user have to rely on
the J5000, in its role as 'gateway PBX’, to perform the call diversion to either another
PBX extension or to a non-DPNSS user.

It is also possible to chain diversions together. To avoid unlimited chaining, a
maximum length of three diversions is supported.

Gateway Call Diversion is implemented on a call by call basis and can be configured
in conjunction with Feature Transparency. Any call destined for the configured
E1M-DPNSS has the ability to participate in Call Diversion.

For more information on the parameters associated with this feature, see Gateway Call
Diversion on page 4-57.

Under certain circumstances, number manipulation may be required. Normally, the
number presented by the DPNSS network in the divert string iscomplete and requires
no modification. If a modification is required, you can use CLI/Number Checking (see
page 3-49) and ISDN Interworking (see page 3-26) to manipulate the number. A
diverted call is treated as any other call for routing purposes.
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If number manipulations become complex, you can also trunk prefix diverted calls.
This option follows all the same rules as trunk prefixing for normal calls. For
information on the parameters associated with Trunk Prefixing see page 4-58.

Intermediate Nodes

If a node receives a DPNSS call that is already tagged as a Transparent Call, the node
checks to see whether the destination is in its router table. If the device has the
destination in its router table, it knows that it is just an intermediate node for the call
and will pass the call on unchanged. If the destination is not in the router table, the
device assumes that the call terminates in this node and it will attempt to reunite the
signalling and B-channel calls.

Numbering

Typically a DPNSS link between two PABXs will use the PABX’s private numbering
scheme. This will usually be 3 to 6 digit numbers that bear no relevance to any public
network numbering.

A typical network will have a mix of public and private links, which must carry the
PABX private numbering transparently.

The rule when configuring networks with DPNSS is to configure the entire network
using public numbering, and use the number translation tables to translate the PABX
private numbering into a public number that can be used to reach the destination
device.

The following diagram shows this:

Lineset that routes to node 2 Lineset that routes to node 1
01223352700-01223352799 01865449200 -01865449299
VX node
VXTrunk 1 4200 - 4299
} DPNSS
Node 2
Node 1

01865 449200-99 , 01223 352700-99

)

PABX Ain Node 1dials42xx which isan extension on PABX B in Node 2. 42xx matches
anumber tableinthe Node 1 VXand s replaced by 01223352700. All routing decisions
are then based on this public number.

First preference is a lineset in Node 1 VX that routes the call over the VX trunk. If the
VX trunk is full or broken, the call will route over the public ISDN. This gives full
backup and overflow functionality for the VX trunks without any further number
manipulation.
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When the call arrives at the Node 2 VX, it is recognised as a DPNSS call that has
undergone number replacement, and the original 42xx is replaced before final routing
to PABX B.

Additional digits dialled after the 42xx will be passed across to node 2 over the
signalling channel and sent on to PABX B.

Note This is significantly different to previous ELM-DPNSS configurations which used
additional interworks, linesets and trunk prefixing to achieve a similar end result.

These previous methods are now obsolete and no longer supported. Configurations using these
previous methods may still work, but we recommend that wherever possible, configuration
are updated to use the number tables for private/public substitutions and public number
routing.

DPNSS Configuration

Configuring a system that uses the ELM-DPNSS is a four stage process.

« Stage 1 — Configure the ELM-DPNSS

= Stage 2 — Configure the number translation

= Stage 3 — Configure the signalling routing tables
e Stage 4 — Configure the bandwidth for the calls.

E1M-DPNSS
This section describes how to configure the ELM-DPNSS.

Number range  The number range selects which range of numbers received by the device will be
delivered to the ELM-DPNSS.

Where number translation is used, the Private Number Range of the PABX will go
to the DPNSS module, and not the range of public numbers that are delivered to the
device.

Enter the number range. The number range need not be the full length of the dialled
number. For example, 31-39 will match any number beginning with 31 through to 39.
This creates a lineset which includes all channels of the ELM-DPNSS. Frequently
however, different number ranges will be applied to different channels. In these cases
use the Lineset configuration in OmniVision to configure them.

Private/Public Number Clashes

You should normally configure Linesets with the Local attribute set. The exception
to this is when there is a conflict between the private number range and public
numbers that are required to be routed within the device. For example, the PABX
number range may be 42xx, but the device is required to route 420-0100 to a different
interface. In this case, you should set the DPNSS lineset to 4200-4299 and enable the
Exact Number Length attribute. This will prevent 4200100 matching the set which it
would otherwise do.
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Channel Selection Order

Entering the card number range creates a 'Local’ lineset with all 30 DPNSS channels,
in ascending order. If the PABX normally selects channels for outgoing calls in
ascending order, the ELIM-DPNSS lineset should list the DPNSS channels in
descending order. This will minimise channel collisions between incoming and
outgoing calls.

See Linesets on page 3-17 for information on reversing the order of the ELM-DPNSS
lineset.

Configure other parameters

Enable/Edit line  The default configuration of the ELM-DPNSS is for all 60 Channels (30 real call
channels and 30 virtual call channels) enabled. Individual channels can be enabled
or disabled as required.

Select the channels that are to be enabled.

Note Channels are always paired, that is, one real and one virtual. Real channels are
numbered 1-31 and virtual channels 33-63. Enabling channel 1 enables real channel 1 and
virtual channel 33. Disabling channel 2 disables real channel 2 and virtual channel 34, and
so on.

Card options

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

CRC enable  Enable this if your ISDN terminal equipment requires Cyclic Redundancy Check
(CRC) to monitor lines. You would not normally need to change the default (disabled).

This enables CRC-4 error checking at Layer 1. It is always transmitted. Enabling this
function causes CRC-4 data to be the Layer 1 line monitoring criteria. If itis disabled,
framing errors are interpreted as Layer 1 line errors.

Do notuse as  Select this option if you do not require the ELM-DPNSS to supply the clock reference
reference clock  to synchronise the device to the line.

The clock reference to synchronise the device is supplied by an ISDN TE module. If
no TE moduleis presentin the chassis and there is no other source of a clock reference,
you can configure the ELM-DPNSS to supply the device with a reference clock
obtained from the terminal equipment to which it is connected.

The settings for the above parameters affect the operation of the entire module.
Having configured the module, you can select individual lines and configure them
as required.

Do not use as bus  Enable this to prevent the ELM-DPNSS being selected to provide the backplane bus
master  clock.

Applications...
On Startup
The ELM-DPNSS has three options on startup:

DPNSS-CPE  Thisis the default. This allows the PABX to establish the LAPs and clear any calls that
Establishes  might be up.
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Establish LAPs  The ELIM-DPNSS will attempt to establish data links for all enabled channels, but not
reset any calls.

Establish LAPs and  The ELM-DPNSS will establish data links and then send a CRM (Clear Request
send CRMs  Message) on each channel which will clear any stray calls.

We recommend that this setting is left at ' DPNSS-CPE Establishes’ unless the DPNSS
PABX does not establish data links. If the Link LED on the front of the ELM-DPNSS
does not come on once the DPNSS PABX is connected and enabled, change to
‘Establish LAPs’. If the Link LED comes on, but the Call LED stays active, change it
to ’Establish LAPs and send CRMs’.

Indial digits

Limit DDI  Limit DDI restricts the number of digits that will be dialled into the DPNSS PABX
from the ELM-DPNSS. If this is not enabled, the full number received by the
E1M-DPNSS will be forwarded. If the parameter is enabled, and anumber 'n’ entered,
only the last 'n’ digits of the number will be forwarded. This setting applies to the
entire module, and is not line by line configurable. This is only likely to be used if
number translation is not used.

Dialled digits

Minimum number  When enabled, this determines how many digits the ELM-DPNSS collects before
length  forwarding the call to the device for routing. It is important to set this to the same as
thelength of the lineset range configured for the destination ELM-DPNSS. This should
also be the same length as the numbers entered into the Number Translation lists, or
the router table if Number Translation is not used.

For example, if the PABX is dialling numbers in the range 4200 to 4299, then the
Number Translation listwould be configured to 4200-4299, and the Minimum number
of dialled digits should be set to 4.

This setting is only useful where a PABX sends individual digits as they are dialled.
In a lot of cases, the PABX will collect digits itself and not forward the call to the
DPNSS link until it has collected 4 digits. If this is the case, then this setting will be
ignored.

Options

Idle fill Layer 2  Innormal operation, DPNSS Layer 2 has flag characters between Layer 2 frames. This
is known to cause problems with some equipment which can indicate Layer 2 CRC
errors when flag fill is used. If an abnormal number of Layer 2 CRC errors are
reported, enable this parameter. Equipment known to exhibit this characteristic
includes the NorTel DMS-100 (FeatureNet in UK).

Ignore NSI strings  Select thisto disable NSI (Non Specified Information) strings. A particular PABX may
send NSI strings as proprietary information to another PABX of the same type. These
strings may not be required for normal operation.

Add progress to  Enable to add a progress indicator to the incoming alerting message.
alerting

Convert progress to  Select this to enable a more robust operation of calls from a DPNSS PABX to an EMM
NAM (Number thatis using IDAS.
Acknowledgement
Message)
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Gateway Call
Diversion

Multiple NIMs

Do not send
progress for cause
34

Delay on Route
Optim Calls

Feature
transparency

DPNSS disconnect
to NAM mode

Convert NIM (*51*4#)
to Alerting with PI

DPNSS binary
encoding

A-B / X-Y

Satellite / Terrestrial
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When enabled, the module implements DPNSS interworking of the Supplementary
Service Call Diversion (BTNR 189 Section 11). This allows DPNSS Gateway calls that
originate from a non-DPNSS user to participate in Call Diversion.

Note The EIM-DPNSS module, when operating as a Gateway PBX, only provides those
features required to implement the supplementary service Call Diversion

When enabled (the default), all NIMs (Network Indication Messages) from the peer
are passed End-to-end. This parameter can be enabled for all DPNSS applications.
NIMs are used to notify the originating PBX of events that take place during the
routing phase of the call, for example, 'Alternative route encountered’.

When enabled the Progress Indicator is not sent to the peer. This allows the peer to
do a resubmission.

By default, a delay of 3 seconds is used for a Route-optimised call using a Number
Acknowledgement Message (NAM). This allows backward compatibility. Disabling
this option removes the 3 second delay.

When enabled, all supplementary services are passed End-to-end. When disabled,
supplementary services are not passed and only gateway mode is supported.

When enabled, a Number Acknowledgement Message (NAM) is sent to the peer
when the DPNSS module receives a disconnect message from Call Control. The NAM
opens the voice path so that the disconnect tone generated by the VX can be detected
by the PABX.

When enabled, a Network Indication Message (NIM *51*4#) sent from the peer is
converted to 'Alerting with Progress Indicator’. PABXs usually generate this type of
NIM when sending a call to the PSTN or ISDN. The conversion opens the voice path
so that tones and Recorded Voice Announcements can be heard.

When enabled, the DPNSS module supports binary encoding of the DPNSS
supplementary service Network Address Extension-Destination Complete
(NAE-DC). This may be needed to allow a called party sub address to be passed
through the DPNSS network if PABXs in the network are set for strict syntax checking.

DPNSS configuration

When two pieces of equipment are connected using DPNSS, one piece of equipment
isdesignated A and the other B. Similarly they can be designated X and Y respectively.
Normally, A and X are configured together, and B and Y together. The ELM-DPNSS
can be configured in any combination of A-B-X-Y but should normally be configured
to be the opposite to the equipment to which it is connected.

This should be set to 'Satellite’ only if the link between the ELM-DPNSS and the
DPNSS equipment uses a satellite link. This setting increases timeouts to allow for
the additional delay caused by the satellite link. Normally this should be left at the
default 'Terrestrial’ setting.
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Call establishment modes

No VX Tones  Normally the Virtual eXchange provides service tones for calls that switch via the VX.
In some circumstances however it may be desirable to disable these tones and allow
the connected PABXs to supply tones. For example, if all calls on a particular channel
will definitely go to a specific PABX destination and that PABX will provide the
service tones.

VX Tones can be disabled for calls originating from DPNSS channels by enabling the
‘No VX Tones’ parameter.

Add Trunk Prefix  Gateway calls that originate from a non-DPNSS user are prefixed when this option is
enabled and a Prefix is entered. This operates for normal calls. To add a Trunk Prefix
to calls that have undergone Call Diversion, enable Diverted. You can enable both
normal and diverted, none or one of the options. When using both normal and
diverted, the prefix must be the same for both.

Delete Trunk Prefix  Enabling this will delete the configured number of digits from both normal and
diverted calls.

Configuring number translation

This section details the configuration of the private to public number translation used
for the ELM-DPNSS.

To configure the number translation, you need to know the private number range
that will be dialled out of the PABX, and a public number of the destination device
that has the destination PABX connected. That number is by convention, the lowest
number or base number of the ISDN link at the destination.

This section uses the network shown on page 4-53 as an example of setting up
Number Translation — PABX in Node 1, dialling extensions 4200 to 4299 on a PABX
in Node 2, which is on an ISDN service (01223) 352700.

This method uses the Number Checking facility. For further information see
CLI/Number checking on page 3-49.

Note Ina’DPNSS Transparency over QSIG’ network, sites that require Feature
Transparency without the use of Router Tables and SAM channels cannot use CLI/Number
Checking in the ELM-DPNSS configuration.

Number list name  Enter a name for the Number Translation list and select New List.

Which Party To  Select Called Party Number to set up the number list for called party translation
Apply To  rather than CLI/Number checking.

Min/Only - Max  Enter the minimum and maximum numbers (4200 and 4299 in this example) and
select Add Range.
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What To Do With  Select Modify Called Number and Select Replace With, and enter the full number
Accepted Calls  of the destination including area code. (01223352700 in this example). Choose OK.

This sets up a number translation from 4200-4299 to 01223352700 which now needs
to be applied to a particular DPNSS module.

Select the number list from the main Number Checking dialog, and choose Apply...

Note The destination number must be in a lineset or VX range of the destination device. If
not, the call is rejected with a cause *Unassigned Number’.

Possible  Selectthe DPNSS module, and choose Add. Thiswill add all the lines from the DPNSS
modules/lines/sets  module (that is, a call from any LAP) to the list of lines affected by this Number
Translation.

You do not have to have all LAPs entered. If only certain LAPs are used to reach
certain destinations, then these can be added or deleted on a line by line basis.
Similarly you can add more than one DPNSS module.

Configuring Signalling paths

The signalling router tables and associated signalling channels have to be configured
to tell the device how to get DPNSS signalling from one node to another. This is used
for supplementary services on Real DPNSS calls and carries the entire call
information for DPNSS Virtual calls.

Signalling can be carried on an ISDN D-Channel call, or inband, using a SAM
B-channel over an ISDN B-Channel call. The choice of these depends on the call
routing that is to be used.

< The D-channel would normally be selected where calls are carried over a private
link such as a 2Mbit/s leased line with IPMN(VX) at either end, or an n x 64K
digital link with a DTM(VX) at either end.

e The D-channel should be selected where calls are carried over the Australian
public network which supports D channel calls.

< A SAM B-channel should be selected where calls are carried over UK or other
public network that does not support D-channel calls.

The Router tables allow for two routes to be configured, a primary route and a
secondary route. If backup of the primary route is required, a secondary route must
be configured even if it specifies the same SAM channel as the primary route. For
example, if the first choice route is to use a SAM B-channel across a private link and
the second choice is to use a SAM B-channel over the public network, the primary
and secondary route would both be configured to use the same SAM B-channel.

A typical network has a leased line with overflow onto the public network. In this

case, where the public network does not support D-channel calls, the primary and

secondary route feature is used, with the primary route being a D-channel, and the
secondary route being a B-channel.
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In this instance the extra B-channel for signalling is only used when the leased line
fails. In the normal overflow situation the signalling uses the D-channel of the leased
line and only the traffic channel uses the public network.

Configuring the numbers

The numbers that are configured into the signalling routing tables are the full public
numbers, including the area code, of the destination. At the destination, the absence
of the number in the routing table indicates that the call is to terminate there.

Numbers can be configured as a single number, or a range of numbers into the SAM
or CM/RM-SAM line control. Refer to Inband signalling facility on page 3-43 and SAM
configuration on page 4-223 for more information.

Min/Only  Enter the number in Min/Only or number range.

Primary Routes/  Selectthe primary and secondary routes from the lists, and choose Add or Add Range.
Secondary Routes

For example, for calls between Node 1 and Node 2 nodes set as follows:

Node 1 Node2

Router table entry 01223352700 Router table entry 01865449200

Only the Resource Manager or Control Module Router Table is used when
determining DPNSS transparency, however if signalling routes use SAM channels
from a separate SAM card, then the SAM Router table should also be configured to
include the DPNSS destinations that use these SAM paths.

Note Router Table entries are matched in a similar way to Linesets and the Number
Translation Tables. A number matches even if it is longer than the Router Table entry as long
as the digits / characters match the length of the Router Table entry.

Configuring the signalling channels

Configuring the signalling channels involves choosing a pair of either B- or
D-channels, one at each end of the link, and setting matching and opposite line
number and Hotline numbers at each end.

The channels should be in Hotline mode and auto-answer (default). For SAM
B-channels, enable the Do Not Use for Incoming Manager calls parameter in Call
Establishment Modes.

Note Whenusingan RM we recommend that you use channels 1 to 16 to configure Feature
Transparency. This leaves the SAM Inband Channel free to support Remote Manager Access
and allows you to easily terminate incoming Manager calls.
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For example, to configure primary D-Channel and secondary B-channels between

Node 1 and Node 2 enter the following:

Node 1 Node 2
DCh1 | Line number 449295 D Ch1 | Line number 352795
Hotline number | 01223352795 Hotline number | 01865449295
B Ch1 | Line number 449296 B Ch1 | Line number 352796
Hotline number | 01223352796 Hotline number | 01865449296

D Channel Acknowledgement

When using a SAM D-channel for DPNSS signalling there is an option to use either
Acknowledged or UnAcknowledged signalling. This Acknowledgement is only
required where signalling is carried across a public network that supports D-channel
calls, such as that in Australia. If this signalling is across a private link, then
Acknowledgement is unnecessary and can be turned off. This will result in a better
call signalling performance.

For SAM D-channel line configuration, disable the Send Acknowledge Message. You
should configure both ends of a link in the same way.

Intermediate nodes

If a DPNSS transparent call has to pass through a VX node without terminating there,
you should also add a router table entry to that node. The entry should be the public
number because when a DPNSS call is received, the device uses the absence of arouter
table entry for a particular number to indicate that the call will terminate on this node.

This router table entry can point to a SAM channel if calls also originate from this
node and a signalling path is required. If thisis not the case, select the trunk card that
will be carrying the call.

For example, if a call is arriving at an IPMN in slot 3, and departing from an IPMN
in slot 4, add the public number of the DPNSS call to the router table in Resource
Manager or Control Module and select 4,0,0 as the primary route.

SAM Channel hold time

This allows programming of the time that a SAM channel will hold a call up for after
the last user of that channel has cleared the call. This is used to prevent two successive
uses of a channel from incurring two flag fall call charges. The default for this is 30
seconds, but it can be changed in multiples of 10 seconds between 10 and 2550
seconds. It should be set to a time equivalent in call cost to a flag fall.

For example, if a call costs 20p flagfall + 10p per minute you would set the holding
time to two minutes.

Or if a call costs 25c¢ flagfall + 5¢ per minute you would set the holding time to five
minutes.

See Inband signalling facility on page 3-43 for further details.

© 1993 - 2000 Jtec Pty Limited



4-62 EIM-DPNSS

Configuring the bandwidth

Thefinal item to configure is the bandwidth that will carry the call. This configuration
depends on whether 64K uncompressed, or compressed bandwidth is used. 64K
uncompressed has a faster call setup time and higher load capacity, but uses more
bandwidth.

Uncompressed

If the traffic is to be carried over the public network via an IPMT, no further
configuration is required.

If the traffic is to be carried over a private network link, with or without public
network overflow and/or backup, create a lineset with the full public number range
of the destination device. Add the required lines of the IPMN or DTM and set the
lineset to Non-local attributes.

Compressed

There are two options when configuring compressed Virtual Lines for use with
DPNSS.

« The use of on-demand establishment
< Manually connect the Virtual Lines to the IPMN B-channels.

With on-demand, the backup and overflow will also be compressed, however there
is a slight penalty in terms of call setup time.

Manual connections remove those particular B-channels from the pool of channels
available for other non-DPNSS traffic that may be sharing the link. Manual
connections also give a slightly improved call setup time, but are more complex to
configure.

Refer to Interworking on page 3-26 for further information.

To configure compressed bandwidth:

1 Add sufficient interwork lines to have 1 pair per compressed traffic channel, that
is one interwork unit, 30 lines per DPNSS module.

2 Create pairs of Subrate Virtual Lines with right hand side interwork lines as
members. Choose the appropriate compression algorithm.

3  We recommend that you assign some Virtual Lines for traffic in each direction
rather than using them bidirectionally to avoid call collisions.

4 The left hand sides of the interworks are then placed into a lineset. The number
range of the lineset should be the translated public number. The lineset attributes

should be Non-Local.

In the example configuration, the lineset in the Node 1 would be
01223352700-01223352700, members 0,0,1 + 0,0,2 + 0,0,3 + 0,0,4 and so on.
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On-demand

The interwork lines do not require any special configuration. Set the Virtual Lines
into end-to-end signalling using CM-SAM and auto-answer. The Virtual Lines should
then be assigned pairs of line numbers / Hotline numbers with their peers in the
other node.

If the traffic is to be carried over the public network viaan IPMT, it requires no further
configuration.

If the traffic is to be carried over a private network link, with or without public
network overflow and/or backup, create a lineset with the full public number range
of the destination device except for the translated public number. Add the required
lines of the IPMN or DTM and set the lineset to Non-local attributes.

In the example configuration, this lineset in the Node 1 node would be
01223352701-01223352799, with IPMN channels as members.

Manually Connected

Theinterwork linesthat are members of the Virtual Lines (RHS by convention) should
be setto SPC mode (AUS) / Member of Subrate Virtual Line or manually connected
(UKS/ROW) End-to-end mode and Transparent mode on.

Each one needs a unique label to identify it for signalling. This should match its peer
in the other node.

Each one requires an end to end signalling number, which is the national significant
public base number of the destination for signalling that is, an area code but no
leading zero. In the example configuration, the remote signalling number for Node
1is 1223352700.

The Virtual Lines are also set to SPC mode (AUS) / Member of Subrate Virtual Line
or manually connected (UKS/ROW).

The Virtual Lines are manually connected (bi-directional, external, non-volatile) to a
B-channel on the IPMN that is across the private link, and the corresponding one
connected to the same channel at the destination.

The B-channels used for this should be excluded from the linesets that are routing
other traffic across the private link.
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E1IM-QSIG

Operation

The EIM-QSIG Module enables Private Integrated Network Exchanges (PINXs) and
other equipment that support QSIG to connect to other networks.

The ELM-QSIG can use the full range of proprietary networking features including
SPCs, MicropleX switching, and private and public networks to carry QSIG traffic.
There isan additional number translation feature specifically for the ELM-QSIG. This
allows private to public number mapping and substitution/replacement. The
signalling for the feature transparency can be passed over the D-channel, or over the
B-channel using the SAM feature.

The module supports Layer 3 Segmentation and Reassembly (SAR), and is compliant
with ETS 300 172.

SAR is a function used when the QSIG Layer 3 messages are too large to fit into a
single Layer 2 INFO frame, that is, the Layer 3 message is more than 260 bytes. The
large Layer 3 message is 'Segmented’into a number of smaller (SEGMENT) messages.
These are then sent in sequence and 'Reassembled’ into the original message at the
destination.

The ELM-QSIG supports two modes of operation:

e Transparent — where two or more QSIG PINXs communicate using QSIG

e Gateway — where a QSIG PINX communicates with other non-QSIG equipment
such as a telephone.

See page 5-66 in the Applications section for information on a typical ELM-QSIG
application.

The way in which QSIG operates varies with the application scenario. In QSIG to
QSIG connections, for instance, the device provides a fully featured QSIG end-to-end
connection. Where the connection involves non-QSIG devices, the module provides
mapping of a subset of QSIG call facilities onto the non-QSIG device signalling.

The QSIG also has to cater for the different methods used by networks for signalling
and transporting supplementary services. The module supports QSIG in the same
way as the other end-to-end signalling schemes and the rules for D-channel or
B-channel end-to-end signalling apply.

The ELM-QSIG collects dialled digits from the QSIG equipment. Using this

information, it decides how to route the call and determines whether the destination
is QSIG or not. If it is QSIG, the call is Transparent, if not, it is a Gateway call.
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QSIG, like DPNSS, supports both Real Calls and Virtual Calls. QSIG, however,
supports two types of Virtual call and one type of Real call.

e Real Call Connection orientated call association
« Virtual Call Connection orientated non call associated
« Virtual Call Connectionless call.

Real Calls can be Transparent or Gateway, Virtual Calls must be Transparent.

Note Local switching between two E1M-QSIG modules is not supported in this release.

Transparent operation

If two EIM-QSIG modules are inter-operating across a private network or a public
network, they are said to be operating 'Transparently'. This would be the case when
the two modules are in the same device or in separate systems connected across a
network. The figure below shows a typical application using the transparent mode
of operation.

VX node VX node
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Note In Transparent mode, all QSIG supplementary services work as expected.

Local connection

The passing of QSIG Supplementary Services is achieved using asimple call switched
by NeST to the destination ELM-QSIG. Supplementary service information is passed
as 'User-to-User associated with the call'. There is no need for a separate signalling
channel.
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Network connection

The passing of QSIG Supplementary Services is achieved using end-to-end signalling
over either the VX Trunk Link or the public ISDN connections. When the ISDN does
not support User-To-User messaging, the In-Band Signalling feature is used to pass
the end-to-end signalling within a B-channel. Connections may transit both the VX
Trunk Link and the public ISDN. This could occur in the above example when one

of the ISDN connections is down.

A call is deemed to be Transparent (QSIG end-to-end) if the source is QSIG and the
(translated) destination number is in the device’s Router Table. Once the decision is
made that a call is Transparent QSIG, the device will analyse the route to the
destination to decide how to carry the call. If there is a signalling path associated with
the call, that is, it is over a VX IPMN-IPMN link or a MicropleX switched link, then
this signalling path is used to carry the QSIG supplementary services. If there is no
signalling path associated with the call, the device makes a B-channel call to carry the
actual call traffic. It will use the information in the Router Table to set up a separate
signalling channel to carry the QSIG supplementary services. The B-channel call and
the signalling call are uniquely tagged to allow the destination to reconstruct the
original QSIG call, complete with supplementary services.

Virtual Calls use the Router Table signalling path only.

Gateway operation

If ELM-QSIG modules are inter-operating with non-QSIG devices they are said to be
operating in a Gateway mode. This mode of operation is supported when the
connection is across private network links, public switched networks or switched
locally. The figure below shows a typical example of the Gateway mode of operation.

Non QSIG

VX node

VXTrunk Link

Non QSIG

@ Non QSIG @

Non QSIG @

In this example, the VX supporting [A] is operating in Gateway mode. The non-QSIG
devices can be connected to any appropriate interface [B] [D] [E] or other access
mechanism [C].

The level of functionality in this mode depends on the commonality between QSIG
and the call signalling protocol of the non-QSIG devices. An additional requirement
is that the QSIG device has a transmission format that is common to the non-QSIG
device (voice, data and so on).
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Interfaces that support this mode of operation include:

< ISDN Basic Rate and Primary Rate interfaces;

« G.703/704 CAS R2D;

= 4 Wire E & M SSDCS5;

« 2 Wire Ring-In/Loop-out and Ring-out/Loop-in;
e Data interfaces (V.24, V.35 and X.21);

< DPNSS.

Protocol Interworking

When the destination is hon-QSIG, a Gateway call is made. This translates the QSIG
call signalling into ISDN call signalling and maps the basic supplementary services
into ISDN ones. Supplementary services can then be mapped to other non-compatible
protocols.

The mappings are shown in the following table:

QSIG Module/Q.931 DASS2, DPNSS, ETS-102, ETS-403

CLI - Calling Line Called Party Number in | OLI - Originating Line Identity (DASS2)
Identity SETUP CLI - Calling Line Identity (ETS-102)
OLI - Originating Line Identity (DPNSS)

Called Party Called Party NAE - Network Address Extension (DASS2)

Subaddress Subaddress in SETUP | NAE-DC - Network Address Extension
-Destination Complete (DPNSS)

Called Party Subaddress (ETS-102)

Bearer/LLC/HLC Bearer/LLC/HLC SIC - Service Identifier Code
(DASS2/DPNSS))

Bearer/LLC/HLC (ETS-102)

The QSIG-ETSI supplementary services are covered in more detail in Appendix N

Intermediate Nodes

If a node receives a QSIG call that is already tagged as a Transparent Call, the node
checks to see whether the destination is in its Router Table. If the device has the
destination in its router table, it knows that it is just an intermediate node for the call
and will pass the call on unchanged. If the destination is not in the Router Table, the
device assumes that the call terminates in this node and it will attempt to reunite the
signalling and B-channel calls.

Numbering

Typically a QSIG link between two PINXs will use the PINX’s private numbering
scheme. This will usually be 3 to 6 digit numbers that have no relevance to public
network numbering.
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@900 - 3999
o]

A typical network will have a mix of public and private links, which must carry the
PINX private numbering transparently. The following diagram shows this:

Lineset that routes to node 2 Lineset that routes to node 1
01223352700-01223352799 01865449200 -01865449299
Node 1 Node 2
VX Trunk 4200-4299
QSIG I QSIG

01865 449200-99 ' 01223 352700-99
5700 -5799
QSIG

Local connections

Calls that are to be switched locally require no signalling or traffic channel to another
device via a private link or public network. Thus, Router Table entries and number
manipulation are not required. Calls are instead switched by the VX Network
Simulation Task (NeST) on Lineset match.

In the above example, PINX A in Node 1 dials 57xx which is an extension in PINX C
in Node 1. The dialled number 57xx matches a lineset in Node 1 VX and the call is
switched locally. This is the case for Real and Virtual calls.

Additional digits dialled after the 57xx are passed in INFORMATION messages as
part of a normal call setup to PINX C.

Connections across networks

The rule when configuring networks with QSIG is to configure the entire network
using public numbering, and use the number translation tables to translate the PINX
private numbering into a public number that can be used to reach the destination
device.

In the above example, PINX A in Node 1 dials 42xx which is an extension on PINX
B in Node 2. 42xx matches a number table in the Node 1 VX and is replaced by
01223352700. All routing decisions are then based on this public number.

First preference is a lineset in device Node 1 which routes the call over the VX trunk.
If the VX trunk is full or broken, the call will route over the public ISDN. This gives
full backup and overflow functionality for the VX trunks without any further number
manipulation.

When the call arrives at the Node 2 VX, it is recognised as a QSIG call that has
undergone number replacement, and the original 42xx is replaced before final routing
to PINX B.

Additional digits dialled after the 42xx will be passed across to node 2 over the
signalling channel and sent on to PINX B.
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QSIG Configuration

Configuring a system that uses the ELM-QSIG is a four stage process.

« Stage 1 — Configure the ELM-QSIG

= Stage 2 — Configure the number translation

« Stage 3 — Configure the signalling routing tables
= Stage 4 — Configure the bandwidth for the calls.

Note For calls across a network you need to carry out all four steps. For locally switched
calls only the first step is required.

Configuring the EIM-QSIG
This section describes how to configure the ELIM-QSIG.

Number range The number range selects which range of numbers received by the device will be
delivered to the EIM-QSIG.

Where number translation is used, the Private Number Range of the PINX will go to
the QSIG module, and not the range of public numbers that are delivered to the
device.

Enter the number range. The number range need not be the full length of the dialled
number. For example, 31-39 will match any number beginning with 31 through to 39.
This creates a lineset which includes all channels of the ELM-QSIG. Frequently
however, different number ranges will be applied to different channels. In these cases
use the NMS Lineset editing facility to configure them.

Private/Public Number Clashes

You should normally configure Linesets with the Local attribute set. The exception
to this is when there is a conflict between the private number range and public
numbers that are required to be routed within the device. For example, the PINX
number range may be 42xx, but the device is required to route 420-0100 to a different
interface. In this case, you should set the QSIG lineset to 4200-4299 and enable the
Exact Number Length attribute. This will prevent 4200100 matching the set which it
would otherwise do.

Channel Selection Order

If you configure the PINX as 'A', it selects channels for outgoing calls in ascending
order. When configured as 'B', channels are selected in descending order. This helps
to minimise channel collisions between incoming and outgoing calls.

If the PINX connected to an ELM-QSIG is configured as 'B', the ELM-QSIG should be
configured as 'A' and the Lineset should list the QSIG channels in ascending order.If
they are configured in the opposite direction, the Lineset should list the channels in
descending order.

Entering the card number range creates a ‘Local’ lineset with all 30 QSIG channels, in
ascending order. This is the default setting and corresponds to the default ‘A’ setting
of the EIM-QSIG.

See Linesets on page 3-17 for information on reversing the order of the ELM-QSIG
lineset.
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Configure other parameters

Edit line  The default configuration of the ELM-QSIG is for all 30 Channels enabled. You can
not modify this number.

Card options

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

CRC enable  Enable this if your ISDN terminal equipment requires Cyclic Redundancy Check
(CRC) to monitor lines. You would not normally need to change the default (disabled).

This enables CRC-4 error checking at Layer 1. It is always transmitted. Enabling this
function causes CRC-4 data to be the Layer 1 line monitoring criteria. If it is disabled,
framing errors are interpreted as Layer 1 line errors.

Do notuse as  Select this option if you do not require the ELM-QSIG to supply the clock reference
reference clock  to synchronise the device to the line.

The clock reference to synchronise the device is supplied by an ISDN TE module. If
no TE module is presentin the device and there is no other source of a clock reference,
you can configure the EIM-QSIG to supply it with a reference clock obtained from
the terminal equipment to which it is connected.

The settings for the above parameters affect the operation of the entire module.
Having configured the module, you can select individual lines and configure them
as required.

Do not use as bus  Enable this to prevent the ELM-QSIG being selected to provide the backplane bus
master  clock.
Applications...
Connected to...
This option is used to specify how the EIM-QSIG is being used.

PBX  Select PBX if the EIM-QSIG is connected to a PINX or a QSIG network. PBX must be
selected for Feature Transparency to work.

Network supporting  Select this if you connect to a QSIG network with non-PINX equipment, and the
UUS  network supports and uses User-to-user signalling.

Network Not  Select this if you connect to a QSIG network with non-PINX equipment, and the
supporting UUS  network does not support User-to-user signalling.
QSIG configuration

A/B  When two pieces of equipment are connected using QSIG, one side is designated 'A’
and the other side 'B'. This is used to determine the actions of each end of the inter
PINX link under call collision conditions.

If the PINX is configured as 'A' the ELM-QSIG should be configured as 'B' and vice
versa.

Note If this parameter is changed, the Channel selection order should also be changed. See
Channel selection order on page 4-69 for details.
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Set Channel  These parameters determine the value of the Channel Selection bit sentin the Channel
Exclusive/Preferred  Identification IE. The IE issent by the ELM-QSIG to the connected PINX. If you choose
‘Exclusive’, and a channel collision occurs, the call is either successful or is cleared.If
you choose 'Preferred’, channel negotiation is attempted. The actions performed to
resolve the collision are dependent on whether the ELIM-QSIG is configured as 'A’ or
B’

Network options

These options are only available if you have selected a network option in the
Connected to... section.

Local Switching  Select this option if the application requires QSIG Transparency between E1IM-QSIG
modules in the same device.

Note Local switching between two E1M-QSIG modules is not supported in this release.

Encapsulate DPNSS  Select this option if the application is required to provide DPNSS Transparency over
the QSIG network without the need for a SAM channel. Sites that require this feature
cannot use Number Translation.

Note Ifthis option is selected then SAM router table entry configuration should be omitted
from the DPNSS configuration (see DPNSS configuration on page 4-54 for more details).

Indial digits

Limit DDI  Limit DDI restricts the number of digits that will be dialled into the QSIG PINX from
the ELM-QSIG. If this is not enabled, the full number received by the ELIM-QSIG is
forwarded. If the parameter is enabled, and a number 'n’ entered, only the last 'n’
digits of the number are forwarded. This setting applies to the entire module, and is
not line by line configurable. This is only likely to be used if number translation is not
used.

Dialled digits

Minimum number  When enabled, this determines how many digits the ELM-QSIG collects before
length  forwarding the call to the device for routing. It is important to set this to the same as
the length of the lineset range configured for the destination ELM-QSIG. This should
also be the same length as the numbers entered into the Number Translation lists, or
the router table if Number Translation is not used.

For example, if the PINX is dialling numbers in the range 4200 to 4299, then the
Number Translation list would be configured to 4200-4299, and the Minimum
Number Length of dialled digits should be set to 4.

This setting is only useful where a PINX sends individual digits as they are dialled.
In a lot of cases, the PINX collects digits itself and does not forward the call to the
QSIG link until it collects 4 digits. If this is the case, then this setting is ignored.

Options

Idle fill Layer 2  In normal operation, QSIG Layer 2 has flag characters between Layer 2 frames. This
is known to cause problems with some equipment which can indicate Layer 2 CRC
errors when flag fill is used. If an abnormal number of Layer 2 CRC errors are
reported, enable this parameter.
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Extend T303 to 9.5s  Enable this to extend the timer to 9.5 secs. This is useful when the EIM-QSIG is
connected to equipment or a network that takes longer than normal to respond to call
setup procedures. This avoids unwanted timeouts and premature clearing of calls.

Add progress to  When making calls to certain Private Integrated Service Network (PISN) equipment,
alerting  thetone supplied by the VX may not be required. Select this option to enable the ring
tone and RVAs provided by the connected PINX.

Number type  This allows the Type Of Number field in the Called Party Number Information
unknown  Element to be forced to 'Unknown’. This may be a requirement of some PISN
equipment.

Number type  This allows the Type Of Number field in the Called Party Number Information
subscriber  Element to be forced to 'Subscriber’. This may be a requirement of some PISN
equipment.

PBX options

This option is only available when you have selected PBX in the Connected to...
section.

Feature  You should enable this option when the purpose of your application is to provide
transparency  QSIG Transparency over an intermediate network between PINXs.

Note For uncompressed QSIG calls supporting Feature transparency over ISDN or
Leased Lines, both parts of the split call (i.e. the B-channel bearer and the SAM signalling
channel) must follow the same path. This also implies that the SAM B-channel should be used
to carry the signalling rather than the SAM D-channel.

If the same path is not used, only the Cause Information Element (IE), and not the Facility
IE or other IEs, is returned in the clearing message received by the caller. This means
Supplementary Services such as ‘Divert on Busy’ that require other information in the
clearing message, will not function properly.

Call Establishment Modes

Add Trunk Prefix  Gateway calls that originate from a non-QSIG user are prefixed when this option is
enabled and a Prefix is entered. This operates for normal calls. To add a Trunk Prefix
to calls that have undergone Call Diversion, enable Diverted. You can enable both
normal and diverted, none or one of the options. When using both normal and
diverted, the prefix must be the same for both.

Delete Trunk Prefix  Enabling this will delete the configured number of digits from both normal and
diverted calls.

Note The Trunk Prefix options are notsupported for SAM D-channel calls. SAM B-channel
calls are supported.
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Configuring number translation

This section details the configuration of the private to public number translation used
for the QSIG Transparent calls that are connected across a network. If you are
operating over a local link, you do not need to perform Number Translation.

To configure the number translation, you need to know the private number range
that will be dialled out of the PINX, and a public number of the destination device
that has the destination PINX connected. That number, by convention, is the lowest
number or base number of the ISDN link at the destination.

This section uses the network shown on page 4-67 as an example of setting up
Number Translation — PINX in Node 1, dialling extensions 4200 to 4299 on a PINX
in Node 2, which is on an ISDN service (01223) 352700.

Note Ina’DPNSS Transparency over QSIG’ network, sites that require Feature
Transparency without the use of Router Tables and SAM channels cannot use CLI/Number
Checking from the DPNSS configuration.

This method uses the Number Checking facility. For further information see
CLI/Number checking on page 3-49.

Number list name  Enter a name for the Number Translation list and select New List.

Apply To  Select QSIG Called Party Numberto setup the number listfor called party translation
rather than CLI/Number checking.

Min/Only - Max  Enter the minimum and maximum numbers (4200 and 4299 in this example) and
select Add Range.

What To Do With  Select Modify Called Number and choose Replace With, and enter the full number
Accepted Calls  of the destination including area code. (01223352700 in this example). Choose OK.

This sets up a number translation from 4200-4299 to 01223352700 which now needs
to be applied to a particular QSIG module.

Note When using number translation the *Replaced With’ number has to be in a lineset or
VX range of the destination device. If it is not, the call is rejected with the cause *Unassigned
Number’.

Select the number list from the main Number Checking dialog, and choose Apply...

Possible  Select the QSIG module, and choose Add. This will add all the lines from the QSIG
modules/lines/sets  module to the list of lines affected by this Number Translation.

You do not need to have all channels entered. If only certain channels are used to
reach certain destinations, then these can be added or deleted on a line by line basis.
Similarly you can add more than one QSIG module.
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Configuring Signalling paths

The signalling router tables and associated signalling channels have to be configured
to tell the device how to get QSIG signalling from one node to another. This is used
for supplementary services on Real QSIG calls and carries the entire call information
for QSIG Virtual calls when connected across a network For locally switched calls,
the router is not required, and therefore no signalling path needs to be configured.

Signalling can be carried on an ISDN D-Channel call, or inband, using a SAM
B-channel over an ISDN B-Channel call. The choice of these depends on the call
routing that is to be used.

< The D-channel would normally be selected where calls are carried over a private
link such as a 2Mbit/s leased line with IPMN(VX) at either end, or a n*64k digital
link with a DTM(VX) at either end.

e The D-channel should be selected where calls are carried over the Australian
public network which supports D-channel calls.

< A SAM B-channel should be selected where calls are carried over public networks
that do not support D-channel calls.

The Router tables allow for two routes to be configured, a primary route and a
secondary route. If backup of the primary route is required, a secondary route must
be configured even if it specifies the same SAM channel as the primary route. For
example, if the first choice route is to use a SAM B-channel across a private link and
the second choice is to use a SAM B-channel over the public network, the primary
and secondary route would both be configured to use the same SAM B-channel.

A typical network has a leased line with overflow onto the public network. In this
case, where the public network does not support D-channel calls, the primary and
secondary route feature is used, with the primary route being a D-channel, and the
secondary route being a B-channel.

In this instance the extra B-channel for signalling is only used when the leased line
fails. In the normal overflow situation the signalling uses the D-channel of the leased
line and only the traffic channel uses the public network.

Configuring the numbers

The numbers that are configured into the signalling routing tables are the full public
numbers, including the area code, of the destination. At the destination, the absence
of the number in the routing table indicates that the call is to terminate there.

Numbers can be configured as a single number, or a range of numbers into the SAM
or RM/CM-SAM line control. Refer to Inband signalling facility on page 3-43 and SAM

configuration on page 4-223 for more information.

Min/Only  Enter the number in Min/Only or number range.
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Primary Routes/
Secondary Routes

Select the primary and secondary routes from thelists, and choose Add or Add Range.

For example, for calls between Node 1 and Node 2 nodes set as follows:

Node 1 Node2

Router table entry 01223352700 Router table entry 01865449200

Only the Resource Manager or Control Module Router Table is used when
determining QSIG transparency, however if signalling routes use SAM channels from
aseparate SAM card, then the SAM Router table should also be configured to include
the QSIG destinations that use these SAM paths.

Note Router Table entries are matched in a similar way to Linesets and the Number
Translation Tables. A number matches even if it is longer than the Router Table entry as long
as the digits / characters match the length of the Router Table entry.

Configuring the signalling channels

Configuring the signalling channels involves choosing a pair of either B- or
D-channels, one at each end of the link, and setting matching and opposite line
number and Hotline numbers at each end.

The channels should be in Hotline mode and auto-answer (default). For SAM
B-channels, enable the Do Not Use for Incoming Manager calls parameter in Call
Establishment Modes.

Note We recommend that you use channels 1 to 16 to configure Feature Transparency.
This leaves the SAM Inband Channel free to support Remote Manager Access and allows you
to easily terminate incoming Manager calls.

For example, to configure primary D-Channel and secondary B-channels between
Node 1 and Node 2 enter the following:
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Node 1 Node 2
DCh1 | Line number 449295 D Ch1 | Line number 352795
Hotline number | 01223352795 Hotline number | 01865449295
B Ch1 | Line number 449296 B Ch1 | Line number 352796
Hotline number | 01223352796 Hotline number | 01865449296
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D Channel Acknowledgement

When using a SAM D-channel for QSIG signalling there is an option to use either
Acknowledged or UnAcknowledged signalling. This Acknowledgement is only
required where signalling is carried across a public network that supports D-channel
calls, such as that in Australia. If this signalling is across a private link, then
Acknowledgement is unnecessary and can be turned off. This will result in a better
call signalling performance.

For SAM D-channel line configuration, disable the Send Acknowledge Message. You
should configure both ends of a link in the same way.

Intermediate nodes

If a QSIG transparent call has to pass through a VX node without terminating there,
you should also add a router table entry to that node. The entry should be the public
number because when a QSIG call is received, the device uses the absence of a router
table entry for a particular number to indicate that the call will terminate on this node.

This router table entry can point to a SAM channel if calls also originate from this
node and a signalling path is required. If this is not the case, select the trunk card that
will be carrying the call.

For example, if a call is arriving at an IPMN in slot 3, and departing from an IPMN
in slot 4, add the public number of the QSIG call to the router table in the Resource
Manager or Control Module and select 4,0,0 as the primary route.

SAM Channel hold time

This allows programming of the time for which a SAM channel will hold up a call
after the last user of that channel has cleared the call. This is used to prevent two
successive uses of a channel from incurring two flag fall call charges. The default for
this is 30 seconds, but it can be changed in multiples of 10 seconds between 10 and
2550 seconds. It should be set to a time equivalent in call cost to a flag fall.

For example, if a call costs 20p flagfall + 10p per minute you would set the holding
time to two minutes.

Or, if a call costs 25c¢ flagfall + 5¢ per minute you would set the holding time to five
minutes.

See Inband signalling facility on page 3-43 for further details.
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Configuring the bandwidth

The final item to configure is the bandwidth that will carry the call. This configuration
depends on whether 64K uncompressed, or compressed bandwidth is used. 64k
uncompressed has a faster call setup time and higher load capacity, but uses more
bandwidth.

Uncompressed

For locally switched calls, no further configuration is necessary. You should however
ensure that the Lineset for the destination ELM-QSIG is properly configured.

If the traffic is to be carried over the public network via an IPMT, no further
configuration is required.

If the traffic is to be carried over a private network link, with or without public
network overflow and/or backup, create a lineset with the full public number range
of the destination device. Add the required lines of the IPMN or DTM and set the
lineset to Non-local attributes.

Compressed

This is only used when connecting across a network.
There are two options when configuring compressed Virtual Lines for use with QSIG.

« The use of on-demand establishment
< Manually connect the Virtual Lines to the IPMN B-channels.

With on-demand, the backup and overflow will also be compressed, however there
is a slight penalty in terms of call setup time.

Manual connections remove those particular B-channels from the pool of channels
available for other non-QSIG traffic that may be sharing the link. Manual connections
also give a slightly improved call setup time, but are more complex to configure.
Refer to Interworking on page 3-26 for further information.

To configure compressed bandwidth:

1 Add sufficient interwork lines to have 1 pair per compressed traffic channel, that
is one interwork unit, 30 lines per QSIG module.

2 Create pairs of Subrate Virtual Lines with right hand side interwork lines as
members. Choose the appropriate compression algorithm.

We recommend that you assign some Virtual Lines for traffic in each direction
rather than using them bidirectionally to avoid call collisions.
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3 Place the left hand sides of the interworks into a lineset. The number range of the
lineset should be the translated public number. The lineset attributes should be
Non-Local.

In the example configuration, the lineset in the Node 1 would be
01223352700-01223352700, members 0,0,1 + 0,0,2 + 0,0,3 + 0,0,4 and so on.

On-demand

The interwork lines do not require any special configuration. Set the Virtual Lines
into end-to-end signalling using RM/CM-SAM and auto-answer. The Virtual Lines
should then be assigned pairs of line numbers /7 Hotline numbers with their peers in
the other node.

If the traffic is to be carried over the public network viaan IPMT, it requires no further
configuration.

If the traffic is to be carried over a private network link, with or without public
network overflow and/or backup, create a lineset with the full public number range
of the destination device except for the translated public number. Add the required
lines of the IPMN or DTM and set the lineset to Non-local attributes.

In the example configuration, this lineset in the Node 1 node would be
01223352701-01223352799, with IPMN channels as members.

Manually Connected

Theinterwork lines that are members of the Virtual Lines (RHS by convention) should
be setto SPC mode (AUS) /7 Member of Subrate Virtual Line or manually connected
(UKS/ROW) End-to-end mode and Transparent mode on.

Each one needs a unique label to identify it for signalling. This should match its peer
in the other node.

Each one requires an end to end signalling number, which is the national significant
public base number of the destination for signalling that is, an area code but no
leading zero. In the example configuration, the remote signalling number for Node
1is 1223352700.

The Virtual Lines are also set to SPC mode or Member of Subrate Virtual Line or
manually connected as applicable.

The Virtual Lines are manually connected (bi-directional, external, non-volatile) to a
B-channel on the IPMN that is across the private link, and the corresponding one

connected to the same channel at the destination.

The B-channels used for this should be excluded from the linesets that are routing
other traffic across the private link.
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Digital Trunk Module (DTM)

Operation
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The Digital Trunk Module (DTM) is a trunk module capable of interfacing with
Digital Data Network trunks. The type of interfaces supported are X.21 and V.35 for
data rates of 48 and 56 kbit/s and Nx64 kbit/s up to 2.048 Mbit/s respectively.

This module provides the Virtual eXchange with a trunking gateway to private
networks or private microwave. ISDN signalling protocols are adopted to provide
call routing. This feature enables the device to be a hybrid networking multiplexer,
incorporating private networks with ISDN.

The DTM supports up to four independent trunk ports. Submodules allow each port
to be either X.21 or V.35. Each port operates in either DTE or DCE mode with various
clock source configurations.

The trunk bandwidth is partitioned to provide nominal proprietary framing, a
D-channel and a number of B-channels. The nominal framing bandwidth is fixed at
4 kbit/s. The D-channel bandwidth is configurable from 4 to 60 kbit/s in 8 kbit/s
steps. The rest of the bandwidth is filled with as many B-channels as possible. Any
remaining bandwidth is treated as a subB-channel that can be used for Subrate user
information that only partially uses a full B-channel.

The DTM is a private network interface that provides ISDN-like services over
non-ISDN links. The services provided resemble those of the IPM over private
networks. It can be used to interconnect devices and their various line interfaces with
the same call capabilities as the IPM. The subB-channel is provided to fully utilise
trunk bandwidth and has a limited usage to that of normal B-channels.

OmniVision management calls cannot be made over a subB-channel without a
Subrate Multiplexing or Voice Compression Module because an OmniVision call
requires the full 64 kbit/s bandwidth of a B-channel (although 8 kbit/s of user data
is actually passed). The subB-channel can be used to pass any of the following user
information:

compressed voice (using a Voice Compression Module)
= Subrate multiplexed low speed data (using a Subrate Multiplexing Module)

< acombination of compressed voice and low speed data (using VCM/SRMM)
over a TimeFrame Virtual Line

< low speed data with bearer intermediate rate (or non-CCITT (ITU-T) user rate)
less than or equal to the subB-channel speed.

Each port of the DTM is hardware link configured to operate in either NT or TE (call
signalling protocol) mode. NT mode is required in typical Virtual eXchange
applications where linesets or line numbers are associated with the trunk for call
routing purposes. TE mode is required in applications where the DTM port is
connected to a DTM port of another device operating in NT mode. This means DTM
NT to NT and NT to TE connections are supported but TE to TE connections are not
possible. Refer to Virtual eXchange on page 3-14 for more information.
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The DTM can be a reference clock master, using an incoming trunk clock (from any
trunk port) as a reference clock for the device backplane. The DTM can also be a bus
clock master for backplane 4 Mbit/s, 2 Mbit/s and 8 kbit/s clocks locked to the
backplane reference clock. Data clocked in and out of a DTM trunk is slip buffered
to allow for differences in ISDN and private network clocks.

Trunk port interface options

Plug-in submodules are used to provide the X.21 and V.35 interfaces. These are the

same as those used by the QDLM (Quad Digital Line Module). Up to four submodules
can be plugged into each DTM, supporting any combination of independent trunk

ports.

Both interface types are configurable for either DTE or DCE mode and support a
variety of clock source configurations. Each trunk port has independent selectable
trunk speeds. The trunk speeds supported are 48, 56 and Nx64 kbit/s for N=1 to 32.

In either DTE or DCE mode, the DTM will compare the selected trunk speed with the
incoming clock speed of the trunk interface and report any discrepancies.

X.21 interface

The X.21 interface providesthe R, I, T, C, S, X and G signals. The X signal replaces the
B signal (byte timing). The X signal provides a clock signal that is co-directional with
the T data. The X.21 interface leads are shown below:

R (rx data) >
| (indication) >
S (clock) N
bCE < T (tx data) DTE
< C (control)
< X (clock)

Each port has a separate 15-pin female D-type connector according to 1ISO 4903.

V.35 interface

The V.35 interface provides TxD, RxD, RTS, DTR, CTS, DSR, CD, TxC, RxC, ETxC,
LLB, RLB, Tl and signal ground. It supports both DCE and DTE sourced transmit
clocks. Each port has a separate 26-pin female high density D-type connector. Adapter
cables are required for conversion to standard 34-pin rectangular connectors.

Clock source configuration

The different possible ways of configuring the clock source for transmit and receive
data on the interface leads are shown in the following diagrams. These options allow
for a wide range of application scenarios:
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V.35 DTE port clocking options

The V.35 DTE port always uses RxC to clock RxD. The clock for TxD can be any one
of the three options shown below:

RxC+TxC (DCE sourced Rx and Tx clocks)

RxC

Receive (input) data clocked by RxC
TC

Transmit (output) data clocked by TxC

RxXC+ETxC (DCE sourced Rx clock, independent DTE sourced Tx clock)
RxC L
Receive (input) data clocked by RxC

Transmit (output) data clocked by ETxC
ETxC

ETxC=RxC (DCE sourced Rx clock, looped to DTE sourced Tx clock)
RxC L
Receive (input) data clocked by RxC

Transmit (output) data clocked by ETxC
ETxC

V.35 DCE port clocking options
There are three different options for a V.35 DCE port:

RxC+TxC (DCE sourced Rx and Tx clocks)

RxC

Receive (output) data clocked by RxC
TC

Transmit (input) data clocked by TxC

RxC+ETxC (DCE sourced Rx clock, DTE sourced Tx clock)
RxC Receive (output) data clocked by RxC

Transmit (input) data clocked by ETXC
ETxC

RXC=ETxC (DTE supplied Tx clock, looped to Rx clock)

RxC Receive (output) data clocked by RxC

Transmit (input) data clocked by ETXC
ETxC
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X.21 DTE port clocking options

There are three different X.21 DTE clocking options as shown below:
S only (DCE sourced clock for Rx and Tx)

S
Receive (input) data clocked by S

Transmit (output) data clocked by S

S+X (DCE sourced Rx clock, independent DTE sourced Tx clock)

S
Receive (input) data clocked by S

Transmit (output) data clocked by X

X=S (DCE sourced Rx clock, looped to DTE sourced Tx clock)

S
Receive (input) data clocked by S

Transmit (output) data clocked by X

y

X.21 DCE port clocking options

There are three different X.21 DCE port clocking options as shown below:
S Only (DCE sourced clock for Rx and Tx)

S Receive (output) data clocked by S

Transmit (input) data clocked by S

S+X (DCE sourced Rx clock, DTE sourced Tx clock)

S
Receive (output) data clocked by S

Transmit (input) data clocked by X

x

S=X (DTE sourced Tx clock, looped to Rx clock)

S Receive (output) data clocked by S

Transmit (input) data clocked by X

x
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Trunk quality reporting

Private carriers claim performance statistics for their private trunk links. The DTM
performs running trunk quality measurements on each trunk and provides two types
of reports:

Trunk Quality Log

This logs the following trunk quality statistics:

= Errored Seconds

e approximate BER (based on CRC errors)
< Number of Synchronisation Losses

< Number of Received Data Slips

< Number of Transmitted Data Slips.

Trunk Quality Alarm

This logs alarms when trunk quality statistics reach or exceed specified thresholds
for the following parameters:

= Errored Seconds

e CRC Errors (400 CRC checks/ second)

< Number Synchronisation Losses

< Number of Received Data Slips

< Number of Transmitted Data Slips.

Both report logging types are performed over specified intervals while selected.

Normal alarms are also generated when Trunk Quality Alarm is selected and a
transition occurs for any of the above specified parameters (see below).
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Alarms

The following alarm messages are generated by the DTM and will appear in the
Alarm Log when the corresponding events occur:

= Card OK

= Card Failure

e Layer2OK

e Layer 2 Failure

= Network Clocks Gone

= Network Clocks Present

= Bus Clocks Gone

= Bus Clocks Present

= Trunk Clocks Incorrect

= Errored Second Threshold Reached

= Errored Second Threshold Not Reached

= CRC Error Threshold Reached

= CRC Error Threshold Not Reached

= Synchronisation Threshold Reached

= Synchronisation Threshold Not Reached

= Receive Data Slips Threshold Reached

< Receive Data Slips Threshold Not Reached
« Transmit Data Slips Threshold Reached

< Transmit Data Slips Threshold Not Reached

See the OmniVision User Manual for further information.
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subB-channel usage

When the subB-channel is used in a TimeFrame Virtual Line, a voice compression

module (inaCOMBO, MFCM or LDCM) or a Subrate Multiplexing Module (SRMM)
isrequired. See the relevant module section for information on the modules. The bits,
as displayed by the Network Management System, that will be available for use are:

subB From Bit To Bit
56 kbit/s 7 1
48 kbit/s 7 2
40 kbit/s 7 3
32 kbit/s 7 4
24 kbit/s 7 5
16 kbit/s 7 6
8 kbit/s 7 7

The subB-channel can be also used on-demand with DLM data bandwidth less than
orequal to the configured subB-channel speed. The DLM used should have the Bearer
Capability selected to reflect the DLM speed (refer to any DLM configuration section
in this manual). The DLM (if able) can use the following CCITT (ITU-T) speeds: 600,
12Kk,2.4Kk,4.8k, 9.6 k, 19.2 k (bit/s) and all non-CCITT (ITU-T) speeds less than or
equal to 56 kbit/s.

Configuration

Overview

One to four plug-in submodules can be plugged in each DTM, supporting any
combination of independent trunk ports. You can configure the DTM using
OmniVision. The exception is NT/TE selection, which is made by hardware links on
a per port basis.

A DTM trunk port can automatically synchronise to a remote port if the remote port
has already been correctly configured.

For further information on the configuration procedure, refer to Virtual eXchange on
page 3-14. The perspective used here is that line interface cards (for example, QDLM,
ALEM and so on) are viewed as NTs. Calls routed between line interface cards and
a DTM NT port can only be achieved through the VX.
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Trunk numbering
NT trunk numbering

Port number range  The NT’s Minimum Number and Maximum Number define the valid number range
for this NT trunk. Any calls thatarrive at this device (either by TE or another NT when
running the VX) that match this number range will be routed to this trunk.

The Minimum Number and Maximum Number automatically create a lineset that
has all configured B-, subB-and D-channels asits members. This linesetcan be viewed
through Edit Lineset.

More number ranges can be attributed to each trunk using the Edit Lineset command.
If Edit Lineset is used and the subB-channel is to be used in an on-demand call
situation, the Attributes for Destination Type must be set to Linear Hunting (custom
selection) and the Member Lines must start with the subB-channel. This ensures that
calls are size checked for subB-channel connection first before whole B-channels. To
reduce call collisions in an NT-NT connection, it is recommended to make one NT
reverse the Member Lines ordering.

TE trunk numbering
Numbering  TE line numbering is made up of a Base Number, Group Number and area code.
The Base Number has two implications:

< Incoming Called Party Number - Base Number = line interface called

< Base Number + line interface number of caller = Calling Party Number.

The Base Number is useful when there is more than one network card access because
it allows each line to have an alias for each network access.

The Group Number is used to form the Calling Party Number for outgoing calls when
the line making the call cannot supply a Calling Party Number.

For Australia, the 'area code' (without any subscriber trunk dialling code digits) refers
to the area code without the initial zero. This area code is used in conjunction with a
line number when forming the calling party number for outgoing calls.

Trunk Port Setup

There are four configurable parameters: Interface Mode, Clock Sources, Trunk Speed
and D/subB Speed.
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Interface Mode Interface Mode selects the trunk port to be either a DTE (default) or DCE.

Notes

e  The V.35 requires different 26-pin female high density D-type to standard 34-pin
rectangular connector adaptor cables for DTE and DCE mode (see Installation
Manual).

e  This selection is made independent of NT/TE trunk type.

Clock Sources  The Clock Sources selections are a function of Interface Mode and interface type, that
is, X.21 or V.35. The relationship is shown as follows:

e DCE X.21-Sonly, S+X or S=X

e DTE X.21 - S only (default), S+X or X=S

= DCE V.35 - RXC+TxC, RXC+ETxC or RXC=ETxC

e DTE V.35 - RXC+TxC (default), RXC+ETXC or ETXC=RXxC.

To maximise cable length between DTE and DCE, make a Clock Sources selection that
allows clocks to run in the same direction as the data for each direction. For example,
in the case of an X.21 DTE port the selection of S+X or X=S would enable clocks to
run in the same direction as the data for both R and T. The difference is that S+X uses
its own clock source (synchronised to its own reference clock) and X=S loops the
externally received S clock back (preserving the frequency) as the X clock.

Trunk Speed  The available Trunk Speeds are given in two forms: bits/s and B-channels. The
selectable speeds are: 48k, 56k, and 64k up to 2.048Mbit/s in 64kbit/s steps. No full
B-channels are available for a Trunk Speed less than 128kbit/s. For a Trunk Speed of
128 kbit/s one B-channels is available, with one B-channel being added for every
additional 64 kbit/s. Note that it is also possible to turn DTM trunk ports off.

The default startup condition of unconfigured DTM ports, is automatic speed
detection. In this mode the trunk speed is sourced from the interface clock, providing
there is an idle configured DTM port at the trunk’s remote end. Once the speed is
determined, the port is automatically configured to the detected speed. This allows
remote devices, connected through the DTM, aremote OmniVision session for further
configuration.
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|

There is a trade-off between D-channel and subB-channel speeds. The available
D/subB Speed is therefore given in two forms: subB bit/s and D bit/s. The available
selections of speed are also a function of the Trunk Speed. D/subB speeds are in steps

Channel speeds

of 8 kbit/s, with the available speeds as follows:
48 kbit/s Trunk

56 kbit/s Trunk

> 64 kbit/s Trunk

D- subB- D- subB D- subB-
Channel Channel Channel -Channel Channel Channel
4 40 4 48 4 56
12 32 12 40 12 48
20 24 20 32 20 40
28 16 28 24 28 32
36 8 36 16 36 24
44 0 44 8 44 16
52 0 52 8

60 0

Options

Outgoing TE

Edit lines

Applications

The faster the subB-channel, the slower the D-channel signalling will be. This will
become more evident as the amount of simultaneous calls increases or during remote
D-channel management sessions, where a lot of data is passed across the D-channel.

NT Options

The NT-specific options consist of three parameters: Outgoing TE, Edit lines and
Channel Negotiation.

You can select the TE to be used for calls going out from this NT port. The outgoing
TE can be: Any (default), Preferred or Exclusive.

When Preferred is selected, calls will be routed from this DTM port to the nominated
TE if possible, otherwise another TE will be used. When Exclusive is selected, calls
will be routed from this DTM port to the nominated TE only. If the call cannot be
routed through the nominated TE then the call will be cleared.

Note The terms outgoing and incoming are with respect to a TE port. Thus the term
outgoing applies to a call that originates from a device that is connected to an NT port.

Edit Lines allows access to the Line Configuration dialog for each data (B/subB)
channel. This is normally not used because the NT port usually receives call
parameters from its attached TE. Refer to Line configuration on page 2-5 for further
information.

Select this to connect to either a VX DTM NT port (default) ora DTM TE port.
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Channel Negotiation  Enable if you want channel negotiation on incoming calls.

When this parameter is enabled, a 'preferred’ channel is selected. The network may
however want to use the designated channel to set up its own outgoing call and will
require the incoming call to be set up on a different channel. In this case the network
will attempt to negotiate the incoming call to another channel. This feature helps to
prevent calls from being rejected should a call collision occur.

When disabled, the call from the device specifies an ’exclusive’ channel, and if a
collision occurs, the incoming call is rejected.

TE Options

The TE-specific options consist of two check boxes: T309 Disable and Retain layer 2
establishment.

T309 Disable  When enabled (default), the T309 is a timer that causes calls to clear 15 seconds after
a D-channel link failure is detected. If it is disabled, calls clear as soon as D-channel
link failure is detected.

Retain layer 2  When enabled (default) this option tells the DTM port to maintain the D-channel

establishment  LAPD data link in the established state at all times. When disabled the data link is
maintained only while it is required for call signalling. The setting of this option
affects call processing as follows:

< When Retain layer 2 establishment is enabled: If the D-channel LAPD data link
fails, the DTM will report a Layer 2 failure alarm. The CM or RM will not submit
outgoing calls to the port until the alarm is cleared by Layer 2 being
re-established.

< When Retain layer 2 establishment is disabled: The CM or RM can submit calls
to the port regardless of the status of Layer 2. If the D-channel LAPD data link
cannot re-establish, the CM or RM will resubmit the call to another network
port. The process of detecting failure to re-establish the data link takes four
seconds if T309 is disabled or 15 seconds if T309 is enabled.

Notes
e Retain layer 2 establishment should be enabled for unused DTM ports. This ensures that

a layer 2 alarm condition exists so that the CM or RM will not route outgoing calls to
the port.

e  When Retain layer 2 establishment is disabled, T309 should also be disabled so as to avoid
long delays in call resubmission.

Exclusive/Preferred  Enabling this removes the module from the TE table. The TE can then only be used
use only  for outgoing calls if the NT making the call has Outgoing TE exclusive selected.

NT/TE common options

There are four options common to both NT and TE. These options are: 'Don’t use as
clock reference’, "Trunk Quality Reporting', '‘Don’t use as bus master' and '‘Don’t use
for D-channel calls'.
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Don’'t use as clock  Thisoption preventsa DTM port from being selected as the backplane reference clock
reference  provider. When a port is chosen to be the reference clock provider, the reference clock
is phase locked to the trunk port’s incoming clock, according to the table below.

Interface Type Incoming Clock
DCE X.21 X
DTE X.21 S
DCE V.35 ETxC
DTE V.35 RxC

If the incoming trunk clock becomes unstable or non-existent while the DTM port is
providing the reference clock to the backplane, the DTM free runs.

Note Care should be taken when both ends of a DTM trunk are providing reference clock
to the backplanes. This is because both ports will be deriving their clocks from each other,
forming a feedback loop. This situation can be avoided by allowing only one end of a trunk
link the ability to provide reference clocks to the backplane.

Don’t use for  Enable this to prevent the Resource Manager or Control Module from delivering
D-channel calls  outgoing D-channel calls through the DTM.

Don’t use as bus  Enable this to prevent the DTM being selected to provide the backplane bus clock.
master

Trunk quality reporting

Trunk quality reporting has three main parameters:

< Report Type: Trunk Quality Log and Trunk Quality Alarm
< Reporting Period
= Alarm Thresholds.

Report Type

There are two options: Trunk Quality Log and Trunk Quality Alarm. The Reporting
Period and Alarm Thresholds areas are unavailable when both Report Types are
unselected (default).

Trunk Quality Log  When Trunk Quality Log is selected, the DTM continuously reports Trunk Quality
Data over time periods as specified by the Reporting Period.

Trunk Quality Alarm  When Trunk Quality Alarm is selected, the DTM continuously reports Trunk Quality
Alarms over time periods as specified by the Reporting Period. The contents of the
logged alarms reflect whether each specified Alarm Threshold has or has not been
reached. Normal alarms are also generated when Trunk Quality Alarm is selected
and a transition occurs for any of the Alarm Threshold selections (see Alarms on page
4-84).

Reporting period  When either or both Report Types are selected, the Reporting Period is activated. The
selections for the Reporting Period are: 1 minute, 15 minutes, 1 hour and 12 hours.

Alarm thresholds  When Trunk Quality Alarm is selected, the Alarm Thresholds section is also activated.

The data field selections for the Alarm Thresholds are: Errored Seconds, CRC Errors,
Sync Losses, Receive Slips and Transmit Slips.

10003497.00 Rev.5



Module configuration 4-91

V.24 Asynchronous Digital Line Module (ADLM V.24)

Configuration

Line Number
Subaddress
Port ID

Port Name

© 1993 - 2000 Jtec Pty Limited

The V.24 Asynchronous Digital Line Module (ADLM V.24) is a V.24 DCE as defined
in the ITU-T (CCITT) recommendations. It can connect two asynchronous V.24 DTEs
to the ISDN, or DCEs if null modem cables are used. These DTES can be computers,
modems, or other devices which communicate using asynchronous V.24 (or RS-232)
data formats.

The ADLM V.24 simulates the operation of an AT compatible modem by providing
a subset of the AT command set which is translated to the ISDN D-channel protocol.
See Appendix C — AT Commands for more details.

The ADLM V.24 provides data rate adaption of user data to the 64 kbit/s ISDN
B-channel, or nx8 kbit/s sub-channels, using 1.463 (V.110) and ECMA 102 compatible
data rate adaption.

In Australia, the data word size can be 8-bit, 7-bit with parity or 7-bit without parity.
Parity is only allowed for 7-bit data (in accordance with ECMA 102 and TPH 1856
specifications). The parity bit can be odd, even, forced to 0, or forced to 1. The number
of stop bits can be either 1 or 2.

In the UK, parity is not used.
The ADLM V.24 allows you to select normal or Hotline dialling, or semipermanent

operation for each V.24 port. You can also choose to establish and clear calls using
either the AT command set, the DTR signal alone or OmniVision.

Note Refer to Appendix C for a list of the available AT commands.

Enter the line number for this line. See Parameters, page 2-5 for information about the
Line Number.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5for more information. It is not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.
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ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings. Accept the
defaults for all the parameters.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults for both incoming calls and outgoing calls are 'disabled’. For
further information about the default settings, refer to Parameters, page 2-7.

ISDN Interface — High Layer Compatibility defaults

Parameter Default

Call Direction Incoming None

Outgoing None
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ISDN Interface — Call Establishment Modes defaults

Parameter Default
Semipermanent Enable Disabled
(where available)
Backup Disabled
Label —
Member of Subrate Virtual Yes Disabled
Line or manually connected
(UK only)
Hotline Enable —
Number —
XSPC Disabled
Subaddress —
Active Call Facilities Don't release call if V110 Disabled
frame loss detected
Call Control DTR blocking Disabled
Auto Answer Disabled
Release on progress Enabled
AT Disabled
DTR call Enabled
GSM Pass CLI in Disabled
Pass CLI out Disabled
Pass B number in Disabled
Pass Causes Disabled
Control Leads Local Only Enabled
Transferred Inband Disabled
GSM mode Disabled
DTR Alarm Timeout — 5 secs

Changing Call Establishment Modes defaults

Semipermanent  Select Enable and enter the semipermanent label to set up a semipermanent call from
(where available) the V.24 line.

Select Backup to replace the SPC with a switched call if the V.110 three second
disconnection rule is broken. When the Backup call is initiated, an alarm is invoked
(if enabled).
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To set up the semipermanent backup operation

1 Enter an SPC label at both ends of the link and select Enable.

2 Select Backup at both ends of the link.

3 Set up a Hotline call to the line number at the other end of the link.
4

Select Auto Answer at the other end of the link.

Member of Subrate  Select Yes if the line is a part of a Subrate Virtual Line or manually connected. It
Virtual Line or  enables data to be transferred directly onto the B-channel without the call being set
manually connected up. If you do not select this, the port does not transmit or receive data until a call is
(UK only) received or initiated by the port.

Hotline  To set up a Hotline call, enter the called party number and select Enable. Enter the
subaddress, if required.

Select XSPC to enable a Switched semipermanent connection. This is only available
with a Hotline call.

Active Call Facilities  Select Don’t release call if V110 frame loss detected to ignore the V.110 three second
disconnection rule.

Call Control  If you clear all of the Call Control checkboxes, the ADLM only answers calls to this
line when the DTR signal is on.

Select AT to use the AT protocol for call control between the DTE and the ADLM.
Select DTR Call to initiate and clear calls with the DTR lead.

Select DTR Blocking to accept incoming calls when DTR lead is high and to fail calls
when DTR lead is low.

Set Release on progress to release a call even if a Progress Indicator is sent.

Note You cannot select both AT and DTR Call at the same time.

Control Leads  Select Local Only to turn all leads on after calls are started.
Select Transferred Inband to transmit the state of the control leads to the other end.

If you have not selected this, an ON state will be transmitted for each lead irrespective
of the actual states presented to the port.

GSM mode  Select if you want end-to-end control mapping for GSM applications.

GSM  SetPassCLI Intoallow the CLI (Calling Line Identifier/ Calling Party Number) from
the ADLM port to pass to the user TE to which it is physically connected. If disabled,
the CLI numbers will not be passed. This setting only affects incoming ISDN calls to
the ADLM port and not the outgoing ones.

Set Pass CLI Out to allow for the CLI numbers from the user TE originating the call
to pass to the ADLM port to which it is physically connected. If disabled, an error
indication is returned by the ADLM port to the user TE to which it is physically
connected, and the initiated call by the user TE is rejected. This setting only applies
to outgoing ISDN calls from the ADLM and not the incoming ones.

Note When set, Pass CLI Out causes the port to be seized as soon as the *’ATD’ command
is received. This reduces the chance of call collisions
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DTR alarm timeout

Set Pass B number in to allow the Called Party Number from the ADLM port to be
passed to the user TE. If disabled, B numbers are not passed. This setting only affects
incoming ISDN calls to the ADLM.

Set Pass causes to allow the CAUSES of the termination of ISDN calls from the ADLM
portto passto the USER TE. If disabled, causes are not passed. This setting is effective
only if ADLM port is not the initiator of the termination of the ISDN call.

This parameter is effective only when DTR blocking mode is enabled. Four settings
are available: 0, 5, 10 and 30 seconds. If DTR goes to a low state for more than the time
specified, an alarm is generated by the RM or CM.

ISDN Interface — ISDN Line Controls

AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering format

The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via Call Log within the NMS. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice
(where available)
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Changing ISDN Interface defaults

Teleservice  Select Timelink if you have subscribed to this service.
(where available)

ISDN Internal Control defaults
Restriction None.

Outgoing TE  Any.

Changing ISDN Internal Control defaults

Restriction  Select Disable from the list to prevent calls being made to or from this line.
Select In Only or Out Only to allow calls in the selected direction only.

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.
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V.24 Synchronous Digital Line Module (SDLM V.24)

Hotline dialling

The V.24 Synchronous Digital Line Module (SDLM V.24) is a V.24 DCE as defined in
the ITU-T (CCITT) recommendations. It provides interfaces for two synchronous V.24
DTEs to the ISDN. The DTEs can be computers, terminals, or other devices which
communicate using synchronous V.24 (or RS-232) data formats.

The SDLM V.24 provides data rate adaption of user data to the 64 kbit/s ISDN
B-channel, or nx8 kbit/s subchannel, using ITU-T (CCITT) X.30 and 1.463 (V.110) and
ECMA 102 compatible data rate adaption.

Different signalling modes can be configured for an SDLM V.24 interface, and each
interface on a module can be configured differently. In each case, translation to the
appropriate ISDN signalling is performed by the device.

When Hotline dialling is used, the SDLM V.24 is perceived by the DTE as a leased
line modem. The number to be called by a particular SDLM V.24 interface is
configured before any calls are made. The DTE can make a call by raising the DTR
signal. The device sends a call setup message on the ISDN link to the exchange with
the complete called party number. The call is connected to the remote party and when
end-to-end communication is established the DCD signal is raised by the SDLM. You
can also initiate and clear calls through OmniVision.

When DTR Call isenabled as the call control method the DTE can disconnecta Hotline
call by dropping the DTR signal.

Semipermanent operation (where available)

Configuration

Line Number
Subaddress

Port ID

Port Name
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Semipermanent operation is fully supported in Australia. In semipermanent
operation, the SDLM is perceived by the DTE as a leased line modem.

Enter the line number for this line. See Parameters, page 2-5 for further information.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5for more information. Itis not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.
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ISDN Interface — Bearer Capability defaults

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings. Accept the
defaults for all the parameters.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults for both incoming calls and outgoing calls are 'disabled’. For
further information about the default settings, refer to Parameters, page 2-7.

ISDN Interface — High Layer Compatibility defaults

Parameter Default
Call Direction Incoming None
Outgoing None
ISDN Interface — Call Establishment Modes defaults
Parameter Default
Semipermanent Enable Disabled
(where available)
Backup Disabled
Label —
Member of Subrate Yes Disabled
Virtual Line or manually
connected (UK)
Hotline Enable —
Number —
XSPC Disabled
Subaddress —
Active Call Facilities Don't release call if V110 Disabled
frame loss detected
Call Control Auto Answer Disabled
DTR Call Enabled
Control Leads Local Only Enabled
Transferred Inband Disabled
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Changing Call Establishment Modes defaults

Semipermanent  Select Enable and enter the semipermanent label at both ends to set up a
(where available) semipermanent call from the V.24 line.

You can select Backup to replace the semipermanent connection with a switched call
if the V.110 three second disconnection rule is broken. When the Backup call is
initiated, an alarm is invoked.

To set up the semipermanent backup operation
1 Enter an SPC label at both ends of the link and select Enable.

2 Select Backup at both ends of the link.
3 Set up a Hotline call to the line number at the other end of the link.
4 Select Auto Answer at the other end of the link.

Member of Subrate  Select Yes if the line is a part of a Subrate Virtual Line or manually connected.
Virtual Line or  Itenables data to be transferred directly onto the B-channel without the call being set
manually connected  up.

If you do not select this, the port does not transmit or receive data until a call is
received or initiated by the port.

Hotline  To set up a Hotline call, enter the called party number and select Enable. Enter the
subaddress, if required.

Select XSPC to enable a Switched Semi-Permanent Connection.

Active Call Facilities  Select Don’t release call if V110 frame loss detected if you want to ignore the V.110
three second disconnection rule.

Call Control  Select DTR Call to use the DTR signal to initiate and clear calls on this line.
Select Auto Answer if you want incoming calls to be connected automatically.

If you clear all of the Call Control checkboxes, the SDLM only answers calls to this
line when the DTR signal is on.

Control Leads  Select Local Only to turn all leads on after calls are started.

Select Transferred Inband to transmit the state of the control leads to the other end.
This only occurs if a V.110 rate (LLC) is selected. If this is not selected, an ON state
will be transmitted for each lead irrespective of the actual states presented to the port.
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ISDN Interface — ISDN Line Controls

AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering format

The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual. This is only available if you subscribe to an AOC service.

Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice
(where available)

None.

Changing ISDN Interface defaults

Teleservice
(where available)

Select Timelink if you subscribe to this service.

ISDN Internal Control defaults

Restriction

Outgoing TE

None.

Any.
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Changing ISDN Internal Control defaults
Restriction  Select Disable from the list to prevent calls being made to or from this line.
Select In Only or Out Only to allow calls in the selected direction only.

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.
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The X.21 Synchronous Digital Line Module (SDLM X.21) is an X.21 DCE as defined
in the recommendations of ITU-T (CCITT). It can connecttwo X.21 DTEs to the ISDN,
providing:

X.21 Synchronous Digital Line Module (SDLM X.21)

< conversion of the X.21 protocol to the ISDN protocol
= bitrate adaption from the user rate to the B-channel rate at 64 kbit/s or nx8 kbit/s.

The SDLM X.21 allows you to select normal or Hotline dialling, or semipermanent
operation for each X.21 port. You can also choose to establish and clear calls using
either full X.21 protocols, the C signal alone or OmniVision.

For further discussion on X.21 interfaces, refer to Appendix G.

Configuration

Line Number  Enter the line number for this line. See Parameters, page 2-5 for further information.

Subaddress  Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Port ID  EnterthePortID if required. The default setting for this parameter is 0. See Parameters,
page 2-5 for more information. Itis not mandatory to enter anything in this parameter.

Port Name  Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings. Accept the
defaults for all the parameters.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults for both incoming calls and outgoing calls are 'disabled’. For
further information about the default settings, refer to Parameters, page 2-7.
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ISDN Interface — High Layer Compatibility defaults

Parameter Default
Call Direction Incoming None
Outgoing None
ISDN Interface — Call Establishment Modes defaults
Parameter Default
Semipermanent Enable Disabled
(where available)
Backup Disabled
Label —
Member of Subrate Yes Disabled
Virtual Line or manually
connected (UK only)
Hotline Enable —
Number —
XSPC Disabled
Subaddress —
Active Call Facilities Don't release call if V.110 Disabled
frame loss detected
Call Control Auto Answer Disabled
X.21 Call Disabled
C Signal Enabled
Control Leads Local Only Enabled
Transferred Inband Disabled

Changing Call Establishment Modes defaults

Semipermanent
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Select Enable and enter the semipermanent label to set up a semipermanent call from

the X.21 line.

Select Backup to replace the SPC with a switched call if the V.110 three second
disconnection rule is broken. When the Backup call is initiated, an alarm is invoked

(if enabled).

To set up the semipermanent backup operation

1 Enter an SPC label at both ends of the link and select Enable.

Select Backup at both ends of the link.

2
3 Set up a Hotline call to the line number at the other end of the link.
4

Select Auto Answer at the other end of the link.
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Member of Subrate  Select Yes if the line is a part of a Subrate Virtual Line or manually connected.
Virtual Line or  Itenables data to be transferred directly onto the B-channel without the call being set
manually connect  up.

(UK only) If you do not select this, the port does not transmit or receive data until a call is
received or initiated by the port.

Hotline  To set up a Hotline call, enter the called party number and select Enable. Enter the
subaddress, if required.

Select XSPC to enable a switched semipermanent connection.

Active Call Facilities  Select Don’t release call if V.110 frame loss detected if you want to ignore the V.110
three second disconnection rule.

Call Control  Select X.21 to use the X.21 protocol for call control between the DTE and the SDLM.
Select C Signal to use the C Signal line to initiate and clear calls on this line.
Select Auto Answer to connect incoming calls automatically.

If you clear all of the Call Control checkboxes, the SDLM only answers calls to this
line when the C signal is on.

Note You cannot select X.21 and either C Signal or Auto Answer at the same time.

Control Leads  Select Local Only to turn all leads on after calls are started.
Select Transferred Inband to transmit the state of the control leads to the other end.
If this is not selected, an ON state will be transmitted for each lead irrespective of the
actual states presented to the port. Control lead states can only be transferred at data
rates less than or equal to 19.2 kbit/s.
ISDN Interface — ISDN Line Controls

The following table shows the ISDN Line Controls defaults.

ISDN Line Control defaults

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —
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Changing ISDN Line Controls defaults

AOC  Select either Continuous or End to log the cost of each call from this line. You can
(where available) view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Calling Line ID Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

CLIVE List  Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
Assignment  the System Configuration section for more information.

Numbering format  Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.
ISDN Interface defaults

Teleservice  None.
(where available)

Changing ISDN Interface defaults

Teleservice  Select Timelink if you have subscribed to this service.
(where available)

ISDN Internal Control defaults
Restriction None.

Outgoing TE  Any.

Changing ISDN Internal Control defaults
Restriction  Select Disable from the list to prevent calls being made to or from this line.
Select In Only or Out Only to allow calls in the selected direction only.

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module's lines.
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V.35 Synchronous Digital Line Module (SDLM V.35)

Configuration

Line Number
Subaddress

Port ID

Port Name

The V.35 Synchronous Digital Line Module (SDLM V.35) provides two DCE ports for
connecting DTE to the ISDN. Equipment connecting to these ports must comply with
ITU-T (CCITT) V.35 recommendations and be configured to synchronise with the
clocking signal supplied by the module.

Each port allows a DTE to communicate at data rates from 600 bit/s to 64 kbit/s for
connection onto a digital network. The SDLM V.35 provides data rate adaption of
user data to the 64 kbit/s ISDN B-channel, or nx8 kbit/s sub-channels, using 1.463
(V.110) and ECMA 102 compatible data rate adaption.

Enter the line number for this line. See Parameters, page 2-5 for more information.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5 for more information. Itis not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. The following table shows the default settings. Accept the
defaults for all the parameters.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults for both incoming calls and outgoing calls are 'disabled’. For
further information about the default settings, refer to Parameters, page 2-7.

ISDN Interface — High Layer Compatibility defaults

Parameter Default
Call Direction Incoming None
Outgoing None
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ISDN Interface — Call Establishment Modes defaults

Parameter Default
Semipermanent Enable Disabled
(where available)
Backup Disabled
Label —
Member of Subrate Yes Disabled
Virtual Line or manually
connected (UK only)
Hotline Enable —
Number —
XSPC Disabled
Subaddress —
Active Call Facilities Don't release call if V.110 Disabled
frame loss detected
Call Control Auto Answer Disabled
RS Call Enabled
Control Leads Local Only Enabled
Transferred Inband Disabled

Changing Call Establishment Modes defaults

Semipermanent
(where available)

Member of Subrate
Virtual Line or
manually connect

Hotline

Active Call Facilities
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Select Enable and enter the semipermanent label to set up a semipermanent call from
the V.35 line.

Select Backup to replace the semipermanent connection with a switched call if the
V.110 three second disconnection rule is broken. When the Backup call is initiated, an
alarm is invoked.

To set up the semipermanent backup operation
1 Enter an SPC label at both ends of the link and select Enable.

2 Select Backup at both ends of the link.
3 Set up a Hotline call to the line number at the other end of the link.
4 Select Auto Answer at the other end of the link.

Select Yes if the line is a part of a Subrate Virtual Line or manually connected.
It enables data to be transferred directly onto the B-channel without the call being set

up.

If you do not select this, the port does not transmit or receive data until a call is
received or initiated by the port.

To set up a Hotline call, enter the called party number and select Enable. Enter the
subaddress, if required.

Select XSPC to enable a switched semipermanent connection.

Select Don’t release call if V110 frame loss detected if you want to ignore the V.110
three second disconnection rule.
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Call Control  Clear the RS Call checkbox if you do not want to use the RS signal to make and clear
calls on this line.

Select Auto Answer to connect incoming calls automatically.

If you clear all of the Call Control checkboxes, the SDLM only answers calls to this
line when the RS signal is on.

Control Leads  Clear Local Only if you do not want to turn all leads on after calls are started.

Select Transferred Inband to transmit the state of the control leads to the other end.
This only occurs if a V.110 rate (LLC) is selected. If this is not selected, an ON state
will be transmitted for each lead irrespective of the actual states presented to the port.

ISDN Interface — ISDN Line Controls
The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

AOC  Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Calling Line ID Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

CLIVE List  Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
Assignment  the System Configuration section for more information.

Numbering format  Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice  None.
(where available)
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Changing ISDN Interface defaults

Teleservice  Select Timelink if you have subscribed to this service.
(where available)

ISDN Internal Control defaults
Restriction None.

Outgoing TE  Any.

Changing ISDN Internal Control defaults
Restriction  Select Disable to prevent calls being made to or from this line.
Select In Only or Out Only to allow calls in the selected direction only.

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.
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Quad Digital Line Module (QDLM)

Configuration

Line Number
Subaddress

Port ID

Port Name

The Quad Digital Line Module (QDLM) combines most of the functions of the ADLM
and SDLMs on the same module. It has four ports each of which provides either an
X.21, V.24 or V35 interface. They can all operate as synchronous DCE ports at data
rates from 600 bit/s to 64 kbit/s. The V.24 interface can operate asynchronously from
300 bit/s to 38.4 kbit/s with programmable data format.

The QDLM adapts the user data to a 64 kbit/s B-channel in accordance with ITU-T
(CCITT) recommendations V.100 and X.30. This allows the user data to be carried on
digital leased lines or switched digital connections.

The QLDM adds features for data devices such as:

< DTE operating mode; that is, 'tail circuit' modems and NTUs can be connected
< Automatic back-up of Leased Lines

< Transfer of interface control leads at speeds up to 56 kbits/s

< Bit Error Rate Testing (BERT).

Enter the line number for this line. See Parameters, page 2-5 for more information.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5 for more information. Itis not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. This information element is used by the ISDN to determine
whether or not interworking equipment is necessary. It does not affect the
characteristics of the QDLM interfaces. Usually, only octets 3 and 4 are required. The
following table shows the default settings. If the other octets are required they should
be set to the same values as the Low Layer Compatibility information element. The
default values are suitable for almost every application.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital
Octet 4 Mode Circuit
Rate 64 kbit/s
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ISDN Interface — Low Layer Compatibility

The Low Layer Compatibility information element is transmitted by the device when
setting up an outgoing call, and optionally is used to check incoming calls. Itis used
to configure the data rate and asynchronous data format. The default values are
shown below for Low Layer Compatibility at speeds less than 64 kbit/s where
V.110/X.30 rate adaption is required.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest. Digital
Octet 4 Mode Circuit
Outgoing None
Octet 5 Layer 1 CCITT (ITU-T) rate adaption

The settings for these parameters are determined by the capability of the equipment
used. The defaults for both incoming calls and outgoing calls are 'disabled’. For
further information about the default settings, refer to Parameters page 2-7.

User Rate  Select the required rate. The rates available are:

< 300 (asynchronous only)
< 600, 1200, 2400, 4800, 9600, 19200, 38400 (synchronous and asynchronous)
= 48000, 56000, 64000 (synchronous only).

ISDN Interface — High Layer Compatibility defaults

Parameter Default
Call Direction Incoming None
Outgoing None

ISDN Interface — Call Establishment Modes

This information is used to control how the QDLM establishes outgoing calls and
how it accepts incoming calls. See the previous sections on the ADLM V.24, SDLM
V.24, SDLM X.21 and SDLM V.35 for detailed information on Call Establishment
Modes for each type of DTE.

Before an outgoing call can be made using Hotline mode, the Hotline number and
the Hotline subaddress must be entered if required. Hotline mode must then be
enabled.

For lead call control, the DTR Call option must be enabled for V.24 and V.35 interfaces.

The C Call option must be enabled for X.21 interfaces. All other options must be
disabled with the exception of Auto Answer which may be either enabled or disabled.
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A DTE with synchronous X.21 interface can set up, answer or clear a switched call by
exchanging signals with the QDLM port. When using this X.21 call control, the X.21
option must be enabled and all other Call Control options must be disabled. This
allows the attached DTE to communicate with the QDLM according to the X.21 call
establishment protocol recommended by the ITU-T (CCITT).

Parameter Default
Semipermanent Enable Disabled
(where available)
Backup Disabled
Label —
Member of Subrate Yes Disabled
Virtual Line or manually
connected
Hotline Enable Disabled
Number —
XSPC Disabled
Subaddress —
Active Call Facilities Don't release call if V.110 Disabled
frame loss detected
Call Control C Blocking Disabled
Auto Answer Disabled
DTR or C Call Enabled
V.25 bis Disabled
X.21 Disabled
AT Disabled
Control Leads Local Only Enabled
Transferred Inband Disabled
GSM Mode Disabled

Changing Call Establishment Modes defaults

See the previous sections on the ADLM V.24, SDLM V.24, SDLM X.21 and SDLM V.35
for detailed information on changing call establishment modes for each type of
interface.

Semipermanent  Enter the semipermanent number in the Label parameter and select Enable.
(where available)

Hotline  Enter the Hotline number and the subaddress number, if required, and select Enable.

Select XSPC to enable a Switched Semipermanent Connection.
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Call Control

GSM Mode

Select V.25 bis to use Cisco V.25 bis (software release version 10) protocol for call
control between the DTE and the QDLM. All other Call Control options must be
disabled. This is available over X.21, V.35 and V.24 synchronous line interfaces.
Selecting V.25 bis allows DTEs to make outgoing calls through the QDLM.

Select C Blocking to accept incoming calls when C lead is high and to fail calls when
C lead is low.

Enable GSM mode to provide mapping of end-to-end control leads to interwork with
a GSM data service.

ISDN Interface — ISDN Line Controls

The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering
format

Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice
(where available)
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Changing ISDN Interface defaults

Teleservice
(where available)

Select Timelink if you have subscribed to this service.

ISDN Internal Control defaults

V.24 V.35 X.21
Restriction None None None
Operation DCE DCE DCE
Synch mode Synch — —
Tx Clock DCE DCE —
Outgoing TE Any Any Any

Changing ISDN Internal Control defaults

Restriction

Operation

Synch Mode

Tx Clock

Outgoing TE

Select Disable to prevent calls being made to or from this line. Select In Only or Out
Only to allow calls in the selected direction only.

Select DCE or DTE. Separate adaptor cables are available for DCE and DTE operation
for V.24 and V.35 interfaces.

This mode is only available on QDLM with V.24 interface. It allows you to set the
interface to operate in either synchronous or asynchronous mode. Note that to select
AT Call Control, Synch Mode must be selected as Asynch.

Select either DCE Tx Clock or DTE Tx Clock for the V.24 and V.35 interfaces. The
receive clock is always sourced by the DCE. These clock source rules are true when
the interface is configured for either DTE or DCE operation.

Select the required TE. Any of the IPMT or BRMT modules in the chassis may be
selected.
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QDLM Bit Error Rate Testing (BERT)

Bit Error Rate Testing (BERT) is a QDLM diagnostic facility which enables you to
check the integrity of a data circuit. It uses the 511 bit pattern specified in ITU-T
(CCITT) 0.153 to test either a switched or permanent ISDN B-channel connection for
errors. (The 511 bit pattern is used by most stand-alone Bit Error Rate Testers, such
as the HP4952.)

The QDLM BERT facility can be used between two QDLMs of any interface type and
between a QDLM and an SDLM (relevant to some testing applications).

It assumes that:

< the appropriate loopbacks (internal and external to a DLM) are configured
< any required external equipment is installed and
< acallisin place between the QDLM, using BERT and another DLM.

Before running a Bit Error Rate Test, you must establish a connection across the
network. You can do this either:

< manually, from OmniVision, before entering Diagnostic Mode or

< automatically, by selecting Start BERT. This is only possible if the QDLM is in
Hotline mode and a call is not in progress.

To clear the connection, select Stop BERT.

Configuration

There are no specific BERT parameters to configure.

Warning BERT can only operate from one port at a time.
The maximum data rate that QDLM BERT supports is 4800 bit/s.

Refer to the Installation Manual for an explanation of how BERT works.
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High Speed Data Module (HSDM)

Configuration

Port Number
Subaddress

Port ID

Port Name

Port Setup

Interface Mode

Rate Adaption

Max Port Speed

The HSDM Module provides a means of connecting to high speed data networks.
The data interfaces on the HSDM typically provide high data rate links to routers and
Frame Relay networks.

The HSDM can be used across Subrate and TimeFrame Virtual Lines between nodes
in a network.

Configuring an HSDM port applies the defaults or chosen settings to all physical and
Virtual Lines associated with the port. Individual lines within aport can be configured
separately.

Enter the port number for this port. See Parameters, page 2-5 for more information.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5 for more information. Itis not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 and TimeFrame on page 3-56 for more information.

Configures the HSDM port to act as DTE or DCE. The default is DCE.

Note InDTE mode, the HSDM can provide the Reference Master Clock, which is controlled
bt the Don’t use a s Clock Reference checkbox.

Allows the Rate Adaption method to be selected. See page 2-8 for further information.
The type of rate adaption selected will affect the data rates that are available on the
port.

This allows the selection of the following speeds:

< 600, 1200, 2400, 4800, 9600, 19200, 38400 48000, 56000, 64000 (synchronous only)
e nx8kbit/s up to 256 kbit/s

e nx 64 kbit/s from 256 kbit/s up to 2048 kbit/s.

Note The combined port speed of the two data ports cannot exceed 2048 kbit/s.
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Call Establishment Modes
Click on this to open the Call Establishment Modes dialog.

ISDN Interface — Call Establishment Modes

This information is used to control how the HSDM establishes outgoing calls and

how it accepts incoming calls. See the sections on the SDLM V.24, SDLM X.21 and
SDLM V.35 for detailed information on Call Establishment Modes for each type of
DTE.

Before an outgoing call can be made using Hotline mode, the Hotline number and
the Hotline subaddress must be entered if required. Hotline mode must then be
enabled.

For lead call control, the DTR Call option must be enabled for V.24 and V.35 interfaces.
The C Call option must be enabled for X.21 interfaces. All other options must be
disabled with the exception of Auto Answer which may be either enabled or disabled.

A DTE with synchronous X.21 interface can set up, answer or clear a switched call by
exchanging signals with the HSDM port. When using this X.21 call control, the X.21
option and CCITT mode must be enabled and all other Call Control options must be
disabled. This allows the attached DTE to communicate with the HSDM according

to the X.21 call establishment protocol recommended by the ITU-T (CCITT).

Parameter Default
Semipermanent Enable Disabled
(where available)
Backup Disabled
Label —
Member of SRVL or Yes Disabled
manually connected
(where available)
Hotline Enable Disabled
Don’t increment Hotline No. Disabled
XSPC Disabled
Number —
Subaddress —
Active Call Facilities Don't release call if V.110 Disabled

frame loss detected

Call Options Auto Answer Disabled
C Signal Enabled

V.25 bis Disabled

X.21 Disabled

C Blocking Disabled

Control Leads Local Only Enabled
Transferred Inband Disabled
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Changing Call Establishment Modes defaults

See the sections on the SDLM V.24, SDLM X.21 and SDLM V.35 for detailed
information on changing call establishment modes for each type of interface.

Hotline  Enter the Hotline number and the subaddress number, if required, and select Enable.
If a subaddress is not used, the Hotline number for subsequent (64kbit/s) lines is
automatically incremented, based on the Hotline number configured. The automatic
Hotline number increment can be disabled by checking the Don’t increment Hotline
No. checkbox.

Select XSPC to enable a Switched Semipermanent Connection.

Call options  Select V.25 bis to use Cisco V.25 bis (software release version 10) protocol for call
control between the DTE and the HSDM. This is available over X.21, V.35 and V.24
synchronous line interfaces. Selecting V.25 bis allows DTEs to make outgoing calls
and accept incoming calls through the HSDM.

Note CCITT must be enabled before V.25bis can be enabled.

Advanced

Click on the Advanced button to open a Line Configuration dialog. All configuration
data entered in this dialog is applied individually to all lines of the port.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics of the
ISDN for outgoing calls. This information element is used by the ISDN to determine
whether or not interworking equipment is necessary. It does not affect the
characteristics of the digital interfaces. Usually, only octets 3 and 4 are required. The
following table shows the default settings.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest.Digital
Octet 4 Mode Circuit
Rate 64 kbit/s
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ISDN Interface — Low Layer Compatibility

Module configuration 4-119

The Low Layer Compatibility information element is transmitted when setting up an
outgoing call, and optionally is used to check incoming calls. It is used to configure
the data rate and asynchronous data format. The default values are shown below for
Low Layer Compatibility at speeds less than 64 kbit/s where V.110/X.30 rate

adaption is required.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Unrest. Digital
Octet 4 Mode Circuit
Rate 64 kbit/s
Octet 5 Layer 1 CCITT (ITU-T) rate adaption

The settings for these parameters are determined by the capability of the equipment
used. The settings are applied to incoming calls only. For further information about
the default settings, refer to Parameters page 2-7.

ISDN Interface — High Layer Compatibility defaults

Parameter Default
Call Direction Incoming None
Outgoing None
ISDN Interface — ISDN Line Controls
The following table shows the ISDN Line Controls defaults.
Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP

CLIVE List
Assignment

This line checks

Available CLI/Number lists
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AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering format

Teleservice
(where available)

Teleservice
(where available)

Restriction

Tx Clock

Outgoing TE

Changing ISDN Line Controls defaults

Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate CCITT (ITU-T) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

None.

Changing ISDN Interface defaults

Select Timelink if you have subscribed to this service.

ISDN Internal Control defaults

V.24 V.35 X.21
Restriction None None None
Operation DCE DCE DCE
Synch mode Synch — —
Tx Clock DCE DCE —
Outgoing TE Any Any Any

Changing ISDN Internal Control defaults

Select Disable to prevent calls being made to or from this line. Select In Only or Out
Only to allow calls in the selected direction only.

Select either DCE Tx Clock or DTE Tx Clock for the V.24 and V.35 interfaces. The
receive clock is always sourced by the DCE. These clock source rules are true when
the interface is configured for either DTE or DCE operation.

Select the required TE. Any of the IPMT, BRMT or ISO-BCAM modules may be
selected.

Subrate switching

As with the SRMM, MFCM and LDCM, the Subrate multiplexing function of the
submodule can be used to transit-switch Data Leased Lines and Voice Tie Lines. In
this case, you may need to change some of the Call Establishment Modes settings to
accommodate the type of connection and signalling used, and set up an internal
connection within the device.
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Leased Line Backup

Configuration

The Leased Line Backup (LLB) facility is provided by a factory-fitted dual port
submodule on the QDLM. LLB allows a switched ISDN B-channel to be used as a
backup link for a leased data link. The status of various signals at the DCE/DTE
interface are monitored to detect failure of the leased data link, issue appropriate
alarms to the Network Management System and automatically set up a backup link.
The backup link is disconnected when the leased link recovers.

The term ’Leased Line’ is a general term that is used to describe various leased data
services such Telstra's Digital Data Network (DDN), BT’s 'Kilostream' service, and so
on. The term DCE (Data Circuit-terminating Equipment) is used to refer to the device
that provides access to the leased line. It is the point at which a customer connects a
DTE (Data Terminal Equipment) such as a computer terminal, multiplexer,
front-end-processor, and so on. The DCE could be a modem, network terminating
-unit (NTU) or any other device which presents a V.24, V.35 or X.21 DCE interface to
the DTE.

Several leased lines can be protected by fitting more LLB units and providing either
a Basic Rate or Primary Rate connection to the ISDN, depending on the number of
backup links that are required.

The configuration of the LLB facility depends onthe operation of the particular pieces
of equipment. The network manager needs to be aware of the behaviour of both the
DTEs and the DCEs during both normal conditions and during fault conditions. The
following discussion describes the configuration of the LLB facility, using
OmniVision, and gives guidelines for some anticipated situations. The configuration
of the top port of the LLB submodule controls the switch-over between the DCE and
the ISDN rate adaptor.

The configuration of the bottom port controls the ISDN Data Rate Adaptor that is
used during a backup call. It must be configured with the Hotline phone number that
is to be used for making backup calls and the required backup data rate, which may
be different to the data rate of the leased line. The configuration of the bottom port is
similar to normal DLM operation.

V.24 and V.35 Interfaces
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There are four areas of control:

« Outgoing Backup Calls

< Multiple Backup Protection
< Incoming Backup Calls

< DCE-DTE Control Signals.
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Outgoing Backup Calls

This defines the conditions that constitute failure of the leased line. These conditions
can take into account the state of both the DCE and the DTE.

A ’Leased Line Failed’ alarm is always generated when all the failure conditions are
true for the time defined by ’Alarm condition time’. After a’Leased Line Failed’alarm
is generated, a 'Leased Line OK’ alarm is always generated when any of the failure
conditions are not true for the time defined by 'Clear alarm condition time’.

A short’Alarm condition time’ enables rapid failure detection, whereas a long "Clear
alarm condition time’ ensures stability.

The "Auto call setup’ and 'Auto call clear’ checkboxes allow a network manager to
enable or disable the automatic setting up and clearing of backup calls. This can be
particularly useful if it is desirable for the backup call to remain active until the
network manager is absolutely certain that a fault has been rectified.

If a backup call attempt fails, or if an established backup call fails, a '‘Backup Call
Failed’alarmisgiven. The ISDN call is retried after a period of ’Alarm condition time’.

The number of ISDN call retries are limited and are discussed in the next section.

Multiple Backup Protection

This allows a network manager to prevent an LLB unit from making too many leased
line to ISDN switch-overs and if it occurs, to nominate to stay connected to either the
leased line or ISDN. 'Too many switch-overs’ is defined as being a certain amount of
calls made within a certain time period.

If the 'Enable’ checkbox is crossed, multiple backup protection is in operation and the
drop-down boxes can be set to define 'too many switch-overs’ and the nominated
connection state. A failure alarm of 'Multiple Backup Failure’ is given if too many
switch-overs occur.

Independent of the 'Enable’ checkbox, the number of ISDN calls set by the network
manager also defines how many calls are attempted before ISDN retry attempts are
aborted and a 'Multiple Retry Failure’ alarm is given.

Incoming Backup Calls

This defines the conditions under which an incoming backup call is rejected. These
conditions take into account the state of the DTE.

If any of the conditions are true and have been true for the time defined by 'Reject
condition time’, a’DTE Failure’ alarm is given and when an incoming call arrives, the
call is rejected and a 'Call Rejected’ alarm is given. If, after having accepted a backup
call, any of the conditions subsequently becomes true for the time defined by 'Reject
condition time’, the backup call is cleared if the "Auto clear after accept’ checkbox is
crossed and a 'DTE Failed’ alarm is then given.

After a 'DTE Failure’ alarm has been given, all the conditions must be false for the
period defined by 'Accept condition time’ before incoming calls can be accepted.
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DCE-DTE Control Signals

This allows a network manager to decide whether the CTS, DSR, and CD signals that
are presented to the DTE are the real signals from the DCE (or the ISDN rate adaptor
during backup) or are set to the 'on’ state.

This feature is useful for certain types of DTE (for example, some kinds of front-end
processors) which do not like to see these signals change to the ’off’ state.

Impact of Timers

The 'Alarm condition time’ of an LLB unit should be set greater than the answering
end’s LLB unit 'Reject condition time'. This is so that, if the need be, the answering
end has enough time to reject a backup call made after its DTE failed.

The 'Clear Alarm condition time' of an LLB unit should be set less than the answering
end's LLB unit 'Accept condition time'. This ensures that when a DTE becomes OK,
the answering end rejects any backup call retries. As a general rule, the LLB unit
should be quick to Alarm and slow to clear alarms. This ensures that faults are quickly
detected, but cautiously cleared.

Default Configuration

The default settings for LLB have been selected to suit common situations. The only
thing that should need to be changed is the ‘Alarm condition time'. It should be set
to a different value at each end so that a backup call collision does not occur when
both ends simultaneously detect a fault condition. This also allows a network
manager to nominate which end usually makes the backup call.

The default configuration means that a backup call is made automatically if the
following conditions are all true (for 15 seconds).

RxD (from DCE) =all 1s
CTS (from DCE) = OFF
CD (from DCE) = OFF
Test Indicator (from DCE) = OFF
DTR (from DTE) =ON

The backup call is also made if either the Tx or Rx clock signals from the DCE fail for
15 seconds. The call is cleared automatically if the failure condition goes away for
more than 25 seconds.

If a backup call fails, there are up to six call retries at 15 second intervals. If the leased
line fails six times in one hour, the backup call is not released automatically.

The answering end rejects the call if any one of the following are true (for 10 seconds):

DTR (from DTE) = OFF

Test Indicator (from DCE) =ON
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The call is accepted independently of the reject conditions if either the Tx or Rx clock
signals from the DCE fail for 10 seconds. The answering end automatically clears the
backup call if these conditions become not true for 30 seconds.

Configuration for 56 or 64 kbit/s

At low speeds a DCE is usually able to sense a fault in the link because the signal
between the DCEs usually contains a framing signal that can be used to monitor the
quality of the link. At higher speeds this is not necessarily the case because there may
not be any framing signal used between the DCEs at these rates. This means that the
CTS, DSR and CD signals from the DCE are unreliable for indicating failure of the
link and should be ignored. The received data is the only end-to-end signal that can
be used to sense link failure. For this reason the default configuration at 56 and 64
kbit/s uses only the data and clocks for deciding to make a backup call.

If there are no transitions of the received data signal, then the backup call is made. In
this situation it is very important that the answering end be able to reject the backup
call because it may be that the DTE at that end is not producing data transitions and
is therefore the cause of the apparently faulty link. In this case the link has not really
failed at all and a backup is not required. If this condition persists, there are backup
call retries at 15 second intervals that are rejected at the answering end until a
'Multiple Retry Failure’ alarm is given. The various criteria available for rejecting a
backup call are given on page 4-125.

The backup call should be ideally configured to operate at 48 kbit/s so that failure of
the backup link can be detected by the V.110 framing that is used to carry user data
over the 64 kbit/s ISDN B-channel.

X.21 Interfaces

The control panel for X.21 differs from that of V.24 and V.35 because of the differing
signals, however the same rationale for X.21 low and high data rates’ configuration
is applicable.

Manual Backup Calls

Manual backup calls can be set up or released using OmniVision. See your Omnivision
User Manual for details.

If manual calls are used for testing the backup path, then the automatic call controls
("Auto call setup’, ’Auto call clear’, and 'Auto clear after accept’) should be switched
off, otherwise the backup call is automatically cleared if there is no existing fault
condition.

Default settings for Leased Line Backup Configuration

V.24 or V.35 up to 48 kbit/s
Alarm condition time default

15 seconds.

Changing Default Setting for Alarm Condition Time

Enter any value of time within the range 1 to 255 seconds.
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Outgoing Backup Call Alarm Criteria defaults

Changing default setting for Outgoing Backup Calls

Incoming Backup Call Reject Criteria defaults

Alarm criteria Setting
RxD All 1s
DSR don'’t care
TI OFF
CTS OFF
TXD don'’t care
RTS don'’t care
DTR ON
CD OFF

An alarm is generated if all conditions specified are true for the Alarm Condition
Time. Enter your alternative conditions in the selection boxes: RxD, DSR, TI, CTS,

TxD, RTS, DTR, CD.

Alarm criteria Setting
RTS don'’t care

TI ON
TXD don'’t care

DTR OFF

Changing default setting for Incoming Backup Calls

Incoming calls are rejected if any of the criteria you nominate are satisfied for the
Reject Condition Time. Incoming calls are cleared if a backup call is made. Enter your
criteria in the selection boxes: RTS, Tl, TxD, DTR.

Reject condition time default

15 seconds.

Changing default setting for Reject condition time

Enter any value of time within the range 1 to 255 seconds.
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Backup operation defaults

Operation Setting
Auto call setup Enabled
Auto call clear Enabled

Changing default setting for Backup operation

Disable Auto call setup if you do not require an alarm to automatically trigger a
backup call.

Disable Auto call clear if you do not want the backup call to be cleared as soon as
any of the alarm conditions no longer hold.

DCE-DTE Ctrl Signals defaults

Signal Setting
Pass from DCE-DTE Enabled
Force DSR, DCD, CTS on Disabled

Changing default setting for DCE-DTE Ctrl Signals

You have the option of forcing on the values of DCD, DSR, CTS. By default, the DCE
control signal is passed transparently from the DCE to the DTE, through the Leased
Line Backup interface.

Select Force DSR, DCD, CTS on when these control leads are assumed to be always
on by the DTE.

Incoming operation default

Operation Setting

Auto clear after accept Enabled

Changing default setting for Auto clear after accept

Disable the Auto clear after accept if you do not require an accepted call to be
automatically cleared when the conditions causing a rejection hold.

V.24 or V.35 at 56 or 64 kbit/s

Alarm condition time default

15 seconds.

Changing default setting for Alarm condition time

Enter any value of time within the range 1 to 255 seconds.
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Outgoing Backup Calls Alarm Criteria defaults
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Alarm criteria Setting
RxD All Os or 1s
DSR don'’t care
TI OFF
CTS don'’t care
TxD don'’t care
RTS don'’t care
DTR ON
CD don'’t care

Changing default setting for Outgoing Backup Calls

An alarm is generated if all conditions specified are true for the Alarm Condition
Time. Enter your alternative conditions in the selection boxes: RxD, DSR, TI, CTS,

TxD, RTS, DTR, CD.

Incoming Backup Call Reject Criteria defaults

Alarm criteria Setting
RTS don'’t care
TI ON
TxD all Os or 1s
DTR OFF

Changing default setting for Incoming Backup Calls

A call is rejected if any condition specified is true. Enter your alternative conditions

in any of the selection boxes: RTS, Tl, TxD, DTR.

Reject condition time default

15 seconds.

Changing default setting for Reject condition time

Enter any value of time within the range 1 to 255 seconds.
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Backup operation defaults

Operation Setting
Auto call setup Enabled
Auto call clear Enabled

Changing default setting for Backup operation

Disable Auto call setup if you do not want an alarm call to automatically trigger a
backup call.

Disable Auto call clear if you do not require the backup call to be cleared as soon as
any of the alarm conditions no longer hold.

DCE-DTE Ctrl Signals defaults

Signal Setting
Pass from DCE-DTE Enabled
Force DSR, DCD, CTS on Disabled

Changing default setting for DCE-DTE Ctrl Signals

You have the option of forcing on the values of DCD, DSR, CTS. By default, the DCE
control signal is passed transparently from the DCE to the DTE, through the Leased
Line Backup interface.

Select Force DSR, DCD, CTS on when these control leads are assumed to be always
on by the DTE.

Incoming operation default

Operation Setting

Auto clear after accept Enabled

Changing default setting for Auto clear after accept

Disable the Auto clear after accept if you do not require an incoming call to be
automatically accepted when the conditions causing its rejection no longer hold, or
if you do not want the call to be cleared whenever the clear/reject criteria no longer
hold.

X.21 up to 48 kbit/s
Alarm condition time default

15 seconds.

Changing default setting for alarm condition time

Enter any value of time within the range 1 to 255 seconds.
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Outgoing Backup Calls Alarm Criteria defaults
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Alarm criteria Setting
R All 1s
I OFF
T don't care
C ON

Changing default setting for Outgoing Backup Calls

An alarm is generated if all conditions specified are true for the Alarm Condition
Time. Enter your alternative conditions in the selection boxes: R, I, T, C.

Incoming Backup Calls Reject Criteria defaults

Alarm criteria Setting
T don't care
C OFF

Changing default setting for Incoming Backup Calls

A call is rejected or cleared if any of the conditions you select are true for the Reject
Condition Time. Enter your criteria in the selection boxes: T, C.

Reject condition time default

15 seconds.

Changing default setting for Reject condition time

Enter any value of time within the range 1 to 255 seconds.

Backup operation defaults

Operation Setting
Auto call setup Enabled
Auto call clear Enabled

Changing default setting for Backup operation

Disable Auto call setup if you do not require an alarm to automatically trigger a

backup call.

Disable Auto call clear if you do not require the backup call to be cleared as soon as

any of the alarm conditions no longer hold.
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DCE-DTE Ctrl Signals defaults

Signal Setting
Pass from DCE-DTE Enabled
Force C on Disabled

Changing default setting for DCE-DTE Ctrl Signals

You have the option of forcing on the value of I. By default, the DCE control signal is
passed transparently from the DCE to the DTE, through the Leased Line Backup
interface.

In situations where the I level cannot be reliably detected or passed to the DTE, you
have the option of forcing I on.

Incoming operation default

Operation Setting

Auto clear after accept Enabled

Changing default setting for Auto clear after accept

Disable the Auto clear after accept if you do not require an incoming call to be
automatically accepted and an alarm cleared when the conditions causing its rejection
no longer hold.

X.21 56 and 64 kbit/s
Alarm condition time default

15 seconds.

Changing default setting for Alarm condition time

Enter any value of time within the range 1 to 255 seconds.

Outgoing Backup Calls Alarm Criteria defaults

Alarm criteria Setting
R All Os or all 1s
I don'’t care
T don'’t care
C ON

Changing default setting for Outgoing Backup Calls

An alarm is generated if all conditions specified are true for the Alarm Condition

Time. Enter your alternative conditions in the selection boxes: R, I, T, C.
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Incoming Backup Call Reject Criteria defaults

Alarm criteria

Setting

T

All Os or all 1s

C

off

Changing default setting for Incoming Backup Calls

A call is rejected or cleared if any of the conditions you select are true for the Reject
Condition Time. Enter your criteria in the selection boxes: T, C.

Reject condition time default

10 seconds.

Changing default setting for Reject condition time

Enter any value of time within the range 1 to 255 seconds.

Backup operation defaults

Operation Setting
Auto call setup Enabled
Auto call clear Enabled

Changing default setting for Backup operation

Disable Auto call setup if you do not require an alarm call to automatically trigger a
backup call.

Disable Auto call clear if you do not want the backup call to be cleared as soon as
any of the alarm conditions no longer hold.

DCE-DTE Ctrl Signals defaults

Signal Setting
Pass from DCE-DTE Enabled
Force C on Disabled

Changing default setting for DCE-DTE Ctrl Signals

You have the option of forcing on the value of I. By default, the DCE control signal is
passed transparently from the DCE to the DTE, through the Leased Line Backup
interface.

In situations where the | level cannot be reliably detected or passed to the DTE, you
have the option of forcing | on.
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Incoming operation default

Operation Setting

Auto clear after accept Enabled

Changing default setting for Auto clear after accept

Disable the Auto clear after accept if you do not require an incoming call to be
automatically accepted and an alarm cleared when the conditions causing its rejection
no longer hold.
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Analog Line Exchange Module (ALEM)

Configuration

Line Number

Subaddress
Port ID

Port Name

The Analog Line Exchange Module (ALEM) isan analog voice-frequency line module
that provides an interface to 2-wire analog systems. It contains four individual ports,
each of which digitally encodes voice signals onto a 64 kbit/s B-channel.

The ALEM is a loop-in, ring-out interface which emulates some of the features of a
2-wire PSTN connection. It provides:

= battery feed (48 volts)

= on-hook and off-hook detection

< ring signal (with programmable duration and duty cycle)

= dual tone multi-frequency (DTMF) or pulse (decadic) dialling detection.

The ALEM can be used for either switched calls or semipermanent connections. When
connected across an ISDN to an ALPM, the two modules can simulate a tie line.

See Appendix D for information on operating analog interfaces.

Enter the line number for the port. Each of the four ports of this module has its own
line number.

You mustenter aline number if the line is to receive incoming calls directly. However,
if the line is a member of a lineset or a Virtual Line, no number is required. The line
number will be affected when a base number has been configured. See Parameters,
page 2-5 for more information.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5for more information. Itis not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

ISDN Interface — Bearer Capability
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The settings for these parameters determine the bearer transfer characteristics
provided by the ISDN for incoming and outgoing calls. The default setting is speech
which requests an analog line, echo suppression and service tones. Other settings
may be necessary in special applications. The following table shows the default
settings.

Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Speech
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ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults are enabled for incoming calls and disabled for outgoing calls. For
further information about the default settings, refer to Parameters page 2-7.

ISDN Interface — High Layer Compatibility

Parameter Default
CCITT (ITU-T) Standards Incoming Telephony and Group 2/3
Facsimile
Outgoing None
Telstra Standards Incoming Group 1 - 3 Facsimile
(where available)
Outgoing None

Changing High Layer Compatibility defaults

It is not usual to change the High Layer Compatibility settings for an ALEM line.
However, you can change them to accept different services from a single line. See
Parameters page 2-10 for a full description of the available parameters.

ISDN Interface — Call Establishment Modes

Parameter Default
Semipermanent Enable Disabled
(where available)
Label —
Hotline Enable Disabled
Number —
XSPC Disabled
Subaddress —
Call Control Auto Answer Disabled
Line facilities Tone suppress Disabled
Signalling National Significant Remote —
Number
End-to-End Disabled
OPS (Unint) Disabled
Unack Disabled
PABX Recall Enable Disabled
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Changing Call Establishment Modes defaults

Semipermanent
(where available)

Hotline

Signalling

Call Control

PABX Recall

Line facilities

Select Enable and enter the semipermanent label to set up a semipermanent
connection from an ALEM line. You should also disable Hotline calls.

Note The semipermanent label is supplied by your service provider.

Enter the Hotline number and select Enable to enable en bloc dialling from an ALEM
line. Enter the Subaddress, if required. You should also disable semipermanent
connections.

Select XSPC to set up a Switched Semipermanent Connection.
Enter the National Significant Remote Number for the remote device.

Select End-to-End to enable the out-of-band signalling to be associated with the call,
and to prevent the connected customer equipment from affecting the call state of the
ISDN call. Proprietary signalling is used to carry information down the D-channel or
inband on a B-channel using the Inband Signalling feature. When enabled, OPS
(Unint) and UnAck boxes are available to be selected. This is used for tie line
applications such as SPCs or XSPCs. For more information on End-to-end signalling,
refer to Appendix E.

You can select Auto Answer for Virtual Lines. This can also be used in conjunction
with a squawk box.

Select Enable to activate the timed break detection settings for PABX recall. See ISDN
Internal Control Defaults later in this section for further information.

When Tone Suppress is enabled, the ALEM will cut the dial tone when the first digit
is received. This feature is particularly useful during heavy load conditions on the
Resource Manager or Control Module when the disconnection of the dial tone tends
to be sluggish.

ISDN Interface — ISDN Line Controls
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The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E164
Hotline E164
Line and Hotline Subaddress NSAP
CLIVE List Assignment This line checks —
Available CLI/Number lists —
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AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering
format

Changing ISDN Line Controls defaults

Select either Continuous or End to log the cost of each call from this line. You can
view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Note If you request AOC or CLIR for a PRA, but do not subscribe to them, the call attempt
may be rejected by the ISDN.

Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate ITU-T (CCITT) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice

Telephony.

ISDN Internal Control defaults

Parameter Default
Restriction None Selected
Dial Type Both Selected
Codec — Relative level (dBr) line -> CPE -9 (dBr)
129 (value)
line <- CPE +3 (dBr)
187 (value)
Codec — Hybrid Balance Line length Short
Impedance Complex
RO 5
R1 105
R2 23
Max. PABX Recall time — Short
Service Tones Ring Selected
Period 4 on, 2 off, 4 on, 20 off
(x 100 ms)
Outgoing TE Any Selected
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Changing ISDN Internal Control defaults
Restriction  Select Disable to prevent calls from being made to or from this line.
Select In Only or Out Only to allow calls in the selected direction only.
Dial Type Select Pulse signalling if a pulse dialling telephone set is used.
Select DTMF signalling if a push-button DTMF dialling telephone is used.

Select Both to use Pulse and DTMF signalling as appropriate. The ALEM
automatically detects which type is used for a call.

If you select None all dialling will be ignored.

Codec Thiscontrols the signal level of calls and echo cancellation. It should only be changed
by your approved maintainer.

PABX  Select Long to set timed break detection of up to 750 ms.

Select Other to define the maximum timed break detection period yourself. This
should not be greater than 1280 ms.

Service Tones  Select cadence values to set the cadence of the Ring signal generated by the ALEM.

Outgoing TE  Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all of the module’s lines.

See Analog line module applications on page 5-78 for some examples on using the ALEM.
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The Analog Line Exchange Module -2 (ALEM-2) is a line module for interfacing to
two wire analog transmission lines (300 - 3400Hz bandwidth). This module provides
four independent configurable two wire analog interface ports that emulate the
functions of an analog exchange circuit. Each port may also be configured as a 'direct
dial in’ (DDI) interface allowing the termination of DDI PSTN lines at the customer
premises.

Analog Line Exchange Module-2 (ALEM-2)

The ALEM-2 provides four two-wire analog interface ports that supportthe following
features:

< Normal/reverse battery feed

e Line loop/unloop detection

< Programmable hookflash detection

< Ring signal generation with programmable cadence
= Pulse or DTMF dial detection

« Back busy signal generation

< Programmable signal protocol

< Programmable termination impedance

< Programmable balance impedance

< Programmable input/output relative levels

< Programmable A-law or p-law PCM voice encoding.

The ALEM-2 supports the following two-wire signal protocols:

Loop call/unguarded clear (loop in/ring out)

Loop call/guarded clear

Loop call/disconnect clear
Earth call
Direct Dial In (DDI).

As part of the system, the ALEM-2 has the capabilities of:

< making on demand ISDN switched calls through Hotline
e setting up XSPCs and SPCs

= providing D-channel end-to-end signalling for XSPC and SPC calls (where
available).

10003497.00 Rev.5



Module configuration 4-139
|

Configuration

Line Number  Enter the number for the port. Each of the four ports of this module has its own line
number.

You must enter a line number if the line is to receive incoming calls (from the
backplane of the chassis) directly. However, if the line is a member of a lineset or a
Virtual Line, no number is required. The line number will be affected when a base
number has been configured.

Note IfaTE is present and a base number has been defined, the line number matched will
be the incoming called party number - base number.

Subaddress  Enter the subaddress if required. This parameter is optional. See Parameters, page 2-5,
for more information.

Port ID  EnterthePortID ifrequired. The default setting for this parameter is 0. This parameter
is optional. See Parameters, page 2-5, for more information.

Port Name  Enter the Port Name if required. This parameter is optional. See Parameters, page 2-5,
for more information.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics
provided by the ISDN for incoming and outgoing calls. The default setting is speech
which requests an analog line, echo suppression and service tones. Other settings
may be necessary in special applications. The following table shows the default

settings.
Parameter Default
Octet 3 Standard CCITT (ITU-T)
Transfer Speech

ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. By default Low Layer Compatibility is enabled for incoming calls and disabled
for outgoing calls. For more information about the default settings, refer to Parameters
on page 2-7.
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ISDN Interface — High Layer Compatibility

The setting for these parameters should be left as defaults. However, changes can be
made to them to accept different services from a single line.

Parameter Default
CCITT (ITU-T) Standards Incoming Telephony and Group 2/3
Facsimile
Outgoing None
Telstra Standards Incoming Group 1 - 3 Facsimile
(Australia only)
Outgoing None

Changing High Layer Compatibility defaults

It is not usual to change the High Layer Compatibility settings for an ALEM-2 line.
However, you can change them to accept different services from a single line. See
Parameters page 2-10 for a full description of the available parameters.

ISDN Interface — Call Establishment Modes

Parameter Default
Semipermanent Enable Disabled
(where available)
Label —
Hotline Enable Disabled
Number —
XSPC Disabled
Subaddress —
Call Control Auto Answer Disabled
Release on Progress Disabled
Line facilities Tone Suppress Disabled
Signalling National Significant Remote —
Number
End-to-End Disabled
Interpreted Disabled
Unack Disabled

Changing Call Establishment Modes defaults

Semipermanent
(where available)

Select Enable and enter the semipermanent label to set up a semipermanent
connection from an ALEM-2 line. You should also disable Hotline calls.

Note The semipermanent label is supplied by your service provider.
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Hotline  Enter the Hotline number and select Enable to enable en bloc dialling from an
ALEM-2 line. Enter the Subaddress, if required. You should also disable
semipermanent connections.

Select XSPC to set up a Switched Semipermanent Connection if you need to establish
a connection whenever a call fails.

Signalling  Enter the National Significant Remote Number for the remote device.

Select End-to-End to enable the out-of-band signalling to be associated with the call.
This prevents the connected customer equipment from affecting the call state of the
ISDN calls. Proprietary signalling is used to carry information down the D-channel
or inband on a B-channel using the Inband Signalling feature. When enabled,
Interpreted and UnAck boxes are available to be selected. This is used for tie line
applications such as SPCs or XSPCs.

When Interpreted and UnAck are not enabled, UDAS Acknowledged End-to-End
transfer mechanism is used.

If Interpreted mode is enabled, IDAS End-to-End signalling is used instead of UDAS.
If UnAck mode is enabled, UDAS unacknowledged End-to-End signalling is used
instead of IDAS.

For more information on End-to-End signalling, refer to Appendix E.

Call Control  Select Auto Answer, if incoming calls from the backplane are to be automatically
answered.

Enabling Release on Progress releases a call even if a Progress Indicator is sent. In
this instance, any clearing tones are not heard.

Line Facilities  When Tone Suppress is enabled, the ALEM-2 will cut the dial tone when the first
digit is received. This feature is particularly useful during heavy load conditions on
the Resource Manager or Control Module when the disconnection of the dial tone
tends to be sluggish.

ISDN Interface — ISDN Line Controls
The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List Assignment This line checks —
Available CLI/Number lists —
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Changing ISDN Line Controls defaults

AOC  Select either Continuous or End to log the cost of each call from this line. You can
(where available) view the cost details via OmniVision’s Call Log. For further details, refer to the
OmniVision User Manual.

This is only available if you subscribe to an AOC service.
Calling Line ID Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Note If you request AOC or CLIR for a PRA, but do not subscribe to them, the call attempt
may be rejected by the ISDN.

CLIVE List  Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
Assignment  the System Configuration section for more information.

Numbering  Select the appropriate ITU-T (CCITT) standard for Line Number, Hotline Number,
format and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice  Telephony.

ISDN Internal Control defaults

Parameter Default
Restriction None Selected
Dial Type Both Selected
Codec — Relative level (dBr) line -> CPE -9 (dBr)
129 (value)
line <- CPE +3 (dBr)
187 (value)
Codec — Hybrid Balance Line length Short
Impedance Complex
RO 5
R1 105
R2 23
Signals See below Dependent on selected
signalling
Outgoing TE Any Selected

Changing ISDN Internal Control defaults

Restriction  Select Disable to prevent calls from being made to or from the line. When selected,
the back busy signal type chosen in Custom Signalling will be presented to the line.

Select In Only or Out Only to allow calls in the selected directions.

Dial Type  Select the dial type.
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Codec Thiscontrolsthesignal level of calls and echo cancellation. It should only be changed
by the approved maintainers.

When the Set Default Values button is selected, the codec settings are set to their
default values. These values are recommended for most applications. However, if
required, the Relative Level and the Hybrid Balance can be changed.

The Relative Level setting from Digital to Analog allows you to select or enter the
relative level value for audio transmission from the ALEM-2 port to the attached
equipment. Likewise, the Relative Level setting from Analog to Digital allows you
to select or enter the relative level value for audio transmission from the attached
equipment to the ALEM-2 port.

Refer to the Installation Manual for information on relative level settings depending
on installation conditions.

The Hybrid Balance setting types provide two default sets of echo cancellation
register coefficient values. In general, Type 1 values should be selected when the
impedance of the line or equipment attached to the ALEM-2 port is the same as the
ALEM-2 port sign-on impedance. Type 2 Hybrid Balance may be selected for an
alternative line/equipment impedance.

Australian complex

Type 1 sets the echo coefficients to balance the conditions when the line or remote
party impedance is an Australian complex impedance. Type 2 balances againsta line
of 600 Q impedance.

UK termination

If the port signs on as a UK1 Termination, Type 1 sets the echo coefficients to balance
the conditions when the line or remote party impedance is a UK1 impedance. Type
2 balances against a line of UK2 impedance. On the other hand, if the port signs on
asa UK2 Termination, Type 1 sets the echo coefficients to balance the conditions when
the line or remote party impedance is a UK2 impedance. Type 2 balances against a

line of UK1 impedance.

Note UK2 Termination is not supported from Network Release A onwards.

Signals  This provides a number of 2-wire signalling protocols to choose from. Selecting a
signalling option would default all the necessary signalling associated with that
option in the Customise Signalling Dialog. For most applications, custom
configuration is not required.

Signalling Disable ignores all events (loop, unloop, dialling and so on) taking place
at the port when selected. Call initiation and termination can only be done via an
NMS.

AUSTRALIANRing In/Loop Out or UK Loop Calling /{Unguarded Clearing

This is the simplest of the signalling protocols and is used for interworking with
simple attachments such as telephones. EQuipment attached to an ALEM-2 port may
generate a call by looping the line. A call is terminated by the equipment unlooping
the line. Calls received from a network by the ALEM-2 are indicated to the attached
equipment by ring signal.
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Loop Calling /Guarded Clearing

This is a more sophisticated signalling protocol, that allows the ALEM-2 to indicate
to attached equipment when its port is ready to accept a new call after completion of
the last call. This indication is provided by the application of a guarded clear signal
(removal of battery feed from both A and B wires) for approximately 400 milliseconds
at the end of a call.

Loop Calling /Disconnect Clearing

This is similar to loop call/guarded clearing except that the ALEM-2 signals the
completion of the last call by application of a disconnect clear signal (removal of
battery feed from the A wire only) for approximately one second at the end of a call.

Earth Calling

This requires equipmentattached to an ALEM-2 port to initiate a call by momentarily
grounding the B wire (for between 50 to 400 ms) before looping the line. The ALEM-2
provides indication of an incoming call from a network by application of ring signal
to the attached equipment. Such a call may be answered by the attached equipment
looping the line.

Loop In Exchange Line (AUS Indial /UK DDI)

This form of signalling is used when it is required to connect the ALEM-2 to a PSTN
and receive incoming calls with called party address information. Calls are received
from the analog network in the form of a line loop, along with called party address
information in either pulse or DTMF dial form. The ALEM-2 port cannot generate
outgoing calls to the network when operating in this mode.

Warni ng The ALEM-2 is not permitted to be connected to PSTN lines in the UK.

Custom Signalling

This allows more detailed signalling to be configured. This is only recommended
when specialised signals are needed. It should only be carried out by the approved
maintainers.

Call Request Signals

This selects the type of seize signal to be detected in initiating a call. These options
are exclusively selected:

< Ignore Signal — ignores all activity at the analog port.

< Loop Signal — detects a loop applied to the analog line side as a call initiation.

< Earth Signal — detects an earth followed by loop to the analog line side as a call
initiation.

< LoopinExch Line (Indial/DDI) — this is the same as Loop Signal. Itis for PSTN
call initiation. No calls will be presented to the analog line side.
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Clearing Signals Response

This selects the type of clearing phase to be taken in terminating a call. These options
are exclusively selected:

< Unguarded Return to Idle — returns the port to an idle state after detecting the
analog line side is unlooped.

e Guarded Clearing — the ALEM-2 port will respond to a call termination by
removing battery feed from the line for 400 ms before returning to the idle line
state.

« Disconnect Clearing —this is the same as Guarded Clearing but removes the
battery feed from the line for one second in response to a call termination.

Battery Reversal

< Reverse Battery on Loop — this only applies to incoming calls. Detection of a
loop on the analog line side while ring current is being applied will cause the
ALEM-2 to change the analog line side battery feed from normal to reversed.

< Reverse Battery on Answer — this only applies to outgoing calls. On receipt of a
CONNECT from the digital network the ALEM-2 will reverse the battery feed to
indicate that the call is accepted.

Force Release Signals
This mode forces the analog line to clear by one of the following:

= does nothing when No Signal is selected
= open circuits for 200 ms when Open Circuit is selected
= reverses the battery polarity for 200 ms when Battery Reversal is selected.

Call Presentation Signals

< No Signal — enables Auto Answer in Call Establishment Dialog. Calls received
from a network by the ALEM-2 are answered. No ring signal is indicated to the
attached equipment.

< Ring—ocallsreceived from a network by the ALEM-2 are indicated to the attached
equipment by ring signal.

< Battery Reversal — calls received from a network by the ALEM-2 are indicated
to the attached equipment by reversing the battery polarity feed.

Line Block Signals

< No Signal — the ALEM-2 will not change the battery feed condition presented
tothe analog line side when the ISDN Internal Control 'Restriction’ configuration
parameter is set to 'Disable’ or when an IDAS ’block line’ message is received
when the ALEM-2 is in End-to-End Signalling Mode.

< Back Busy (Open Circuit) — the ALEM-2 will remove battery feed from the
analog line side when the ISDN Internal Control 'Restriction’ configuration
parameter is set to 'Disable’ or when an IDAS ’block line’ message is received
when the ALEM-2 is in End-to-End Signalling Mode.

e Term Back Busy (Open + 600 ohm) — the ALEM-2 will remove battery feed but
leave a 600Q termination on the analog line side when the ISDN Internal Control
'Restriction’ configuration parameter is set to '‘Disable’ or when an IDAS ’block
line’ message is received when the ALEM-2 is in End-to-End Signalling Mode.
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Connected (Active) Call

< PABX Recall — when enabled, hookflash signal is recognised.

< PABX Recall Time — the range of hookflash signals that ALEM-2 will recognise:
e Short =40 - 150 ms
< Long=450-800 ms

e Others (ms) (40 -150)
(100 - 350)
(250 - 550)
(450 - 800)
(700 - 1200)

« Digit Detection and Transfer

< Pulse —select if only pulse digits are to be transferred out-of-band during an
active call.

e DTMF —select if only DTMF digits are to be transferred out-of-band during
an active call.

< Both —select this type if BOTH pulse and DTMF digits are to be transferred
out-of-band during an active call.

< None — select this type if NO digits are to be transferred out-of-band during
an active call.
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This controls the Ring signal cadence to be generated by the ALEM-2.

The default setting of Customise Signalling for each signalling option is summarised
in the following table.

Signalling schemes

Signal RingIn/ Guarded Disconn Earth Indial

disable LoopOut clear clear calling
Call Ignore Loop Loop Loop Earth Loop
request
signals
Clear Unguard Unguard Guarded Disconn Unguard Unguard
signals clearing
response
Battery Alldisable | Alldisable | Reverse Reverse | Alldisable | Reverse
reversal on on on

answer Answer Answer

Force No signal | No signal | Nosignal | No signal | No signal | No signal
release
signals
Call No signal Ring Ring Ring Ring No signal
Present
signals
Line No signal | No signal | No signal | No signal | No signal | No signal
block
signals
Connect None None None None None None
(Active) PABX PABX PABX PABX PABX PABX
call disable disable disable disable disable disable
Auto Enable Disable Disable Disable Disable Disable
Answer

Select the required TE. If you select Preferred or Exclusive, you must then select the
TE from the displayed list. This setting affects all the module’s lines.

See Analog line module applications on page 5-78 for some examples of using the

ALEM-2.
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Analog Line Phone Module (ALPM)

Configuration

Line Number

Subaddress
Port ID

Port Name

The Analog Line Phone Module (ALPM) is an analog voice-frequency line module
with four individual ports which digitally encode voice signals onto a 64 kbit/s
B-channel. You can configure each of the four ALPM ports differently. In each case,
the appropriate ISDN signalling translation is performed.

The ALPM is aring-in, loop-out interface. It can be used for either switched indial
calls or for semipermanent connections. When connected to an ALEM across an
ISDN, the two modules can simulate a tie line.

The ALPM provides:

<« on-hook and off-hook generation

< busy and ring back tone detection

< ring signal detection

= tone (DTMF) or pulse (decadic) dialling

e 48 volt battery presence and reversal detection.

See Appendix D for more information on operating analog line interfaces.

Enter the line number for the port. Each of the four ports of this module has its own
line number. See Parameters, page 2-5 for more information.

You must enter a line number if the line is to receive incoming calls directly. However,
if the line is a member of a lineset or a Virtual Line, no number is required.

Enter the Subaddress if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

Enter the Port ID if required. The default setting for this parameter is 0. See Parameters,
page 2-5 for more information. Itis not mandatory to enter anything in this parameter.

Enter the Port Name if required. It is not mandatory to enter anything in this
parameter. See Parameters, page 2-5 for more information.

ISDN Interface — Bearer Capability

The settings for these parameters determine the bearer transfer characteristics
provided by the ISDN for incoming and outgoing calls. The default setting is speech
which requests an analog line, echo suppression and service tones. Other settings
may be necessary in special applications. The following table shows the default
settings.

Parameter Default

Octet 3 Standard CCITT (ITU-T)

Transfer Speech
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ISDN Interface — Low Layer Compatibility

The settings for these parameters are determined by the capability of the equipment
used. The defaults are enabled for incoming calls and disabled for outgoing calls. For
further information about the default settings, refer to Parameters page 2-7.

ISDN Interface — High Layer Compatibility

Parameter Default
CCITT (ITU-T) Standards Incoming Telephony and
Group 2/3 Facsimile
Outgoing None
Telstra Standards Incoming Group 1-3 Facsimile
(Australia only)
Outgoing None

Changing High Layer Compatibility defaults

It is not usual to change the High Layer Compatibility settings for an ALPM line.
However they can be changed if you want to access different services from a single
line. See Parameters, page 2-10 for a full description of the available parameters.

ISDN Interface — Call Establishment Modes defaults

Parameter Default
Semipermanent Enable Disabled
(where available)
Label —
Hotline Enable Disabled
Number —
XSPC Disabled
Subaddress —
DDI (Indial) Enable Disabled
Ignore first x digits 0
Active Call Tone Release on Busy Tone Disabled
Detection
Use all cadence values Disabled
Call Control Connect tone Disabled
Auto Answer Enabled
Detect PBX tones Disabled
Forced release Disabled
Variable Pre dial delay Disabled
Signalling National Significant Remote —
Number
End-to-End Disabled
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Changing Call Establishment Modes defaults

Semipermanent  Select Enable and enter the semipermanent label to set up a semipermanent
(where available) connection. You should ensure that Hotline is disabled.

Hotline  Enter the Hotline number and select Enable to set up a Hotline call from an ALPM
line. Enter the Subaddress if required. You should also disable any semipermanent
connections.

Select XSPC to set up a Switched Semipermanent Connection.
DDI (Indial)  See Appendix F for details of Indial operation.
Signalling  Enter the National Significant Remote Number of the remote device.

Select End-to-End to enable the out-of-band signalling to be associated with the call
and to prevent the connected customer equipment from affecting the call state of the
ISDN call. This is used for tie line applications, such as SPCs or XSPCs.

For more information on End-to-end signalling, refer to Appendix E.

Call Control  Connect Tone is a feature provided for 'squawk box’ applications. When enabled, the
ALPM should automatically answer incoming calls and then provides the connect
tone (two 'beeps’). The delay between looping the line and the application of the two
beepsis defaulted to two seconds. This delay can be changed by changing the pre-dial
delay.

For the connect tone to be provided the following ALPM-2 configuration must also
be configured: Dial Type set to DTMF, Dialling disabled, Auto Answer enabled.

Select Auto Answer, if incoming calls from the backplane are to be automatically
answered. This should be used if the analog line does not provide an answer signal,
for example, battery reversal.

Enable Detect PBX Tones when the ALPM should respond to service tones provided
attheanalog line. When Detect PBX Tones is enabled, the ALPM will attempt to detect
either ring or busy tone on the line after it has applied the loop and finished dialling
any digits. If ring tone is detected, an alerting message is sent. If the busy tone is
detected a disconnect message is sent. If no tone is detected the network will time out
the call.

When Detect PBX Tones is disabled, the ALPM will not attempt to detect any tones.
A voice path to the caller is made so any tones or announcements provided at the
analog line will be heard.

Enabling Forced Release allows the ALPM to forcibly release calls initiated by the
CPE connected to the ALPM. When the ALPM fails to setup the call, the CPE can be
made to stop ringing into the port by looping the line and immediately proceeding
to the disconnecting state. This feature is suited for applications where an ALPM port
is connected to a PABX extension circuit.

Select Variable Pre Dial delay to initiate a delay in sending dialling digits. This may
be necessary if the CPE does not signal its readiness to accept the digits. The delay is
set according to the selections made in the ISDN Internal Control/ Dialling. See page
4-160 for more information.

Enabling Release on Progress releases a call even if a Progress Indicator is sent. In
this instance, any clearing tones will not be heard.
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ISDN Interface — ISDN Line Controls

The following table shows the ISDN Line Controls defaults.

ISDN Line Controls

Parameter Default
AOC None Selected
(where available)
Continuous or End of Call Cleared
Calling Line ID CLIP Cleared
CLIR Cleared
Numbering format Line No E.164
Hotline E.164
Line and Hotline Subaddress NSAP
CLIVE List This line checks —
Assignment
Available CLI/Number lists —

Changing ISDN Line Controls defaults

AOC
(where available)

Calling Line ID

CLIVE List
Assignment

Numbering
format

Select either Continuous or End to log the cost of each call from this line. You can view the
cost details via OmniVision’s Call Log. For further details, refer to the OmniVision User
Manual.

This is only available if you subscribe to an AOC service.

Do not select CLIP (CLI Presentation).

If you select CLIR (CLI Restriction), calls from this line do the opposite of the site
default. For example, if your site default presents CLI for outgoing calls and you select
CLIR, calls from this line do not present CLI to the called party.

Note Ifyou request AOC or CLIR for a PRA, but do not subscribe to them, the call attempt
may be rejected by the ISDN.

Select this option to apply a CLI/Number Checking list to this line. See page 3-49 of
the System Configuration section for more information.

Select the appropriate ITU-T (CCITT) standard for Line Number, Hotline Number,
and Line and Hotline Subaddress formats.

ISDN Interface defaults

Teleservice
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ISDN Internal Control defaults

The following table shows the ISDN Internal Control defaults. You can change some

of the parameters to meet your requirements.

Parameter Default
Restriction None Selected
Dial Type DTMF Selected
Codec — Relative level line -> CPE -9 (dBr)
(dBr) 169 (value)
line <- CPE +3 (dBr)
195 (value)
Codec — Hybrid Balance Line length Short
Impedance Complex
RO 69
R1 12
R2 55
Dialling Short (1.2 sec) Selected
Minimum (0.4 sec) Not selected
Other (1.2 to 11 sec) Not selected
Service Tones Ring Period
4 on, 2 off, 4 on, 20 off
(x 100 ms)
Busy Period
80, 80, 80, 80
Outgoing TE Any Selected

Changing ISDN Internal Control defaults

Restriction

Codec

Dialling

Service Tones

Outgoing TE

Select the required Restriction type.

Note If you select Disable, the line will not work.

Accept the defaults for all Codec parameters. This controls the signal level of calls
and echo cancellation and should only be changed by your service provider.

Select the dialling delay after looping the line. The default is Short (1.2 secs). Other
available settings are Minimum (0.4 secs) or any Other setting in the range 1.2 to 11
seconds. These parameters are only available if the Call Control Variable Pre Dial
D